ICANN Internet Service Provider & Connectivity Providers Constituency (ISPCP)
Additional ISPCP comments on ICANN's proposal to mitigate name collision risks
The ISPCP have already posted a response to ICANNs proposal to mitigate name collision risks as well as comments on other responses that offer critical insight into the concerns being expressed by the ISP community in particular. 

We continue to urge that our request calling for the initial public comment period to be placed on hold until further studies are completed, or if that is deemed infeasible, at least extended for 60 days to allow a more detailed assessment of the important issues raised, is given serious consideration.

There is indeed increasing concern within the ISPCP community that whilst we fully appreciate and support the study conducted by Interisle it is essential that further studies are commenced with all urgency by ICANN in order to better understand the full impact of name collisions when new strings are delegated. ICANN must clearly take the lead and work with impacted stakeholders to minimise all possible risks.

The ISPCP accepts the proposal not to delegate those strings identified as “high risk.”  The ISPCP feels that the proposal to conduct further studies of those strings falling in the “uncalculated risk” category also requires immediate action.  This is particularly important in those cases where there are false-positives.  Applicants that wrongly fall into this category are placed at a severe disadvantage without a proven case.   We believe that there very well may also be false-negatives that are lurking in the broadly cast “low risk” group proposed by the staff proposal.  Thus we feel that a much better approach would be to subject all strings to the proposed studies so that false-negatives are also identified.
Security and Stability of the Internet is THE essential requirement for the ISPCP.  The proposal to place responsibility for outreach to the global community solely with registry operators is of grave concern. Due to the nature of their business, ISPs are the primary customer facing organisations that system administrators, networks administrators and end users first turn to whenever they experience problems, not registry operators.  Conducting a global outreach campaign without extensive ISP involvement puts everybody at a disadvantage.
The full extent of problems that may occur due to name collisions has yet to be understood, but it is already apparent that there is a need to undertake action to minimise the risk of potential harm when new gTLDs are introduced. Regardless of the scale, this will invariably impact some parties in a concentrated manner and ISPs will be expected to deal with whatever level of action that demands. Failure to communicate and forewarn all potentially impacted parties of the known risks, and assisting them in determining the best mitigation approach, would expose all ISPs to unnecessary financial and operational risk.  For example, many ISPs run their help desks in an efficient and effective manner with limited capacity to deal with unforeseen overload. 

The potential consequences of not fully understanding the scope and breath of problems identified as we move towards the introduction of the new gTLDs leaves ICANN open to criticism, registry operators open to substantial liability, and threatens the security and stability of the Internet. It also places Internet Service Providers in the front line.  For all those reasons the ISPCP will be looking to take a leading role as this matter progresses within ICANN.
