
I. Introduction

The Internet Committee of the International Trademark Association (“INTA”) is pleased to provide these comments on both the GNSO Issues Report on Domain Tasting (the “Issues Report”) and the GNSO Initial Report on Domain Tasting (the “Initial Report”).  INTA (http://www.inta.org) is a 129-year-old not-for-profit membership association of more than 5,500 trademark owners and professionals, from more than 190 countries, dedicated to the support and advancement of trademarks and related intellectual property as elements of fair and effective national and international commerce.

 Over the last decade, INTA has been the leading voice for trademark owners on the future of the Internet DNS, and it is a founding member of the Intellectual Property Constituency (IPC) of the Internet Corporation for Assigned Names and Numbers (ICANN).  INTA’s Internet Committee is a group of over one hundred trademark attorneys and professionals from around the world which is charged with evaluating treaties, laws, regulations and procedures relating to domain name assignment, and use of trademarks on the Internet. 

The Issues Report responded to the At-Large Advisory Committee’s request for an Issues Report in support of future potential policy development to address the issue of domain tasting.  It concluded, in part, that additional fact finding and research relative to the practice of domain tasting and its impact on the internet community would be beneficial to further policy development.  Accordingly, several questions were set out as part of the Issues Report.  INTA responds below to the Issues Report and the questions therein, as well as to the Initial Report.  

II. Executive Summary

The evidence detailed in the Issues Report, as well as in the Outcomes Report of the GNSO Ad Hoc Group on Domain Name Tasting
 (“Outcomes Report”), strongly supports a conclusion that domain tasting benefits only those speculators (which appears to include registrars) who participate in the practice.  The simplest mechanism for ending domain tasting is to eliminate the Add Grace Period (“AGP”).  Although the AGP was intended to assist registrants who mistakenly registered domains by, in essence, “forgiving” the registration fee, in practice the AGP is egregiously abused as a means to avoid payment of registration fees by speculators who deliberately register millions of domain names only to see which might prove to be valuable drivers of pay-per-click traffic.  In fact, one knowledgeable commentator reports that VeriSign – the registry operator for the two gTLDS in which over 90% of tasting occurs – initially “adopted the view” that tasting (then known as “Batch Testing” or “Autodelete Registrations”) was “abusive” and “threaten[ed the participating registrars] with litigation.”
  Moreover, the availability of AGP and domain name tasting encourages infringing and illicit or criminal activities, while allowing tasters to avoid detection and prosecution by hiding behind the constant churn of short term registrations.  The practice tends to decrease the security of the domain name system because of the association with criminal activity.  In addition, tasting activity puts pressure on registry operators, in the form of repeated deletions of domains and attendant costs in time, money and resources. The practice also creates an artificial scarcity of domains, further detracting from user confidence in the domain name system, which, in turn, further erodes user confidence in the Internet as a tool for secure communications and commercial transactions.  

Stopping or significantly reducing domain name tasting would seem to immediately benefit many constituencies.  Registrars (other than those who engage in tasting themselves), and registry operators would benefit from the decreased administrative burden associated with numerous repeated registrations and cancellations; registrants and users would benefit from the resulting decrease in internet instability and improved navigation of the web, and intellectual property rights holders would benefit by being able to reduce already excessive policing and enforcement costs.  Moreover, and importantly, the eradication of AGP would result in the collection of increased registration fees—a circumstance that would benefit many participants in the domain name registration chain, including ICANN itself.

By the same token, there is little reason to believe that eliminating AGP would result in substantial harm to any constituency.  Speculators still may register domain names if they wish to “test” them for their ability to drive traffic.
  But by requiring the confirmed payment of registration fees (or the refund of the fee only under specific and more narrow circumstances than under current practice), and forcing registrants to be more judicious in their actual registrations, all registrants, registrars and end users of the internet would benefit equally because the costs (of those confirmed registrations) of tasting would be properly borne by the actual domain name registrants, rather than spread among all registrars, registrants and Internet users.

In sum, it is the INTA Internet Committee’s view that the harms caused by domain name tasting to various internet constituencies, including intellectual property rights holders, far outweigh the potential benefits to the group of registrants and registrars who engage in the behavior.  Moreover, because the AGP does not appear to significantly benefit the population that it was targeted to assist, and encourages other behavior that violates others’ rights and undermines the stability and security of the domain name system, it is INTA Internet Committee’s view that the AGP must be eliminated or, at a minimum, amended to significantly limit its availability.

III. Answers to Specific Questions Posed by GNSO Issues Report

To answer the questions posed by the GNSO Issues Report, we believe it is helpful to note briefly the origins of the AGP and mechanics.  The Issues Report defines an add grace period (AGP) as a specified number of calendar days following a registry operation in which a domain action may be reversed and, as appropriate, a credit may be issued to a registrar.  In the domain tasting context, the AGP refers to the five-day period following the initial registration of a domain name.  If a new domain name registration is deleted during the AGP, the registrar is credited for the registration fee by the registry, and the registrar, in turn, typically credits its customer.

The AGP is not the result or subject of an ICANN consensus policy.  Rather, the AGP reportedly evolved from requests by registrars to cancel registrations and receive credits therefore where applicants for registrations made innocent typographical errors in identifying domain names in their requests, non-payment and testing.  (A knowledgeable industry commentator notes, however, that the AGP has been used for speculative registrations since its inception.)
  Provision for an AGP was negotiated by registries and is now a part of all registry contracts with ICANN.  According to the Outcomes Report, registrars reportedly also use the AGP for systems testing, to correct system errors and to recover losses from failed payment transactions or registrant fraud.

1)
Who benefits from domain tasting, and who is harmed?
Only registrants of tasted domain names, including registrars who participate in the practice, appear to directly benefit from domain name tasting.  Specifically, registrants of tasted domain names benefit from the short term testing and filtering without incurring fees to register the domains in question.  
Notably, registrars responding to the ICANN RFI contended that the AGP facilitates other legitimate activity, including avoidance of fraud, customer support and satisfaction and monitoring of security and stability of registrar services.  While these uses of the AGP may be legitimate, the AGP should not be seen as the only means for addressing these concerns – all of which existed before the AGP was introduced.  Moreover, as detailed below, in the Issues Report and the Outcomes Report, the instances of abuse of the AGP are too numerous to be justified by the fact that it might be used legitimately, in certain circumstances.

While some registrars and registrants of tasted domains may benefit from tasting and the AGP, ordinary internet users/consumers, as well as legitimate trademark owners have been the most vulnerable to the negative consequences of domain name tasting.  In fact, a majority of respondents (58%) to ICANN’s recent request for information on domain name tasting (“ICANN RFI”) believe that tasting harms internet users and 81% of respondents believe that the practice harms intellectual property rights holders by causing consumer confusion and/or erosion of brands and brand reputation.
  

Internet users, for example, are harmed by the need to sort through some number of false hits (or tasted domain names) when searching for legitimate sites.  The need for such sorting and navigation results in user frustration, user confusion, and/or the possibility that users do business with the wrong entity.

Internet users likely also are harmed when tasted domain names attract criminal activity or deceptive advertising practices.  For example, a recent Wall Street Journal article
 chronicles the use of online ads to harbor viruses and malware that may be downloaded onto consumers’ computers.  Similarly, an eWEEK article noted that ads serving adult content and pornography have been placed at sites associated with anticipated typographical errors of brands aimed at children.
  This conclusion is bolstered by responses to the ICANN RFI with numerous respondents expressing concern about an association between phishing and other forms of abuse and tasting.
 Because tasted domain names are used primarily to host advertising, the phenomenon of embedded viruses, malware and related activity inevitably will be associated with tasted sites.  Domain tasters are, by their nature, difficult to identify and track.  Therefore, internet participants seeking to do harm, will naturally be attracted to tasting as a means to decrease their exposure or possible detection by authorities.

Users and/or registrants also are harmed by the artificial scarcity of domain names caused by tasting.  In particular, tasting prevents businesses seeking to use domain names descriptively to sell goods and services from acquiring (and paying for) domain names that tasters are merely “trying out” for free.

Users who register names to use them, rather than to “taste” them also are harmed because they bear the additional costs incurred by the registrar as a result of tasting.  For each domain name there is one transaction: the purchase of the domain name. Each such domain name generates the same revenue at the outset, but the registration fee for a “tasted” and rejected domain name is refunded.  Although the internal costs of each transaction are the same regardless of whether the registration is confirmed, or whether it is reversed shortly thereafter by an opposite transaction, in terms of pricing, the tasted registrations are free, while confirmed registrations are not. Thus, the pricing structure results in long-term registrants subsidizing the short-term or tasting registrants, resulting in unfair and abusive cost-shifting to most domain name registrants. 

Intellectual property rights holders are harmed by tasting behavior.  Specifically, the typosquatting associated with domain name tasting deceptively misuses the intellectual property of brand holders, while rendering the UDRP a poor or entirely ineffective tool in remedying legitimate complaints.  Indeed, the WIPO Deputy Director General has recently expressed concern that “the rate at which domain names change hands and the difficulty to track such mass automated registrations challenge trademark owners in their pursuit of cybersquatters.”
  This new form of cybersquatting thus has resulted in increased litigation and related enforcement costs for many brand holders.  Moreover, a recent report by McAfee, Inc. characterizes domain tasting as one of the most significant factors in the recent growth in typosquatting.
   Domain tasting that is also typosquatting erodes brands, and harms the goodwill represented by those brands. 

 Many companies, such as Wyndham Worldwide, HSBC Holdings, and Dell, have publicly decried the harmful impact of domain name tasting on their businesses, based on lost advertising and sales revenues from parked landing pages and misdirected addresses to parties, including direct competitors, exploiting the goodwill of their established brands.
  Such companies increasingly are expanding prophylactic budgets on defensive registrations and buying domain names from tasters.

Brand holders also are harmed because they bear the double expense of paying search engines for keywords as part of legitimate marketing efforts, and then paying domain tasters when users ultimately visit their site(s) through links from tasted sites.  Tasters thus obtain revenues from their activities without ever investing registration fees in the domain names they taste.  

In addition, registrars themselves likely are harmed by domain name tasting activities.  A number of ICANN-accredited registrars take part in or facilitate the tasting activities of others, and such participation is well-known within the internet community.  Internet users seeking to register tasted (and therefore falsely unavailable) domain names, or who are frustrated by tasting because it interferes with navigation efforts, falsely assume that all registrars are involved or to blame for tasting activity.  This perception, in turn, undermines the legitimate activities of all registrars, and user confidence in such registrars.  

Finally, and significantly, ICANN itself is harmed by domain name tasting.  Domain tasting adversely impacts ICANN by artificially suppressing its revenues because tasted domains are not subject to ICANN fees. For example, levying the $0.20 per name fee on all domain names deleted during the AGP in July 2007 alone would have resulted in over $12.5 million in revenue.
  Because a number of ICANN-accredited registrars take part in or facilitate the tasting activities of others, because ICANN seems to have taken no action against such registrars (notwithstanding the entry by several U.S. federal courts of preliminary injunctions barring further such registration activity against at least four ICANN-accredited registrars), because ICANN has not yet taken action to stop tasting, there is a growing public perception that ICANN condones domain tasting and, by implication, the harms it causes.  Such a public perception harms ICANN. 
2)
Who would benefit from cessation of the practice and who would be harmed?

The information and statistics provided by the GNSO and ICANN supports the contention that most domain name tasting is done by a small proportion of registrars and that a majority of tasted names are dropped.  Specifically, a recent summary of the statistics drawn from ICANN Monthly Registry Reports reveals that ten registrars accounted for over 94% of the 57,732,289 deletes in the month of March, 2007 alone.  The same reports reveal that the same set of registrars have deleted in excess of half a billion domain names in the last two years.  These results are further supported in the Initial Report itself.
  It would appear then, that the majority of registrars who do not take part in this activity would be the largest beneficiaries of cessation of tasting, since the remaining registrars would no longer be associated with activities that undermine user confidence in, and the integrity of the DNS system.  Moreover, the domain name registrars and ICANN would benefit the most by removing an apparently obvious conflict of interest and/or any perceived hidden complicity resulting from the practice of domain name tasting and by restoring the compromised integrity of the registration process.
The cessation of domain name tasting ultimately would impact a small class of domain name speculators - who have had a disproportionate impact on trademark owners – in a market that has been unchecked against fraudulent practices.  Rather, by eliminating domain name tasting – a loophole for cybersquatting and fraud - businesses would have greater opportunities to compete for market share by now playing on an even field. 

3)
How are registry operators being affected by domain name tasting?

Because registry operators carry the burden of processing each domain name registration, the increased number of registrations and cancellations resulting from the practice of domain name tasting inevitably results in increased costs for the registry operators. In addition, there is computing power used in initially registering the additional domain names and adding them to the zone files and shortly thereafter deleting and removing the majority of them. The registry operator also needs to retain transaction information for accounting purposes to determine the net gain in registrations so it may collect the appropriate fees.  This may be why VeriSign was, according to a knowledgeable domain industry participant, initially opposed to high-volume speculative use of the AGP.  
4)
How are registrars being affected by domain name tasting? 


Although the registrar ends up paying only for the names that are kept, like the registry operator, it has to expend time and resources processing those domain name registrations for which fees are later refunded, and the registrar is also required to pre-fund the original registrations during the “tasting” period. 

The other major problem for registrars is one of consumer confidence and consumer support.  Users complain that a particular domain name is listed as unavailable on one registrar's website, but is available elsewhere. 
  Registrars may lose business as a result. In addition, the practices of some registrars who are themselves involved in domain name tasting may lead to a loss of confidence in all registrars, further undermining the stability of the Internet as a forum for commerce  

Exacerbating this problem is the practice engaged in by some registrars of creating multiple shell entities to register and then re-register tasted domain names.
  This practice further erodes the reputation of registrars who do not engage in tasting, and results further deterioration of consumer confidence in registrars generally.
5)
How are registrants being affected by domain tasting?  Are there different categories of registrants affected differently?
Domain name registrants are affected by tasting in a number of ways and different categories of registrants seem to be affected differently.  

A.
General Effects of Domain Name Tasting

i) Significantly, according to MarkMonitor, domain name tasting increased by 242% from the first to the second quarters of 2007.
  As discussed above, the practice is most often used to identify sites that will produce click-through fees by diverting traffic.  This diversion of traffic creates instability as users attempt to winnow through links on tasted domains.  It also impairs the value of the Internet as a reliable tool for commerce because of the ephemeral nature of the links on sites residing on tasted domain names.  End users seeking specific Internet content on one day may not find the same links the next because tasted domain names have been cancelled or re-registered by a subsequent taster.  Users who happen upon these temporary sites become frustrated because of their temporary and unstable quality and may stop looking for the desired content.  

A second important impact of tasting is the false unavailability of domain names caused by entities merely “tasting” domains without actually purchasing them. 
 Legitimate registrants, willing to pay for legitimate domain names, can become frustrated by their apparent unavailability.  

Another adverse consequence of this instability and changeability is the potential for continued erosion of user trust in the DNS and internet navigation altogether.  This distrust is fomented by the growing commoditization of domain names.  Indeed, “practices such as 'domain name tasting' risk turning the domain name system into a mostly speculative market.  Domain names used to be primarily specific identifiers of businesses and other Internet users, but many names nowadays are mere commodities for speculative gain.”
  
Tasting that results in an increase of apparently useless links creates distrust of the system.  User awareness of the fact that so many domain names are registered for the AGP only increases user distrust.  It should be noted that this distrust impacts all registrants equally – whether the goal of the registrant is to monetize a domain name, to conduct commerce, or merely to use the web for non-commercial activity.   

ii)  Tasting also causes user confusion, as end users seeking a particular site or brand may follow false leads and may be unable to navigate through the “rabbit warren” of links to locate the desired site or commercial entity.  Such activity results in users doing business with someone other than a trusted brand.

iii)  As mentioned previously in section III.1, tasting has been alleged to be linked to actual or potential criminal activity or deceptive advertising practices from phishing, pharming, spamming, identity theft and the use of tasted domain names to host advertising that may include viruses, malware or other forms of code used in identity theft or hacking.  This kind of criminal activity, as a general matter, is on the rise throughout the Internet.  The short registration period implicitly encourages such activity because of difficulties in identifying and taking action against such bad actors during a five-day period.  As such, the wide availability and tolerance of  tasting can be considered to encourage further illicit behaviors.

B.
Categories of Registrants Affected Differently
i) Popular, well-trafficked websites and online businesses and well-known brand owner/registrants.   

Registrants with the highest trafficked sites and/or those who own very popular (and often searched) brands are primary targets for tasting.  Recent lawsuits detail allegations, complete with evidence documenting the repeated tasting of domains that include brands owned by, for example, Cingular Wireless, Verizon, JC Penny, Kawasaki, Toyota Motor Corp and Microsoft.  Presumably, this brand targeting occurs because popular brands are likely to attract traffic.  Therefore, it stands to reason that domain names that are inclusive of well-known brands or other highly trafficked commercial domain names, (or typosquatted versions of well known trademarks),  are likely to be the most sought after as potential sources of traffic/revenue.  Even when a tasted domain name generates inadequate traffic to justify a confirmed registration, and is “thrown back,” it is likely that the same apparently attractive domain name is just picked up again by another taster.  Hence, it is likely that owners of famous and attractive brands and registrants of domain names from very popular sites, whether or not they are also trademarks, are the usual and constant targets of tasting activity.  In any event, because large brand owners and popular domain names are likely the favorite targets of tasting behavior, such entities likely pay a disproportionate cost in policing and defensive registration of domain names.

ii)  Registrants of generic second level domain names.    

These registrants suffer from the same woes experienced by brand owners.  Users who normally would be driven to or through a generic domain name site, may get lost in the temporary world of clicks and navigation caused by tasting of similar second level domain names.  In addition, like brand owners, tasted and then re-deposited domain names containing generic terms likely get re-acquired or tasted—potentially repeatedly by several domainers.  This results in registrants having to police the practices of domain name tasters, and/or engage in defensive domain name acquisition.   It also results in user frustration and erosion in user confidence in the system. 

It may be worth noting that owners of generic domain names themselves fall into two categories: (a) those that use their domain names for commercial or non-commercial purposes, exclusive of monetization and (b) those that use their domain names for monetizing purposes, such as for affiliate marketing or parking.  It is hard to say which of these sub-groups is affected more, since both groups rely on the ability of the generic domain name to attract traffic.  Any online behavior, including tasting, that may interfere with that traffic flow likely would affect both registrants the same way-- namely to lose some portion of traffic or prospective customers to the tasting sites.   

iii)  Small businesses/registrants.  

Small business registrants are equally prone to domain name tasting activity, even though their size may suggest that they would be generally less attractive targets for domain tasting activity.  Moreover, small businesses probably are hurt more significantly by the practice of domain tasting because they are less likely to have the financial resources to combat the practice and/or to correct or guide user navigation despite the tide of false, ephemeral or interfering links posted on tasted domain sites. 

iv.
Registrants Who Are Registrars
Of course, one very significant category of registrant is registrars who themselves register domain names for tasting purposes.  Those registrants, of course, benefit from tasting activity by gathering, when possible, click through, affiliate or other fees or remuneration from directing traffic to sites.  Such registrants benefit from avoiding payment of registration fees, or have fees paid by affiliates, for the tasted domain names.

6)
What enforceable rules could be applied toward domain tasting activity?
Significantly, a majority of respondents to ICANN’s recent RFI on domain name tasting agreed that eradication or severe limitations of the AGP are necessary.  Specifically, nearly 77% agreed that ICANN should prohibit domain name registrations at no cost to registrants, and nearly 71% agreed that there should be some registration fee imposed for every domain name registration.  In addition, 64% of respondents agreed that the AGP should be eliminated entirely – at least as between registries and registrars.
 Commentators and some registries have suggested a few additional methods, of varying enforceability, to curb domain name tasting.  
A)  Redefine the AGP to significantly limit its applicability to Delete operations to a certain percentage of names registered by a registrar within a set time period.  One recently suggested proposal is to redefine the AGP to limit its applicability to a certain percentage of names registered by a registrar within a set time period.  Under this proposal, the AGP would apply only to those Delete operations that represent a percentage of a registrar’s adds during a set time period.  For example, the AGP would apply to only the first 10% of a registrar’s five-day deletes during the preceding thirty-day period; the AGP would simply not apply to that registrar’s remaining 90% of deletes that occurred within five days of registration within that 30-day period.  This proposal would appear to impose no greater tracking burden on registries than is currently de facto imposed through tasting.  As set forth in the Issues Report, a GNSO policy recommendation to implement this change would, if approved by the Board, constitute a consensus policy and apply to the registries.  

B)  Impose the $0.20 per name ICANN fee on tasted domains.  ICANN does not currently levy its $0.20 fee against domain names deleted during the AGP.  Doing so would either increase ICANN revenue or decrease significantly the volume of domain tasting.  Application of the fee could be included in the upcoming ICANN budget or, preferably so as to avoid a further 6-month delay, through an interim budget process.  Had ICANN imposed this fee in July 2007 alone, it could potentially have generated over $12.5 million in revenue
C)  Charge registrants a fee for returned domain names.  If the registrar, or any registrant, registers and then throws back some threshold number of domain names within a given time period, then the registrant/registrar must pay a fee for each domain in excess of the relevant threshold per period.  The rationale for this procedure is the conviction that, if the practice becomes more costly for registrars/registrants, tasting would be curtailed—perhaps dramatically.  Presumably there is an administrative burden to tracking credits and fees for returned domain names but the rule should be relatively easy to enforce provided there is agreement to its insertion into the accreditation agreement.  

PIR, the registry operator for the .org TLD, amended its registry agreement in May 2007 consistent with this approach.  Its amendment allows PRI to levy an excess deletion fee of five cents for every domain registered with it that is allowed to lapse within the five-day grace period “…when the number of such deleted registrations is in excess of ninety percent (90%) of the total number of initial registrations…”.
   The additional charge levied by PIR is intended to offset some of the costs incurred by operators as a result of domain name tasting.  According to the monthly registry reports, domain tasting in .org has decreased dramatically since the excess deletion fee has been implemented.  However, only 14% of respondents to the ICANN RFI preferred excess deletion fees as a way to address abuse of the AGP and resulting tasting behavior.

D)  Require registrants to confirm that domain names are substantially related to registrant’s other activities.  Some commentators have suggested the registrars require registrants to affirm that selected domain names are substantially related to the business of the registrant and, if they are not, enter some sanction or suspension against the registrar for abuse.  The Australian registry, AuDA, in an attempt to address domain tasting, requires registrants to agree that any domain name the registrant seeks must be “closely and substantially connected to the registrant.”  The policy specifically authorizes registration for monetization purposes, provided that the monetization is within a category of services provided by the registrant.  “[P]roviding users with information and advertising links about the subject matter of the domain name” is acceptable under the AuDA policy.  Hence, such rule allows for tasting for monetization purposes but leaves open the possibility of sanctions for abusive tasting.  

The enforceability of this procedure appears questionable.  Deciding on a case –by- case basis what constitutes a business substantially connected to the registrant necessarily requires some judgment, certainly could not be accomplished for bulk registrations, and likely would invite conflicting decisions and standards.  As such, this approach may lack practical, long term application.

E) Suspend or sanction registrars or registrants that habitually taste domain names.  As touched upon earlier in section III.4, one especially thorny issue relating to tasting is the practice of registrars that set up multiple organizations or shell companies to acquire domain names for tasting purposes.  For example, Company A may taste a particular domain and then, after the domain name is “thrown back,” affiliated company B registers and tastes the domain name and then allows it to go back so that the next entity may taste the domain name.  Such serial tasting by related entities should be further evidence of bad faith and be sanctionable unless there is some countervailing rationale for such serial registrations.  Both Dell, Inc. and Yahoo, Inc. have recently filed lawsuits in a U.S. federal district court that contain allegations of such conduct by three ICANN-accredited registrars. 
F)  Suspend or sanction registrars or registrants that have a habit of registering and deleting the same domain names  Many registrants repeatedly taste domain names, apparently in an effort to avoid paying registration fees (a practice known as “kiting”).   There would seem to be no rationale for kiting other than the avoidance of payment of registration fees.  Hence, a strict rule against kiting should be agreeable to everyone.   Enforceability will depend upon the level of integration of registry databases but seems possible.  

G)  Identify repeatedly tasted domain names and remove them from the pool of domains available for unpaid registration.  Registries could identify domain names that have been tasted and rejected a threshold number of times within a given period (say 3 times in a quarter) and then remove them from the list of available domain names to taste.  These domain names could still be registered by registrars or individual registrants, but the AGP should not be available to registrars for such names.  This would reduce the constant churning of domain name registrations and stop kiting.  In addition, by tagging domain names that have been tasted and rejected, registries would actually perform a service for bulk registrars who may have no clear way of knowing which domain names are useful to taste.  

H)  Require verification of mis-registered domain names.  A policy could be developed that would require registrants and registrars to verify errors in registration that caused the exercise of the AGP.  The initial ICANN policy that created the AGP was predicated on the notion that registrants might make typographical errors in the initial application.  The AGP was meant to address that concern by allowing cancellation of domain names within five days of registration if the registrant had inadvertently registered the wrong domain name.  Hence, one way of addressing tasting would simply be to ask registrants to verify the nature of the typographical error—in the same way that consumers often have to identify what was wrong with the product they are returning before a refund is issued.  For example, the Canadian Internet Registration Authority (“CIRA”) refuses cancellation of domain names unless, for example, the request is made to correct a typographical error.  
7)
What would be the impact (positive or negative) of establishing limitations, guidelines or restrictions on registrars’ use of the AGP?

As described above, there are many ways in which the practice of domain tasting could be curtailed or regulated, while at the same time maintaining the original and stated purpose of the AGP.  Any limitations, restrictions or conditions need not detract from legitimate uses of the AGP, namely to enable those who make good faith errors to rectify them and to enable registries to cancel erroneous registrations and credit registrars, and to enable registrars to credit users for such registrations, while, at the same time, eliminating at least reducing tasting.  There would be no negative impact on registries or registrars who use the AGP to correct honest clerical errors.  There would be no negative impact on registrants who have made honest clerical errors.

There would be a positive impact on registries in eliminating numerous tasting-motivated transactions during the AGP.  There would also be a favorable impact for trademark owners and Internet commerce businesses whose trademarks and variations thereof are being registered in bad faith, tasted, and typosquatted.  In addition, by limiting use of the AGP, users likely would benefit by having a more stable platform upon which to conduct searches and locate goods and services.  Eliminating the AGP and the tasting of domain names would allow consumers to access information and conduct transactions more efficiently.  

8)
What would be the impact (positive or negative) on registries, registrars and registrants of eliminating the AGP?
The elimination of the AGP would have primarily positive impacts on all constituencies. The elimination of the AGP would eliminate domain name tasting as we know it. As a result, user confusion and failing confidence in the Internet as a useful commercial tool would very likely be reduced.  Perhaps more importantly, elimination of the AGP would significantly reduce the ability of criminal factions to use the AGP to hide their activities and/or identities behind ephemeral and churned temporary domain name registrations.  This would likely have an immediate positive impact on the safety and security of the internet.  

Conceivably, the elimination of the AGP without introducing some other type of corrective procedure in its place would remove the possibility for a registrant who makes an honest clerical error in preparing and filing a new request for registration of a domain name to obtain a registration for the correct domain name without having to pay for both the first erroneous and the second correct registrations.  In addition, it would remove the possibility for a registry to provide credits to registrars whose customers make honest typographical errors in preparing and filing new requests for registration.  However, as discussed above, these possible negative consequences seem to be relatively inconsequential, weighed next to the benefits that eradication of the AGP would bring, and can be addressed in ways other than through an AGP as described herein. 
IV. Conclusion

INTA’s Internet Committee is thankful for the opportunity to respond to the questions within the Issues Report and Initial Report on domain name tasting. Domain name tasting negatively impacts each of the constituencies that form the global Internet community, including harming ICANN as the entity responsible for the technical coordination of the Internet. Furthermore, domain name tasting destabilizes the stability and security of Internet. For these reasons, INTA’s Internet Committee strongly recommends that ICANN take immediate action to eliminate the practice of domain tasting -- preferably by eliminating the AGP or, at a minimum, significantly limiting its availability directly or indirectly.
We set forward below, in descending order of preference, methods that ICANN should implement to eliminate domain name tasting:

1. Eliminate the AGP.
2.  Redefine AGP to significantly restrict the percentage of Deleted names to which it applies.
3.  Impose the ICANN fee.
4.  Endorse imposition of a Registry fee.
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�	MS Research:  Typo-squatters Are Gaming Google, eWeek.com, Dec. 19, 2005, available at � HYPERLINK "http://www.eweek.com/c/a/Search/MS-Research-TypoSquatters-Are-Gaming-Google/" ��http://www.eweek.com/c/a/Search/MS-Research-TypoSquatters-Are-Gaming-Google/� (last visited Jan. 23, 2008).


� 	Outcomes Report, pp. 15-20.


� 	Outcomes Report, p. 12. This desire to mask identity and/or evade detection is also evidenced in  recently published statistics indicating that a majority of tasting activity is initiated by several registrars located at the same Miami, Florida address—apparently seeking to hide company intentions to taste domains by setting up related shell companies to repeatedly add and drop domains.


� 	Outcomes Report, pp. 18-19.


� 	Cybersquatting Remains on the Rise with further Risk to Trademarks from New Registration Practices, Press Release, World Intellectual Property Organization, Mar. 12, 2007, available at http://www.wipo.int/pressroom/en/articles/2007/article_0014.html.


�	What’s In a Name: The State of Typosquatting 2007, available at http://us.mcafee.com/root/identitytheft.asp?id=safe_typo&cid=38296#WhatIsDriving .


�	 See Press Release, Coalition Against Domain Name Abuse to Combat Cybersquatting, July 24, 2007 posted at http://complianceandprivacy.com/News-CADNA-campaign.html


� See, Intellectual Property Interests Constituency Statement on Domain Name Tasting,  


December 5, 2007 , p. 4.


� See, for example, statistics listed on page 4 of the Report relating to the .ORG monthly report and the .COM and .NET reports.  http://www.icann.org/tlds/monthly-reports/org/pir-200701.pdf; http://www.icann.org/tlds/monthly-reports/com-net/verisign-200701.pdf





� 	Outcomes Report, p. 25.


�	Outcomes Report, p. 12.


� 	Brandjacking Index, Summer 2007, MarkMonitor, p. 6. 


� 	See above at n. 10.


� 	WIPO Press Release, supra note 11.


� 	ICANN Request for Information on Domain Name Tasting, poll results, located at: http://www.bigpulse.com/pollresults?code=4Rkitd2chD5rD7eyJHJi; see also Outcomes Report, pp 15-17.


� 	See AuDA Clarification of Close and Substantial Connection Rule - Domain Monetisation (2006-03) at http://www.auda.org.au/policies/auda-2006-03/, section 1.2.  


� 	Outcomes Report, p. 16.
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