WHOIS WG Subgroup B – Template for Proposal Submission

	
	Which third parties?
	How are they certified?
	Access Process/Mechanisms 
	Cost burden & distrib.
	Notes/Comments

	Description of proposal elements
	Which persons or organizations should be granted access to the complete Whois record? Definitions may be based on categories of actor (e.g., LEAs, lawyers, ISPs) or on specific purposes.
	What criteria are used to determine that applicants for special access conform to the categories or purposes and are who they say they are? Who applies and enforces these criteria? 
	What technological and operational methods are used to deliver the access? What type of access is delivered (e.g., one-time, ongoing, query-based, bulk)? How fast is it? What notifications or records are associated with access? How does the process cope with possibilities of abuse or unauthorized uses? What purpose-based restrictions are imposed on access?
	Who pays for which aspects of the certification and access processes and mechanisms? 
	An open space for highlighting special features of a proposal, or ones that do not fit into the other categories

	Proposer
	Which third parties?
	How are they certified?
	Access Process/Mechanisms 
	Cost burden & distrib.
	Notes/Comments

	David Fares
Business Constituency Rep


	Law Enforcement

IP Attorneys

Corporations with IP, Network security and other legitimate interests (e.g. combat spam, validate websites, identify consumer fraud)

Anti-Fraud Investigators

Legitimate e-commerce consumer
Legitimate users determining the availability of a domain name and identifying people or entities for content and services online.
	There should be a one-stop shop certification process that applies across all gTLD Whois databases.   ICANN should develop a simple application form that identifies legitimate third parties.  An interested third party should complete the application form and self-certify that  it falls within one of the categories identified as a legitimate third party.  A corporation should only be required to submit a single application form.
	A centralized Whois database that is password protected.  Legitimate third parties will be given a temporary username and password from ICANN or its agent to legitimate third parties upon approval of its application.  The legitimate third party must agree that it will not share this user name and password, or any amended username and password chosen by the third party, with unauthorized users.  
	Legitimate third parties would only pay costs incurred in submitting the application (postage, etc).

Registrars and ICANN would bear the costs of operating and maintaining the system.
	


