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	Governmentally-chartered banks and their affiliates.
	Access will be given only through the primary bank regulator of such governmentally-chartered banks.  The governmental primary bank regulator would be responsible for certifying and authenticating which institutions were entitled to access.  To obtain a key for access to WHOIS data, such banks would have to certify, on an annual basis, that the access is for use by the bank and its affiliates in order to protect the bank, its customers, and its affiliates from losses that might arise from abusive internet practices, including, but not limited to, ID theft, phishing, and other types of fraud on the consumer and the bank and its affiliates.  Further, the certifications by the banks given access to the WHOIS data must state that the banks and their affiliates will maintain the key in confidence and the WHOIS data will not be used for marketing or any other commercial activity or usage.
	The WHOIS data will be encrypted and the master key will be provided to national and state governments.  These national and state governments can then provide such master key to each primary bank regulator within its borders.  These bank regulators will only provide a key to banks which the bank regulator in question certifies are banks that regulator chartered and regulates, and banks which have certified that the purpose is solely for the protection of the bank, its affiliates and its customers from losses that might arise from abusive internet practices, and not for any marketing purposes.  By the nature of their regulator status, the regulators would be able to monitor that the access is used for the intended purposes.
	The cost would be bourn at the national and/or state level and at the level of the bank regulators.  Further, this proposal would not require a government or its regulators to participate.  Participation by them would be entirely voluntary.  Any costs that might arise could be the subject of discussion among those involved at that level.  In any event, the certification and authentication process would not be a cost to the registrars or registrants.
	No conflict with existing law.  This is a carefully crafted approach, with governmental monitoring, that provides only such access as is needed to protect banks, their affiliates, and their customers from abusive internet practices. 

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	


