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	Pat Cain
Fix the data input problem, not the retrieval problem.


	- Rapid-Response:

· Anti-fraud fighters (AFF)

· LEA

- IP Protection Agent

- One-time Request

    (Anybody)
	AFF + Anybody: Address Data
LEA: Full record (CC#, etc)
	No certification
	Two access levels:

1. LEA and legal processes work as current models to get ‘full data’ for investigations.
2. During domain registration, registrant is asked for billing info and other private data by registrar. This data is used to determine privacy preferences and applicable law. Domain registrant may be allowed to enable “privacy protection” which replaces their ‘personal data’ with proxy contact data. The proxy inherits all the responsibilities of the registrant, including determining when ‘private data should be released’ or if proxy services are used to notify registrant of complaints(?).
Registrant is notified when ‘private data’ has been disclosed.

	Some underlying production costs will probably be assumed to registrars.
Some registrars may be able to recover a small fee for registrant or complaintant.
	The goal is to enable domain registrants to enable some privacy protections at registration/update time.
Some TLDs may not allow ‘privacy protection’ due to commercial concerns.

Many laws require a notification state; some require an agreement state before the notification happens. [Trying to write a web page that can handle all privacy combinations at domain registration may be a monumental task.]

	
	
	
	
	
	
	

	
	
	
	
	
	
	


