Thick Whois Data Protection and Privacy Subteam

Call Notes March 6, 2013

We spent the call primarily on primary issues that Don identified from public comments. The group did not make any changes to the list. We managed to cover the first few. The next call will focus on the remaining ones and the supplemental NCUC submission that came directly to the subteam.

Any information already is public

This discussion in many ways was a catalogue of all potential issues. Many arguably are beyond the scope of the PDP. The major points:


True but that doesn’t automatically forfeit rights. 


What is public in thin also public in thick


Can it be said that registrant are, in a sense, coerced into agreeing to make their information public?

Conversely, are registrants made aware of privacy consequences when signing registration agreements.

Publication doesn’t forfeit ownership. Not all legal systems treat that term the same.

Review relevant provisions of RAA

Somebody (Roy) recommended Unlocking the Value of Personal Information, http://www.weforum.org/reports/unlocking-value-personal-data-collection-usage, for anybody interested in more deeply at issues concerning conrrol of individual data.
Any data protection issues exist in current thick and thin registries

We see issues now, but should focus on new introduced, not what we know exists.


Have issues not existed before or have they not been raised? Have legal or other considerations changed since prior analyses?

Issues that clearly are new in the context of migration. 

1) Mass transfers that will be needed if thin registries move to thick.  2) What about thin registry registrants who might be protected by local laws governing registrars and might lose that protection in a change.

The question was raised as to how much other current efforts, especially the Whois EWG, will usurp whatever the WG comes up with.
Don offered to look into some operations questions that came up.
