Thick Whois Data Protection and Privacy Subteam

Call Notes March 13, 2013

We spent the first half of the call reviewing the 03/06 discussion, particularly with respect to follow-up comments to notes that Don sent. A revised version was distributed later.

The rest of the time focused on issues that had not been covered in on the 6th.

Personal information issues need particular attention

There is no issue of whether the information is open or not. It already is available by virtue of Whois data requirements.

We do need to consider the questions and at least identify relevant issues; e.g., how is personal information defined and it may be defined differently across jurisdictions. 

The subject of whether registries and registrars have reviewed privacy issues came up. It was suggested that the RySG and RrSG commented that the Thick Whois PDP raises no new privacy concerns that aren’t addressed by ICANN procedures.  As a counter, it was said that the lack of new issues really doesn’t address how much the questions have been reviewed in depth in the past. 
Data protection issues are addressed sufficiently by existing ICANN procedures

Data protection issues can be addressed by revision of existing ICANN procedures

We addressed these questions in sequence but the discussion crossed back and forth. 

Marika distributed an email from Dan Halloran from the ICANN GC’s office that discussed prior efforts to address conflicts between Whois requirements and data protection laws, including the procedures designed specifically for that purpose and the use of RSEPs by .cat and .tel. Dan also referred to reviews of existing procedures after approval of a new RAA and solicited the WG’s thoughts.
The subteam talked about the RSEP efforts and whether the designated procedures should be amended to allow preemptive requests for modification of Whois requirements to address possible conflicts with data protection laws. The current rules that are focused on conflicts allow for requests only after notice of a government inquiry.

