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	#
	Comment
	Who / Where
	WG Response
	Recommended Action

	General Comments

	1. 
	The RySG support for all of the recommendations in the Draft Final Report of the IGO-INGO PDP WG are detailed in the attached spreadsheet. Note that the spreadsheet contains seven workbook tabs that each show the RySG support position for multiple recommendations for the applicable categories:

1. RCRC

2. IOC

3. IGOs

4. INGOs

5. General Recommendations

6. Existing gTLD Implementation

7. Exception Procedure Options

In addition to the RySG support position for each recommendation, each workbook (tab) shows the following:

• Total # of voting members

• # of voting members who voted

• # of voting members who voted in support of the recommendation

• % of total voting member support

• % of support from voting members who voted

• Comments submitted by individual members.
For all recommendations except for one, there was greater than super-majority (2/3) support for the position shown. The one exception was for Recommendation 8 in the INGO workbook; the RySG did not support this recommendation because only 50% of voting members voted in favor.

The RySG will continue to support the WG as they perform the final steps of incorporating public comments into a final report and deliver it to the GNSO Council.
Refer to submitted spreadsheet for details: http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00014.html
	RySG / Public Comment
	
	

	2. 
	ICANN is demonstrating that is has lost track of what really matter, its actions have become misaligned with the public domain they oversee.

Trademark law has been evolved over THOUSANDS of years. Todays embodiment of those ideas includes the notion that no person or entity may have exclusive rights to a mark across all goods and services unless that entity is so famous that the use of the mark by any other entity would be confusing to the public. This allows multiple holders of the exact same mark to coexist (and here we're only talking about in one country as this is true none-the-less in multiple countries) because they are obviously different; re do not cause CONFUSION. In fact the very nature of top level domains is the DIFFERENCE between the names sharing second level strings! You cant have it both ways.

The mission creep of ignoring the unique value a string may provide an unrelated entity is unacceptable. I consider this proposal to be institutionalized reverse domain name hijacking. Any entity able to get their string “on the list” then having the right to take or dezone unrelated entities domains. Saying that this policy is limited to, for example the Red Cross, is foolish as any reasonable person can see the door is being opened for others who have influence and “take their domains” for others.

The more policies like this that are implemented the less innovation we will see. This will have a chilling effect regarding investing in a unique internet business (“domain name”) when ICANN one day may feel the domain is someone elses “property”?

The RedCross, and those using .INT for example, have there own special place on the internet, and unique address different than all others.

“stupid is as stupid does”

- Forrest Gump

People who cant figure out they are or are not at the right website will not be saved by any level of guidance, they are lost from the start. With 4% world GDP now on the internet and growing, naming seems to work just fine ..

PLEASE STOP TINKERING!

Do not create a class of privileged of domains registrants!
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00016.html
	Charles Christopher / Public Comments
	
	

	3. 
	It appears that you who are in charge of an organization whose is to protect and serve have possibly made an error in judgment.  Allowing confiscation of acronyms for IGO's and INGO's seems At the least unfair to the general public. We are trying to preserve Peace and live in a fair and non violent world. This action seems To just take from those who have, to give to those that desire.

I just seems unreasonable to TAKE acronyms and short generic Names from any gtld or cctld or tld. 

http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00010.html 
	Ed Lehmann / Public Comment
	
	

	4. 
	
	
	
	

	TOP-LEVEL PROTECTIONS

	5. 
	In regard to the top level of new gTLDs, we generally favor full protection for exact matches of the full name of all the IGOs and INGOs addressed by the Report by barring their registration by third parties -- but we oppose such blanket, registration-blocking  protection of exact matches of their acronyms. We doubt that any party would make the very substantial time and monetary investment to apply for a .acronym registry with the intent of confusing the public in regard to its ownership, sponsorship, or purpose, but in the highly unlikely event that such a situation were to occur it could be readily addressed by existing objection processes for new gTLDs as well as by GAC advice.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00009.html
	ICA / Public Comments
	
	

	6. 
	
	
	
	

	7. 
	
	
	
	

	8. 
	
	
	
	

	9. 
	
	
	
	

	10. 
	
	
	
	

	SECOND-LEVEL PROTECTIONS 

	11. 
	In regard to the second level of new gTLDs, we generally favor full protection through registration blocking for exact matches of the full name of all IGOs and INGOs addressed by the Report  --but we oppose blanket protection of exact matches of their acronyms as any misuse could be addressed by existing second level arbitration procedures.
In regard to the Trademark Clearinghouse (TMCH), which is only relevant to new gTLDs -- we would support inclusion in the TMCH of exact matches of the full name of all the IGOs and INGOs addressed by the Report in the – but only if the Trademark Notice generated by an attempt to register such a name differentiates between trademark rights and the “rights” held in such name by an IGO or INGO that has not trademarked its name.
We oppose inclusion in the TMCH of the exact matches of acronyms of all the IGOs and INGOs addressed by the Report. We do not oppose allowing affected organizations to utilize the curative rights of the UDRP (at new or incumbent gTLDs) or URS (only available at new gTLDs at this time) dispute arbitration mechanisms if they believe that a particular domain using such exact match has been registered and used in bad faith; that is, in such a manner as to deceive and mislead the public that the particular website is being operated by or has been endorsed by the relevant IGO or INGO. As the UDRP currently exists solely to protect trademark rights, and as the URS is a narrow supplement to the UDRP with a similar focus on trademarks and a higher burden of proof, care must be taken in the implementation of such an expansion of their utilization to precisely define the exact nature and scope of the rights that are eligible for such arbitration actions and the factors to be considered by arbitration panelists.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00009.html
	ICA / Public Comments
	
	

	12. 
	
	
	
	

	13. 
	
	
	
	

	14. 
	
	
	
	

	15. 
	
	
	
	

	16. 
	
	
	
	

	Eligibility Criteria 

	17. 
	IGOs represent a wide range of essential public interests. For this reason, they enjoy a special status under public international law, which clearly places them in a different category than other DNS stakeholders:

· IGOs work towards cooperation between governments on vital issues and humanitarian causes;

· IGOs are created by treaty, they are the subject of international law like States, and they deserve the same treatment;

· IGOs are funded primarily by public funds provided by their Member States. Abusive registration of IGO names and acronyms imposes serious enforcement burden on IGOs, which should not have had to divert their public resources for this purpose;

· IGOs and the public interests which they represent, are particularly vulnerable to misuse, fraud and confusion with respect to their identities on the Internet;

· IGOs enjoy certain immunities from legal process in order to protect their neutrality and impartiality from national influence.

The names and acronyms of IGOs are protected by international treaties within the scope of Article 6*ter *of the Paris Convention for the Protection of Industrial Property, as further extended by Article 16 of the Trademark Law Treaty and Article 2 of the WTO Agreement on Trade Related Aspects of Intellectual Property Rights. As a result, an overwhelming majority of jurisdictions in the world protect the names and acronyms of IGOs either by direct application of their treaty obligations or by enacting national legislation.

The governing bodies of some IGOs have also adopted decisions requesting

their Member States to protect the identifiers of those organizations from

unauthorized use.

Protection of the names and acronyms of IGOs is also consistent with ICANN’s mission, which includes, *inter alia, *protecting consumers from abuse in connection with the new gTLD program. Furthermore, ICANN’s founding documents require ICANN to carry out its activities in conformity with relevant principles of international law and applicable international conventions and to cooperate with relevant international organizations (Articles of Incorporation, Article 4) and to duly take into account governments' and public authorities' recommendations, recognising that public authorities are responsible for public policy (By-Laws, Article 11).

Abusive registration of IGO names and acronyms harms the causes which IGOs represent (public health, labour practices, food security, peacekeeping operations, containment of weapons proliferation, sustainable economic and social development and reconstruction, trade and commerce standards, children's rights, refugees, disaster relief, fundamental scientific research and other public policies). It is incumbent on ICANN as the mandating agency of the domain name system to implement appropriate policy measures to help mitigate these harms.

ICANN's development of the domain name system must therefore demonstrate a capacity for serving that public interest within existing legal norms.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00006.html
	Sergio De Gregori / Public Comment
	
	

	18. 
	
	
	
	

	19. 
	
	
	
	

	20. 
	
	
	
	

	21. 
	
	
	
	

	Exception Procedures 

	22. 
	
	
	
	

	23. 
	
	
	
	

	24. 
	
	
	
	

	25. 
	
	
	
	

	26. 
	
	
	
	

	POLICY IN ENCUMBENT GTLDS

	27. 
	Thank you for the opportunity to comment on this draft report. It's disturbing that this workgroup is even *considering* making enormous and profound changes to the rights of existing registrants of short domains (acronyms, etc.) in existing gTLDs. .com has been in existence since 1985, nearly 30 years. The UDRP has existed since 1999. If there had been substantial abuse of those domains, there was ample time for IGOs to assert their rights via existing processes and laws.

…Essentially, that is what some voices in this working group are proposing, that some "preferred group" have an extraordinary power, not granted by legitimate law, to obtain another party's valuable asset, or restrict its ability to be transferred.  Even bringing up the *potential* for such a loss would cause a *decrease* in website and internet development, due to the inherent uncertainty created. It's like investing in Russia or Venezuela, where one has to constantly look over one's shoulder to make sure the government won't expropriate one's assets. It would chill the entire marketplace and internet economy.

As long as such transfers do not violate the law, ICANN should keep its nose out of such matters and not interfere, especially when there are no good policy reasons to do so (i.e. there needs to be supporting economic and statistical data in the event of such profound policy changes, as per the Affirmation of Commitments).
….Clearly, under the reasoning of some of the minority participants in this working group, highly valued domains such as these that are owned by legitimate enterprises would be under threat, and it is shocking that this working group would even seriously entertain the notion. First they come for the short domains, and then they'll come for *your* domain....
Existing registrants might not even be able to transfer their domains to a good-faith purchaser, if some minority positions are accepted, thereby devaluing their property (as discussed above). For instance, one IGO on the list at: http://csonet.org/content/documents/E2011INF4.pdf is "Socialist International" (picked on purpose, obviously). Assuming their acronym is "SI", should they have rights over SI.com, owned by Sports Illustrated?.... Such transfers should not be interfered with by any policy change, as it would effectively be stealing from existing registrants (i.e. perhaps not immediately, but it would affect their future rights to  maximize the realization of their assets). It would be an intrusion into the market economy, in order to impose benefits upon a very select few (i.e. IGOs whose names are not being abused). It would be destructive and have widespread and unintended consequences.
…..So, we are not talking about a small number of very famous IGOs, but thousands of obscure groups that randomly have acronyms that should be available to be used by anyone (as long as it's not violating 3rd party rights). Certainly nothing in law gives these IGOs monopolies over common words and short domains. If each of those IGOs had a 2 or 3 letter acronym, we're talking about a huge overlap between those and the existing registrations of the comparable .com domains.
…. It's disturbing that registries and registrars seek an indemnification in the event that domains are stolen from current registrants, see page 34:

"Where policy changes to recover protected identifiers of registered second-level names within an existing gTLD deviate from current policy, registry & registrar indemnification should be considered."

That talk of indemnification clearly means some are already worried about the legal challenges that would take place at such a drastic policy change. The word "recover" should be read as "stolen", since that's essentially what is being discussed by some members of this working group.
The Affirmation of Commitments makes it clear that a cost/benefit analysis must be made before any policy changes are made. Affecting existing domains would impose an enormous cost (not just to directly affected registrants, but indirectly to all registrants, due to the threat of future expropriation and expansions on the targets of those facing restrictions on transfers), and the benefits would be minimal, given that there is little actual abuse of IGO names at present.
In conclusion, I recommend that there be no policy changes that would affect the rights of existing domain names. Even for new gTLDs (which I'm not a fan of), such protections are not warranted. The most famous marks of IGOs already have strong protection in law, and can be asserted via existing policies like the UDRP. Any changes, at most, should only affect freshly registered domain names (e.g. in new gTLDs), so that registrants were aware of the policy *before* they registered such names.  If there are to be any policy changes, they should be designed in such a way to subsidize UDRP costs for qualified IGOs, rather than maintaining reserve lists. That can address real abuse in a cost-effective manner. Where no significant abuse occurs, ICANN should not be considering policy changes.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00000.html
	George Kirikos / Public Comment
	
	

	28. 
	To me, it is hard to believe noticing that this workgroup tries to “rape” the rights of existing registrants of short and/ or generic (at the very end) in existing gTlds like dotcoms. It has been in existence for thirty years now !!! I really feel entitled to add a few neutral comments about this *report* as I never had myself the chance to register short domain names like LL.com or LLL.com as I came too late to do so. But this is a question of principles. I am not sure that you realize that uncertainty is bad, especially for small businesses ??? The UDRP process came into existence in 1999 I think. Why, if there had been any substantial abuse of those domains, no IGOs tried to assert their rights via existing processes and laws ? C’mon folks !

Please, do not play the apprentice sorcerer by threatening with such a legal and unjustified uncertainty the legitimate rights established by rightful owners, decades ago. Those people do not deserve to be punished for their vision. Do not play with the American dream, do not play with the spirit of the founding fathers of the USA. They do not deserve it either.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00001.html
	J. Hureau / Public Comment
	
	

	29. 
	Many IGOs do valuable work, and deserve to have an internet presence that supports their altruistic vision. However, the proposed ICANN policy changes create grave unintended consequences that would cause far more harm than good. The proposed changes (by the non-majority) on pages 42 and 43 fail to consider fundamental property rights of domain name registrants and the fair market value of domain names. Those changes would create a public outcry and backlash against ICANN and IGOs, since the proposed policy would permit theft of valuable private property from legitimate owners. Even when a large nation state like the USA takes private property for public use by the state, there is a recognition that "just compensation" must be paid in the form of "fair market value." http://en.wikipedia.org/wiki/Eminent_domain

In the proposed ICANN policy there is no provision for just compensation. Therefore, the policy is blatantly unjust and should be abandoned. I thank

you for your time and attention.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00002.html
	Alex Lerman / Public Comment
	
	

	30. 
	In lieu of banning all special protections, which seems to have already garnered enough support of ICANN to come to pass, I would like to voice my concerns for expanding any additional protections that surely will infringe on the right of current domain and trademark holders. Any expansion leaves huge holes for abuse at the registry, registrar and INGO/IGO levels.   Those organizations do not have rights that supersede those of other legitimate entities. To carve out valuable assets, particularly in already established gTLDs, would be a violation of rights and interests in domains that were, until this policy, operating with the full approval and cooperation of ICANN and other governing bodies.  

Let us remember that there are ample procedures in place to prohibit, protect and transfer domains that infringe on the trademark rights of ALL existing organizations. These policies extend beyond registry and ICANN requirements and into extensive legal and court protections that cover all aspects of potential harmful usage.  Those protections are there for all parties, not a select group of special organizations.  We do not need to expand their rights!

The system of trademark usage and protection has worked well for hundreds of years without having to carve out special protections for Non-profits and INGOs/IGOs.  They compete with private organizations/individuals in all sorts of business environments and domain names should be no different. This new policy (particularly with existing gTLDS) is a massive over-reach by a small number of individuals who see an opportunity to grab valuable assets at little to no cost, causing harmful reverberations throughout the domain AND general commercial marketplace.  Do not implement these policy recommendations.

http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00003.html
	Chip Meade / Public Comment
	
	

	31. 
	The proposal to reserve commonly used acronyms for IGOs and INGOs in established TLDs is a tremendous overreach by International Organizations. In essence, the organizations are claiming all the IP rights to short acronyms that are in widespread commercial use by a entities around the globe.  These international organizations have no greater claim to these acronyms than any other legitimate user.

International organizations have available for their use .int and .org extensions that are associated with International Organizations and non-profit organizations.  There is no need to seize turf on what is traditionally the commercial internet of .com and .net by claiming exclusive rights to acronym domains under these extensions.

Many of the organizations in the list of acronyms under consideration for special protections are obscure and their acronyms are not well known to the public.    There is no basis or justification to privilege the interests of the Int'l Organizations over other users of these acronyms.  This is a strikingly misguided initiative that takes a well grounded interest in avoiding confusing misuse of the names the world famous organizations, the Red Cross and the Olympics, to launch a groundless seizure of all domains associated with the acronyms for hundreds of international organizations.

There is a very good reason why historically the protections afforded to the Red Cross and the Olympics are restricted to these particular organizations that are well known to hundreds of millions of people worldwide.  The rationale for the special protections for these two organizations does not extend to every obscure international organization ever created, and certainly not to acronyms that these organizations share with hundreds or thousands of other entities.

By way of example let us take a look at some of the acronyms used in the text of the Overview of the Report and the use made of the dot-com domain based on those acronyms-

-igo.com - maker of accessory chargers for travelers

-ingo.com - an arts and cultural organization

-pdp.com -  producer of gaming accessories

-ioc.com - media storage company

This small example demonstrates that acronyms have many concurrent legitimate uses.  IGOs can adequately protect their intellectual property and reputations without adopting a policy that prevents the long-standing and legitimate use of acronym domains by commercial users.  I also write in favor of the comments submitted by George Kirikos and Alex Lerman.
	Nat Cohen / Public Comment
	
	

	32. 
	Security of tenure underpins successful economic systems. If those who have gained responsibility for administering any system decide to seize legally held property to redistribute it to their preferred new owners, it limits the amount of investment others are prepared to commit. This can easily be seen in countries where those coming to power redistribute property to a preferred group in the name of the ‘people’ and yet the end result is those same ‘people’ are economically impoverished as a consequence.

ICANN should be very wary of those calling for the legally held property of others to be expropriated simply because they wish it to be distributed to groups that they personally have a greater affinity with. We should be looking at ways to improve the security of those who are prepared to invest in establishing businesses underpinned by IP rights not undermining them.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00007.html
	Paul Tattersfield / Public Comment
	
	

	33. 
	Carving out "special exceptions" for IGOs and INGOs, as the Draft labels them has the potential to undermine the most basic of internet property rights, that is to have one's "home" (which is what a domain name is, for all intents and purposes) stolen from the legitimate owner, and given to any IGO or INGO who makes even the flimsiest of claims that the name in some form resembles theirs, even including acronyms.

This absurd proposal should never have seen the light of day. Please send it back to the darkness from which it spawned.

Basic property rights must be given appropriate deference for the stability of the web.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00008.html
	Patrick Quinn / Public Comment
	
	

	34. 
	Finally, in regard to any incumbent gTLD, while we appreciate and support the Recommendation that any currently  registered domain matching a protected IGO or INGO identifier “shall be handled like any existing registered name within the incumbent gTLD regarding renewals, transfers, sale, change of registrant, etc.”, we strongly oppose the adoption of any policy that would:

·Define or create a mechanism against the specious and completely speculative possibility of “front-running” of domain registrations of IGO or INGO identifiers.

·Exclude such a domain from any add/drop activities by the registrar in the event it becomes eligible for deletion, or make such deleted domains ineligible for future re-registration.

·In any way sanction the involuntary seizure or deletion of any identifier exact match acronym domain that is registered now or may be in the future at any incumbent gTLD.

Again, as we do not oppose allowing IGOs and INGOs to utilize the UDRP against exact match identifier domains registered at incumbent gTLDs, we believe that any proposed policy going beyond access to such arbitration procedure availability is unnecessary overreach that incorrectly assumes bad faith registration and public confusion where none is likely to exist.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00009.html
	ICA / Public Comments
	
	

	35. 
	I encourage the group to defend fundamental property rights against those who are never-satisfied and habitually seeking expansion of protections that go far beyond what is reasonable or necessary.

Mr. Kirikos comments are concise and correct:

"It's disturbing that this workgroup is even *considering* making

enormous and profound changes

to the rights of existing registrants of short domains (acronyms, etc.) in

existing gTLDs. .com has been in existence since 1985, nearly 30 years. The

UDRP has existed since 1999. If there had been substantial abuse of those

domains, there was ample time for IGOs to assert their rights via existing

processes and laws.

--

As long as such transfers do not violate the law, ICANN should keep its nose out of such matters and not interfere, especially when there are no good policy reasons to do so (i.e. there needs to be supporting economic and statistical data in the event of such profound policy changes, as per the Affirmation of Commitments)."

http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00011.html
	Jay Chapman / Public Comment
	
	

	36. 
	Domains are property; and, as such, existing ownership rights ought to be honored without diminution unless there is some clearcut violation of the law.  Forced transfer from an individual to some group with arbitrary privileges -- or from one organization to another organization with more vigorous lobbyists -- is not justified.  It seems obvious to me that the rights of existing property owners ought not to be dismantled retroactively.  Whether or not new GTLDs are subject to new requirements, domains registered already in existing GTLDs should be governed under the current laws.

Domains are property, yes.  However, I'd like to stress a point that hasn't been raised yet to my knowledge.  We are not simply advocating for property rights.  Domain names are *language*.  Ultimately, this draft report threatens, not just property rights, but free speech. Confiscating a domain deprives not only its owner but also its audience of a publicly understood form of meaningful speech.  In effect, ICANN would be dictating what a term *must* mean.

Here ICANN ought to tread very lightly because the general public has historically been somewhat attached to its right of free speech.  That has included naming themselves and assembling in public places.  Domain names are public places -- unless, of course, ICANN sets the opposite precedent, as seems to be the suggestion before us.

Should ICANN repeal free speech simply in order to confiscate private property for the benefit of an arbitrarily defined group of special organizations?  No.

http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00012.html
	Joseph Peterson / Public Comment
	
	

	37. 
	
	
	
	

	38. 
	
	
	
	

	MINORITY POSITIONS

	39. 
	I find it disturbing that the NCUC would dare to propose (in a minority view) on pages 42-43:

"Our minority view extends to what happens when the registrant of such a reserved names wishes to sell or otherwise transfer the name to another registrant. Allowing such a transfer goes against the nature of the reserved names list and opens an avenue for abuse.....Our recommendation is that all names added to the reserved names list be blocked from sale/transfer to a new registrant at least until such time as a PDP on reserved names has considered the issue in the light of their possible changes to the nature of reserved names."

That's one step short of immediate expropriation, and yet would still devalue the holdings of tens of thousands of legitimate registrations.  Indeed, it would not just affect those names directly, it would affect development on ALL domain names, if ICANN could rewrite existing rules to create uncertainty about the ability to transfer domain names. It is very self-serving for the NCUC, since it would essentially give a transfer of wealth from existing registrants to these "non-commercial" users represented by the NCUC.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00000.html
	George Kirikos / Public Comment
	
	

	40. 
	The UPU hereby would like to reiterate that, as previously conveyed by other IGOs and acknowledged by the GAC, IGOs represent a wide range of essential public interests. For this reason, they enjoy a special status under public international law, which clearly places them in a different category than other DNS stakeholders:

· IGOs work towards cooperation between governments on vital issues and humanitarian causes;

· IGOs are created by treaty, they are the subject of international law like States, and they deserve the same treatment;

· IGOs are funded primarily by public funds provided by their Member States. Abusive registration of IGO names and acronyms imposes serious enforcement burden on IGOs, which should not have had to divert their public resources for this purpose;

· IGOs and the public interests which they represent are particularly vulnerable to misuse, fraud and confusion with respect to their identities on the Internet;

· IGOs enjoy certain immunities from legal process in order to protect their neutrality and impartiality from national influence.

The names and acronyms of IGOs are protected by international treaties within the scope of Article 6ter of the Paris Convention for the Protection of Industrial Property, as further extended by Article 16 of the Trademark Law Treaty and Article 2 of the WTO Agreement on Trade Related Aspects of Intellectual Property Rights. As a result, an overwhelming majority of jurisdictions in the world protect the names and acronyms of IGOs either by direct application of their treaty obligations or by enacting national legislation. It may be noted also that the governing bodies of some IGOs have adopted decisions requesting their Member States to protect the identifiers of those organizations from unauthorized use.

Protection of the names and acronyms of IGOs is equally consistent with ICANN’s mission, which includes, inter alia, protecting consumers from abuse in connection with the new gTLD program. Furthermore, ICANN’s founding documents require ICANN to carry out its activities in conformity with relevant principles of international law and applicable international conventions and to cooperate with relevant international organizations (Articles of Incorporation, Article 4) and to duly take into account governments' and public authorities' recommendations, recognising that public authorities are responsible for public policy (By-Laws, Article 11).

Abusive registration of IGO names and acronyms harms the causes which IGOs represent (including without limitation public health, labour practices, universal postal services, financial and digital inclusion, food security, peacekeeping operations, containment of weapons proliferation, sustainable economic and social development and reconstruction, trade and commerce standards, children's rights, refugees, disaster relief, fundamental scientific research and other public policies).

The UPU is extremely concerned that the recommendations proposed by the PDP Working Group to the GNSO Council are not fully in line with such GAC advice, subject to clarification of certain implementation issues for second level protection of acronyms on which a dialogue is currently in progress.

In particular, the UPU is vehemently opposes any recommendations which propose protections for IGO full names, but not acronyms. As already expressed on many occasions, the majority of IGOs are best-known by their acronyms and it is these which have suffered and will time and again suffer misuse in the DNS. Therefore, a proposal to protect full names only would practically equate to proposing no protection at all. Such an unreasonable proposal would not only disregard GAC advice, international treaties and national laws, but also defy reality and common sense.

Furthermore, any acronym protection that would not be preventative would ignore the legal status of IGOs as distinct from other entities, and would merely put IGOs in the position of being informed as to any prospective or actual abuse, without a far more appropriate option to prevent such abuse in the first place.

In the light of the above, it is incumbent on ICANN as the mandating agency of the domain name system to implement appropriate policy measures to help mitigate these harms. ICANN's development of the domain name system must therefore demonstrate a capacity for serving that public interest within existing legal norms.
	UPU / Public Comment
	
	

	41. 
	
	
	
	

	42. 
	
	
	
	

	43. 
	
	
	
	

	44. 
	
	
	
	

	45. 
	
	
	
	

	REPLY COMMENTS

	46. 
	As we enter the reply period, I note for the record that this topic came up in 2007, and was soundly rejected. See my CircleID article at:

http://www.circleid.com/posts/710118_short_domain_names_igo_udrp/

and in particular, note the comments! For example, the .biz TLD might have been rejected, due to conflicts with the Bank for International Settlements, using the logic of the advocates for the other side. Jeff Neuman wrote:

"In fact, after .biz was approved we did receive a letter from the Bank of International Settlements stating that .biz was a protected IGO name and therefore ICANN should have retracted its approval of .biz.......At that point time, we had discussions with the ICANN General Counsel, Louis Touton, and drafted a response which is posted here.....I have a hard time reconciling how ICANN staff can issue this legal opinion letter to the Bank of International Settlements in 2001 and now draft this "staff report"....

Here is the conclusion of the ICANN GC Letter:

"While we appreciate the Bank's desire to formally assert whatever legal rights it may have, an exclusion of the use of the string "biz" as an Internet top-level domain is not supported by legal principles and would be contrary to the global public interest. With respect for the proper scope of the Bank's rights under Article 6ter, ICANN is proceeding with the introduction of the .biz top-level domain."

Millions of domains are now registered under the .biz gTLD, and the Bank for International Settlements' fears were shown to be overstated. This is *real* data that the working group needs to take into account today. The fear-mongering taking place by IGOs is just that. History tells us that they were wrong then, and wrong now.

Furthermore, John Berryhill wrote an excellent analysis of Article 6ter of the Paris Convention (see comment #4):

"It is long past time to put to bed the downright intellectual dishonesty involved in citing Article 6ter of the Paris Convention as prohibiting the registration of domain names of any kind.

FIRST - The treaty is binding on the governments which are signatory to the treaty.  The treaty is not binding upon ICANN.  The treaty is not binding on any registry.

SECOND - The treaty requires governments to refuse to register as trademarks or permit use as trademarks, the names or initials of IGO's.

We are not talking about trademarks, we are talking about domain names.  There is nothing - utterly nothing - in this treaty that relates to a requirement binding upon ICANN or a domain name registry to refuse to permit the registration of internet domain names of any kind.

Sorry, if the acronym of my organization is GFY, then I can use GFY as a domain name for my organization.  That is a situation that has nothing to do with whether I am using GFY as a trademark - as I might not even be using the acronym as a trademark.

Do we require the New York Stock Exchange or the NASDAQ to refuse to issue stock ticker symbols which are IGO's?  No, we don't.  Should a public corporation be allowed to register its stock ticker symbol as a domain name, even if that symbol corresponds to the initials of an IGO?  I cannot for the life of me imagine why they should not.

This notion concerning Article 6ter is sheer stupidity.  For those who know better, it goes well beyond stupidity, and straight into the realm of outright dishonesty."

Well said. I'd like to note for the record that I endorse and support the views of those writing in support of property rights and due process, and in particular Alex Lerman, Chip Meade, Nat Cohen, Paul Tattersfield, Pat Quinn, Phil Corwin, Jay Chapman, and Joseph Peterson.

I reject the positions of Sergio De Gregori and Hope Makena. As discussed above by John Berryhill, Article 6ter does not not grant monopolies to IGOs over their acronyms. We see those acronyms as stock symbols, and we see them widely used by many other organizations and individuals. These acronyms are even used as Twitter handles, FaceBook usernames, Yahoo & Gmail user ids, 3rd-level domains, and so on.

ICANN unilaterally created a draft "reserved" list at:

http://www.icann.org/sites/default/files/packages/reserved-names/ReservedNames.xml

and proposes that common strings such as "IDEA", "ECO", "AU" and even "PAM" be reserved. That's an absurdity. None of these organizations deserve special treatment. Domains such as ECO.cars would be disallowed. Heck, why not delete the entire dot-AU country code, and hand it over to the African Union, under the "logic" of the extremists in the other camp? Why not force the millions of women named "Pamela" (or "Pam") to rename themselves, in order that the Parliamentary Assembly of the Mediterranean have exclusive use of the string "PAM"?

As Joseph Peterson correctly noted in his comments, this is also about free speech. Suppose someone wanted to criticize an IGO for abusive or inappropriate behaviour (we all know it happens). We've seen various scandals in the Olympic movement, and even the Red Cross (e.g. tainted blood in Canada).  ICANN should not preemptively censor that free speech from the DNS.

IGOs already have a carve out, namely dot-INT. They should use that TLD, and promote it. Heck, ICANN has that pot of gold from the new gTLD application fees, and is looking for "good causes" --- they could mount a marketing campaign or Super Bowl ad to promote the .INT extension as "the place to find IGOs" and leave others in peace. IGOs always have their hands out. Instead of picking the pockets of innocent registrants who are using their domains legitimately, by being looters and moochers, they should focus on their missions.

In conclusion, common short strings are widely used. They have *multiple* competing uses, and ICANN should not place the interests of one small group of stakeholders over others, especially without any supporting data indicating that there is an important problem that needs fixing. Indeed, the supporting data (the history of .biz, heck the history of .au, or the use of stock symbols or the millions of women named "Pam") tells the opposite story, that short strings can coexist amongst many competing users. Any intervention should be designed to have minimal collateral damage and unintended consequences, but some of the extremists on the other side are proposing mass theft of billions (yes BILLIONS) of dollars worth of domain names in existing gTLDs, in order to benefit their obscure IGOs. That's simply absurd and unacceptable. The costs imposed upon others of such proposals far exceed any real benefits.
http://forum.icann.org/lists/comments-igo-ingo-final-20sep13/msg00015.html
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	47. 
	As an additional perspective, to counter the assertions of Hope Makena and Sergio De Gregori, consider the experience of the most famous organizations, namely the Red Cross and the IOC with regards to the UDRP. Yes, these organizations have filed, and been successful, using the UDRP. Using the UDRPSearch.com tool, we can see that the Red Cross has been a complainant a mere 15 times:

http://www.udrpsearch.com/search?query=red+cross&search=parties

since 1999. That's roughly once per year. 

The IOC and its agents have been involved in under 26 UDRP cases according to the search results for "Olympic" as a party, see:

http://www.udrpsearch.com/search?query=olympic&search=parties

(note some of those matches were *not* for the IOC, but were for other concurrent users, such as Greece's Olympic Airways).

There are thousands of UDRPs per year, and these organizations do not account for a significant portion of them. If we go by the data, Lego would have a much stronger argument for special rules in their favour, given the number of cases (603 matches as a party to UDRP disputes) they bring in comparison.

This is evidence of two things:

1. the claimed problem is tiny in nature, even for the most famous entities like the IOC and the Red Cross

2. current procedures such as the UDRP are effective for those situations, and more extraordinary relief sought by IGOs is simply not required.

If we look at the UDRP, there is a 3-part test, and it's there for a reason.

http://www.icann.org/en/help/dndr/udrp/policy

(see paragraph 4.(a))

To win a complaint, it's *insufficient* for a domain name to be identical to a mark (or an acronym, as the case may be). Registrants can defeat a UDRP complaint by showing they have legitimate rights, or that there was no bad faith involved. The extremists in the other camp want to replace this 3-part test with a 1-part test, considering only "similarity" in order to tilt the playing field in their attempts to reverse hijack existing domain names, or to reserve unregistered names for themselves. That's simply absurd, and reckless.
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