Emergency Action Channel (as developed by Mikey and James)
 
	Related to
	Proposed Language
	Comments (provided by)

	General
	
	As currently drafted, the proposal sounds more like an “industry best practice” than a Consensus Policy. Only the latter would be enforceable by Compliance. The purpose of the EAC (how and why it differs from the current Transfer contact in RADAR) and the language in general should therefore be further clarified. (ICANN Staff)

	Who will establish
	Registrars will establish an Emergency Action Channel (EAC) for urgent communications relating to transfers.
	I would like to see the EAC contact data contained in RADAR.  That way, only "authorized" POCs can access it, and ICANN will have a log file of who attempts to gather the info. (Paul Diaz)
To add features to RADAR such as response time tracking and periodic testing would require extensive programming modifications. After a brief review of the EAC Proposal, we believe such a use could be feasible, but with an associated cost and time to implement. (ICANN Staff)

	Who can make use of it
	The EAC will be reserved for use by ICANN-Accredited Registrars, gTLD Registry Operators, and ICANN Staff.
	The proposal does not specify what information an EAC requester must provide. If this proposal is intended to undo a transfer resulting from domain hijacking, wouldn’t the burden of proof be on the losing registrar? (ICANN Staff)
Would the same requirements (response time, type, failure to respond) apply to Registry Operators and ICANN Staff as the other ‘users’ of EAC? (ICANN Staff)

	What does it consist of
	The EAC may be a designated as an email address, telephone number, or some other real-time communication 
	The current proposal envisages that a registrar may designate a specific telephone number as the EAC but if parties are required to retain evidentiary documentation to demonstrate “compliance”, shouldn’t there be a requirement that both request and response be in writing? (ICANN Staff)

	Response type 
	Messages sent via the EAC must generate a non-automated response by a human representative of the Registrar. This human respondent must be capable and authorized to investigate and address urgent transfer issues.
	

	Response time
	Responses are due within 24 hours of the initial request, although final resolution of the incident may take longer.  
	24 hour response time could be problematic  – The current draft states “ Responses are due within 24 hours of the initial request”. So if a registrar in LA sends a request on Friday (LA time) to a registrar in Sydney Australia (or other parts of Asia), the recipient registrar is already well into the weekend and is unlikely to respond with 24 hours. (ICANN Staff)
Form vs substance of response – The current draft states “Responses are due within 24 hours of the initial request, although final resolution of the incident may take longer.” So arguably the recipient registrar can just state in the response something along the lines: “Request received and we are investigating” while the matter remains unresolved for a long time. This is unlikely to achieve the intended purpose, which presumably is a “transfer undo”. From a compliance perspective, determine whether the delay is reasonable will depend on the circumstances and is often time consuming so it is unlikely to be a antidote to an “emergency” (ICANN Staff)

	Failure to respond
	Failure to respond to an EAC request will result in a transfer-undo and may also result in further action by ICANN, up to and including non-renewal or termination of accreditation.
	

	Documentation
	Both parties should retain documentation of any EAC requests and responses, and share copies of this documentation with ICANN upon request. 
	The current proposal envisages that a registrar may designate a specific telephone number as the EAC but if parties are required to retain evidentiary documentation to demonstrate “compliance”, shouldn’t there be a requirement that both request and response be in writing? (ICANN Staff)

	Compliance
	Users of the EAC should report non-responsive Registrars to ICANN. Additionally, ICANN will conduct periodic tests (at least once per year, but no more than once per quarter) of the Registrar EAC.  

	Is there some way for ICANN to also track how long it takes to generate a response?  Perhaps a web form on RADAR (protected by a CAPTCHA) that requires the respondent to log in and note when/how they responded to the EAC request?  My concern is that if all communications are kept outside of ICANN-managed channels it will be very difficult to measure compliance. (Paul Diaz)
The captcha needs to be non-hackable as well. (Michele Neylon)

‘Periodic tests’ - It is unclear what tests and tools the proposal envisages. Please clarify. (ICANN Staff)
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