Conclusion & Recommendation for Charter Issue A

Recommendation 1

The WG recognizes the need for a process for the urgent return / resolution of a domain name registration and recommends the creation of an ‘Expedited Transfer Reverse Policy’ (ETRP). This ETRP should be build on the following principles: 
· The ETRP is an escalation process that can be invoked by the former registrar of record if the situation cannot be resolved amicably, with registrar co-operation still being the preferred avenue for resolving disputes. 
· The ETRP will be mandatory for all gTLD Registries and Registrars that are subject to IRTP. 

· Registrants claiming to be victims of a hijack must work through their original sponsoring Registrar (the “PTRa”), as they possess all necessary pre-transfer information.

· The ETRP must be initiated within 60 days of the completion of a transfer under the IRTP.

· The PTRa must obtain an ETRP authorization from the Registrant to initiate the ETRP. An ETRP Authorization from any of the other contacts noted in the associated WHOIS records, including the Administrative Contact, is not eligible for ETRP.

· Elements of the ETRP Authorization should include:

· An authorization from the pre-transfer Registrant, affirming or declaring that the transfer was unauthorized, and that they desire to restore the registration to its pre- transfer state, and that the PTRa is initiating the ETRP on their behalf;

· Documentation that the PTRa has verified the identity of the pre-transfer registrant in a manner conforming to local law and practices;
· Indemnification of the PTRa and Registry Operator by the pre-transfer Registrant;
· These materials, along with any supporting documentation, will be bundled into an “ETRP packet”

· The PTRa may, at their discretion, charge the Registrant a fee for these services. Any registrar that operates a website for domain registration or renewal must state, both at the time of registration and in a clear place on its website, any additional fee charged for the recovery of a domain name via ETRP. Upon receipt of a valid ETRP Packet, the Registry Operator for the Top Level Domain of the name in dispute (“Registry”) will, within their best reasonable efforts not to exceed 48 hours, restore the domain name to its pre-transfer state. This will include:

· Reinstating in the Registry database the PTRa as the Registrar of Record.

· Notifying the PTRa that the transfer was reversed via ETRP;

· Refunding the original transfer transaction fee charged to the gaining Registrar, if any;

· Assessing any ETRP processing fee, not to exceed the then current TDRP processing fee, to the PTRa;

· Maintaining the domain name expiration as extended by one year (not to exceed the maximum registration term) when the original transfer was processed. 

· The ETRP is intended to correct fraudulent or erroneous transfers, not to address or resolve disputes arising over domain control or use.

· Upon notice from the PTRa, the gaining Registrar will, within their best reasonable efforts not to exceed 48 hours, notify the post-transfer registrant of the ETRP transfer reversal.
· [Add additional principles as appropriate]
· There should be a mechanism to dispute an ETRP. Further consideration would need to be given to whether such a dispute mechanism is an integral part of the ETRP or should part of another existing dispute resolution mechanism such as e.g. the Transfer Dispute Resolution Policy 
The WG recommends that ICANN Staff / an Implementation Drafting Team [to be decided] be asked to / is formed to further develop a proposal for an ETRP taking into account the above principles as well as the comments received on the ETRP as part of the public comment period on the Initial Report (see http://forum.icann.org/lists/irtp-b-initial-report/) as well as those received as part of the Aftermarket Survey [further details to be added]. Any proposal for an ETRP should be put out for appropriate community discussion and input prior to implementation.
Conclusion & Recommendation for Charter Issue B

Recommendation 2

The WG recommends requesting an Issues Report on the requirement of ‘thick’ WHOIS for all gTLDs. The benefit would be that in a thick registry one could develop a secure method for a gaining registrar to gain access to the registrant contact information. Currently there is no means for the secure exchange of registrant details in a thin registry. In this scenario, disputes between the registrant and admin contact could be avoided, as the registrant would become the ultimate approver of a transfer. It should be noted that this recommendation does not imply that additional information collected under a thick WHOIS model needs to be publicly displayed. 
Recommendation 3

The WG notes that the IRTP is widely used to effect a change of "control" over a given registration, as opposed to simply moving the registration to a new sponsoring registrar with all contacts unchanged. While the IRTP lists both the registrant and the admin contact as authorized "transfer contacts" to change registrars, the change of control function is not defined. Therefore, the WG recommends that only the registrant can effect a change of control, while both the registrant and admin contact remain eligible to authorize a transfer that does not modify any contact information. This could be achieved by either (a) restricting the admin contact's ability to modify any contact information associated with the domain name, or (b) ensuring that any transfer reversal or change of control features are explicitly limited for use by the registrant only. The WG recommends that ICANN staff is asked to develop an implementation plan for community consideration including proposed changes to the IRTP to reflect this recommendation, noting the importance of defining concepts such as registrant and change of registrant in this context as part of this effort.

· 

Conclusion & Recommendation for Charter Issue C

The WG concludes that a change of registrant near a change of registrar is a substantial "indicator" of fraudulent activity. However, it also concludes that the event per say is not a special event and is commonly performed by registrants moving domains between registrars immediately prior to a transfer.

Go-Daddy’s solution preventing transfers, where the registrant has elected to do so, in this scenario is applauded for best practice, but it would be overly onerous to impose the same model on the registrar base as a whole. The "indicator" however remains valuable and registrars should be encouraged to use this information to prevent fraudulent activity as best practice. Any move to implement policy to force use of this indicator or provide such information to the receiving registrar will be documented policy and therefore short lived fraud protection.

Recommendation 4
The WG does recognize that the current language of denial reason #6 is not clear and leaves room for interpretation especially in relation to the term ‘voluntarily’ and recommends therefore that this language is expanded and clarified to tailor it more to explicitly address registrar-specific (i.e. non-EPP) locks in order to make it clear that the registrant must give some sort of informed opt-in express consent to having such a lock applied, and the registrant must be able to have the lock removed upon reasonable notice and authentication. This denial reason could potentially be split into two reasons of registrant objection for denial -- (1) express objection to a particular transfer, and (2) a general indefinite request to deny all transfer requests. The WG recommends that ICANN staff is asked to develop an implementation plan for community consideration including proposed changes to the IRTP to reflect this recommendation.
Conclusion & Recommendation for Charter Issue D

Recommendation 5

The WG recommends that if a review of the UDRP is conducted in the near future, the issue of requiring the locking of a domain name subject to UDRP proceedings is taken into consideration.
Recommendation 6

The WG recommends standardizing and clarifying WHOIS status messages regarding Registrar Lock status. The goal of these changes is to clarify why the Lock has been applied and how it can be changed. The WG recommends that ICANN staff is asked to develop an implementation plan for community consideration which ensures that a technically feasible approach is developed to implement this recommendation.
Conclusion & Recommendation for Charter Issue E

Recommendation 7

The WG recommends deleting denial reason #7 as a valid reason for denial under section 3 of the IRTP as it is technically not possible to initiate a transfer for a domain name that is locked, and hence cannot be denied, making this denial reason obsolete. Instead denial reason #7 should be replaced by adding a new provision in a different section of the IRTP on when and how domains may be locked or unlocked. The WG recommends that ICANN staff is asked to develop an implementation plan for community consideration including proposed changes to the IRTP to reflect this recommendation.



· 

