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(DRAFT) Straw Man Proposal – UDRP Domain Name Lock Working Group
The UDRP rules specify that upon submission of the complaint to the UDRP provider the complainant should also ‘state that a copy of the complaint […] has been sent or transmitted to the respondent’. In practice, this has resulted in some registrars locking upon receiving a copy of the complaint, while others lock upon a request for verification by the UDRP provider. Would eliminating this requirement and only making the UDRP provider responsible for notification / verification with the registrar / registrant provide the necessary clarity, avoid confusion and prevent cyberflight or are there other potential negative impacts of such a change? 
As per the UDRP Rules. 



This notification is also referred to as a 





‘verification’ request. The term ‘verification’ does not appear in the UDRP, but is commonly used to refer to the step of the Provider review, at which point the Provider contacts the registrar prior to commencement of UDRP proceedings. As discussed by the WG, a different approach could also be that the registrant is informed at the same time as the registrar. However, this would still leave a window of opportunity for changes (if registrar does not immediately lock). 
Preventing changes of registrar and registrant upon notification / request for verification by the UDRP Provider may limit the changes of cyberflight. [Question for UDRP Providers: are there two separate communications to the registrar (verification and notification of commencement) or is this done in one single communication?]
WG to determine whether to apply a ‘standard’ lock or whether to leave it up to the registrar as long as those changes are prevented. Also, if the term ‘lock’ is going to be used, a clear definition will need to be provided. Further clarification would need to be provided concerning which other changes are or are not allowed, if any (e.g. changes to name servers, deletion / cancellation, updates to assure correctness of registrant contact info).

As part of the information to the Registrant, the registrar informs the Registrant that any corrections to contact information are also required to be communicated to the UDRP Provider (corrections to contact information in Whois are allowed as it otherwise would contradict Whois accuracy policy, but there should be a requirement that any corrections are also communicated to the UDRP Provider / Panel either by the registrar or registrant). Any changes as a result of lifting of proxy / privacy services, would need to be discussed / addressed by the UDRP Panel directly. The WG may want to recommend that this issue is further reviewed as part of the privacy / proxy accreditation program (currently it is not possible to verify whether a request to change the registrant as a result of lifting of privacy / proxy comes from a legitimate privacy / proxy service). 
.
Further details will need to be provided here in the final process flow chart as the registrar actions are different depending on the outcome of the proceeding. For example, this could include directions like “upon receipt of a decision from the panel the registrar must immediately communicate to each Party, the Provider, and ICANN the date for the implementation of the decision in accordance with the Policy." Further consideration may need to be given to the current discrepancy between 10 and 15 days waiting days depending on whether the complainant or respondent prevails.  
ADDITIONAL REQUIREMENTS

Further consideration may need to be given to creating a mechanism not just to remove the transfer restrictions but for the registrar to actually implement the transfer if agreed by the parties otherwise there is a risk that the respondent could back out of the deal once the restrictions are removed and transfer the registration away. 
1. UDRP Complaint is filed with the UDRP Provider by the Complainant








2. UDRP Provider reviews the complaint for administrative compliance with the Policy and the Rules. 








3. If deemed compliant per step 2, the UDRP Provider shall forward the complaint to the Registrar and notify the Registrar of the commencement of the administrative proceeding within 3 calendar days following receipt of the fees to be paid by the complainant.





4. Immediately (within 24 hours?) upon receipt of the notification / verification request from the UDRP Provider, the Registrar will ‘lock’ the domain name preventing any changes of registrar and registrant (transfer). 








5. Once the Registrar has taken measures to prevent any changes of registrar and registrant (transfer) of the domain name registration, the Registrar confirms this with the UDRP Provider and informs the Registrant and forwards the Complaint to the Registrant. 








6. Upon conclusion of the UDRP Proceeding, the Registrar must unlock the domain name as soon as possible following 10 business days.








7. Should both parties (complainant and registrant) come to a settlement during the course of the proceedings, which would involve a transfer or cancellation, the registrar must remove any lock preventing a transfer or cancellation within 48 hours of notification by the UDRP Provider  
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