
Public Comment Review Tool – UDRP Domain Name Lock Working Group

Updated 17 September – Containing comments received as part of the registrar and UDRP providers survey. 

	#
	Comment
	Who / Where
	WG Response
	Recommended Action

	Charter Question 1 - Whether the creation of an outline of a proposed procedure, which a complainant must follow in order for a registrar to place a domain name on registrar lock, would be desirable. 

	1. 
	Yes. It would be helpful if the complainant would provide the alternative Whois data along with the complaint to allow faster processing.
	Registrar Survey
	
	

	2. 
	No. registrars should only react to notices from dispute providers, not complainants. A complainant should have no ability to place a registrar lock on a domain name. Only a resolution provider should have that ability after a complaint has been filed.
	Registrar Survey
	
	

	3. 
	This would be a great idea as we often seek complainants with no IP/TM knowledge as it pertains to Domain names seeking guidance and arbitration by the Registrars. Registrars in general do not arbitrate over disputes that may arise from the registration of a domain name as I understand it. Clear delineation of the dispute process would alleviate some of the work/strain from the Registrars stand point.
	Registrar Survey
	
	

	4. 
	The current process is adequate
	Registrar Survey
	
	

	5. 
	no. It is sufficient to lock the domain as soon as the arbitration informs the registrar of the UDRP procedure.
	Registrar Survey
	
	

	6. 
	Of course. But I think the best way is that the first notification of dispute should be made by ICANN by the contact which is already known to Registrar. In the notification the main contact of Complaint, Dispute provider should be included.
	Registrar Survey
	
	

	7. 
	An outline will be helpful, although it can give registrars an excuse not to lock a domain name if the registrant has not followed the exact procedure. So please do not make the procedure mandatory.
	Registrar Survey
	
	

	8. 
	Yes I think it will be fundamental to have a reference procedure and documentation in order to apply it but moreover to inform some registrars of the need to follow it.
	Registrar Survey
	
	

	9. 
	Could be helpful, but unsure if it is necessary
	Registrar Survey
	
	

	10. 
	It would be desirable to create an outline of the process followed during a UDRP procedure to lock a domain name including the timeframe expected. Most registrars do not receive enough disputes to be all that familiar with the process. An outline would be valuable to most.
	Registrar Survey
	
	

	11. 
	Desirable ONLY IF each registry will provide the same function(s) under common rules
	Registrar Survey
	
	

	12. 
	I do not think this will be helpful. The complainants do not request the lock and many are not as sophisticated as their frequent-filer counterparts. The providers may be asked to follow a specific format, etc., (we currently use a specified list of email addresses provided by ICANN), but requiring complainants to jump through more hoops will not be helpful.
	UDRP Provider Survey
	
	

	13. 
	Yes,it would be helpful, if such an outline of procedure is simple and can be easily followed by a complainant
	UDRP Provider Survey
	
	

	14. 
	It is first of all questionable if it is indeed the complainant who should take the steps. Currently, it is the UDRP provider who asks for the locking of the domain name. Most UDRP providers require the complainants to provide the registrar with a copy of the complaint, however the Czech Arbitration Court does not have such a requirement in its Supplemental Rules so it is the provider from whom the registrar learns for the first time that an administrative proceeding has been initiated. We believe that the current system where the providers notify registrars of filed complaints and ask them for verification and locking the domain name works well and in addition, the registrars are thereby required to communicate with 4 providers only. If the locking of the domain name is to become an obligation of the complainant, registrars might be facing a lot of various notices which might not necessarily follow the same pattern and structure. Moreover, the providers will need to address the registrar anyway in order to verify contact details of the respondent (domain holder) therefore the registrars would have to react to two different requests. To sum up, creating a procedure to be followed by the complainant could constitute an additional burden not only for the complainants but also for the registrars. It is recommendable that any procedure that will be developed regarding locking of the domain name should be as simple as possible so that the risk of non-compliance of the registrars is minimized.
	UDRP Provider Survey
	
	

	Charter Question 2 - Whether the creation of an outline of the steps of the process that a registrar can reasonably expect to take place during a UDRP dispute would be desirable.

	15. 
	This would be great to have as well as, often employees within registrars transition and not all have notes on every aspect of the role the former agent held; this would be one less document that Registrars would need to create. - outlining what required involvement of the Registrar at each and every step of the dispute would be great. Outlining the steps of a UDRP dispute and the best practices for each step would serve to educate registrar in this area and provide easily accessible guidelines.
	Registrar Survey
	
	

	16. 
	No, not necessary
	Registrar Survey
	
	

	17. 
	Desirable ONLY IF each registry will provide the same function(s) under common rules
	Registrar Survey
	
	

	18. 
	Yes
	UDRP Providers Survey
	
	

	19. 
	That would be a good step in our view as it is probable that a lot of instances of registrars´ misconduct that occurs in relation to UDRP are not caused by “bad faith” but simply as a result of a lack of information about the procedure. In addition, ICANN staff did work on the creation of the registrar best practices regarding UDRP in the past (discussed on Sydney ICANN meeting back in 2009). This document could possibly serve as a starting point for this process.
	UDRP Providers Survey
	
	

	Charter Question 3 - Whether the time frame by which a registrar must lock a domain after a UDRP has been filed should be standardized.

	20. 
	Not necessary unless abuse is a problem.
	Registrar Survey
	
	

	21. 
	The trigger is not when a UDRP has been filed but when the registrar has been notified.
	Registrar Survey
	
	

	22. 
	It should be standardized. At this time, we find it leads to discrepancies and or demands from the complainants until we receive official notice from the UDRP board of a dispute.
	Registrar Survey
	
	

	23. 
	Yes, but it should give minimum and maximum terms
	Registrar Survey
	
	

	24. 
	The time frame should be standardized because it is our understanding that some domain names are never locked during a UDRP proceeding and end up changing registrars or registrants during the process
	Registrar Survey
	
	

	25. 
	Yes, within 1-2 business day from the date of notification from relevant party.
	Registrar Survey
	
	

	26. 
	Yes, that would be helpful. UDRP cases often take as few as 40 days. When you have a registrar taking 5-10 days to reply, you can see that the provider and the parties are not the holdup.
	UDRP Providers Survey
	
	

	27. 
	That would probably help the UDRP providers to comply with their obligations under UDRP a lot. The provider has 3 days of the payment of the fee to notify the complainant of any administrative non-compliance of the complaint. If the complaint is administratively compliant, the provider should commence the proceedings (notify the respondent of the proceeding) within the same timeframe. It would be advisable to have the domain name locked before the proceeding is announced to the respondent so that the cyberflight is prevented.
	UDRP Providers Survey
	
	

	Charter Question 4a - Whether what constitutes a “locked" domain name should be defined.

	28. 
	No, not necessary as UDRP is sufficient explanation.
	Registrar Survey
	The WG noted that the UDRP currently does not contain a definition of ‘locked’ or ‘status ‘quo’ even though UDRP providers may have derived a definition from information in other parts of the UDRP such as paragraph 2 and 8. The WG notes that this information may be sufficient, but is of the view that it would be better if it would be made explicit.
	

	29. 
	Yes, a well defined restrictions in terms of what the registrant can or can not do with the UDRP domain will serve both registrars and registrants well.
	Registrar Survey
	Noted and agreed.
	

	30. 
	It's pretty much clear that generally a lock is meant to prevent changes, but it might be worth while to examine what existing registrars do and issue a guideline based on that.
	Registrar Survey
	Noted.
	

	31. 
	I do think the locking of a domain should be defined (ie what it means to lock the domain) but that how that actually happens should be left to the individual registrar to determine as long as it achieves the same result.
	Registrar Survey
	The WG notes that further discussion will be required on the latter part of the comment.
	

	32. 
	our proposal is to explain it clearly to a registrant, because some of them do not know what does it mean that her/his domain is "locked" and what is going to happen with services, e.g. e-mail, website, etc.
	Registrar Survey
	The WG considers that it is up to the registrar to decide how it informs its customers. The WG notes that it could consider a best practice recommendations in this regard, if deemed appropriate. UDRP providers also pointed out that from their perspective communication with registrants usually does not take place until the UDRP officially commences (after locking) to avoid possible changes to the registration.
	Review whether any recommendations should include a Best Practices Recommendation with regard to information for registrants

	33. 
	Yes even if I think that the registry lock function has the same effect for gTLDs but for ccTLD registries which apply UDRP it could be great to have a description even if sometimes the functions will not be the same from a registry to another.
	Registrar Survey
	The WG noted that ccTLDs have their own dispute resolution procedures and locks, which may or may not be the same as the UDRP. Also, in the case of ccTLDs, the lock is typically applied at the registry level. The WG notes that this confirms the need to provide appropriate definitions to the lock that applies in the case of a UDRP.
	

	34. 
	It's not self-explanatory? Perhaps it should be called 'Administrative lock'.
	Registrar Survey
	The WG notes that calling it something different does not necessarily solve the issue, but the WG agrees that it should give further consideration to the actual name of the UDRP lock so that it is not confused with other existing (EPP) locks. The WG asked the question whether it would be possible, should the WG recommend a ‘new’ lock, whether such a lock could become another EPP lock and if so, what process would be required (e.g. IETF involvement?).
	

	35. 
	no transfer , no change of owner or other update, not deleting
	Registrar Survey
	Noted, the WG is expected to discuss the exact details further going forward.
	

	36. 
	Should be defined (it would be fine that the "lock" is separate from existing EPP status)
	Registrar Survey
	The WG was not clear on whether the commenter meant the creation of a new EPP status or a definition. The WG also raised the question whether it is possible in practice to apply a different lock if an EPP lock is already in place.
	

	37. 
	Yes
	UDRP Providers Survey
	Noted.
	

	38. 
	Given that the word “lock” could be confusing as to whether it only concerns the transfers to different registrant or registrar or the use of the domain name as well, clarification of the term should be a prerequisite for creating any rules regarding lockage.
	UDRP Providers Survey
	Noted.
	

	Charter Question 4b - Whether, once a domain name is 'locked' pursuant to a UDRP proceeding, the registrant information for that domain name may be changed or modified.

	39. 
	Depends on circumstances, for example if Registrant moves, updates may be necessary to maintain the Whois accuracy requirement
	Registrar Survey
	The WG notes that at first sight this sounds reasonable and will need to be factored into the deliberations. UDRP Providers did note that at the time of commencement the contact information needs to be included in the proceedings and it would be very impractical if this would become a moving target. It was noted that most communications by UDRP providers are carried out by email (however, if email bounces this is not a big issue but just noted in the file). 
	

	40. 
	yes. registrar should be able to remove proxy or registrar data to reflect actual customer.
	Registrar Survey
	Noted, the WG will need to consider this issue further as part of its deliberations.
	

	41. 
	I disagree with the Suspension and Stay proceedings of a UDRP dispute. If the two parties are willing now to transfer the domain name, why were they not willing to do so prior to a UDRP being initiated? I think that when a domain is locked for a UDRP, the UDRP should follow through to completion and a decision rendered by the dispute board as to the release of the domain name. Suspensions and Stays require Registrar involvement to ensure that the domain name is transferred to the appropriate account - information which we are not privy to unless we are provided that by the Complainant.
	Registrar Survey
	The WG raised the question whether this is considered within scope. It was recognized that such proceedings may cause complications for registrars as they are expected to take a decision on whether on whether claims made are legitimate, but the process for these kinds of proceedings are outlined as part of the UDRP Provider’s supplemental rules.
	

	42. 
	The domain's registrant information should not be allowed to change.
	Registrar Survey
	
	

	43. 
	Changing any type of registrant information should not be allowed for during the UDRP proceeding, except getting the domain out of "privacy" registration.
	Registrar Survey
	
	

	44. 
	yes as the registrar should take control of the domain
	Registrar Survey
	
	

	45. 
	A registrant should only be allowed to change during a UDRP proceeding if the new registrant agrees, in writine, to be bound by the decision in the pending case.
	Registrar Survey
	
	

	46. 
	The registrant information should not be changed. ICANN characterized the registrant data in the Whois to be the "registrant." Changed data indicates a change in ownership or transfer and is treated by panels as cyberflight. Re-defining a "transfer" may be beyond the scope of this WG.
	UDRP Providers Survey
	
	

	47. 
	It should be noted that the change of registrant’s details after lockage is rarely a practical problem. Usually, the change is made in cases where the domain name is originally registered in the name of a privacy/proxy registration service and as soon as the registrar is notified of the proceeding the privacy shield is removed and the whois data are changed to those of the actual registrant. Then, the providers do not usually check the whois data regularly during the proceedings so if changed, the provider (and the panel) is not likely to find out. Therefore it would be better if there was a rule that the change after locking of the domain name is not allowed as there would be no risk of any change unnoticed by the panel.
	UDRP Providers Survey
	
	

	Charter Question 5 - Whether additional safeguards should be created for the protection of registrants in cases where the domain name is locked subject to a UDRP proceeding.

	48. 
	Ensure registrants have been notified of the proceeding. registrant should be allowed to renew the domain.
	Registrar Survey
	
	

	49. 
	What other protections would registrants need? The domain name is locked preventing any unwanted/unauthorized changes to the domain name without explicit instructions from a court. If the domain is using the Registrant's DNS, they are still free to manage their website and associated services as it pertains to the domain
	Registrar Survey
	
	

	50. 
	Yes, the domain should be able to resolve during the period. That means if the registrant has changed hosting provider, the domain's name servers should be allowed to change.
	Registrar Survey
	
	

	51. 
	I do think that there should be a stronger penalty for the complainant should they be found guilty of attempted reverse domain name hijacking. There is an interesting scenario though where the registant may have to process urgent changes on a locked domain name, i.e. nameservers in order to keep a website operational etc.
	Registrar Survey
	
	

	52. NNo
	No
	Registrar Survey
	
	

	53. 
	domains should be moved into holding accounts at the registrar under the case is sorted
	Registrar Survey
	
	

	54. 
	We are uncertain what safeguards are being referred to in this case. Placing a domain name on regitrar lock does not prevent the name from resolving nor does it prevent changes to the content of the site. Therefore, no harm would be done in preventing the name from changes to the WHOIS and would prevent the registrant from engaging in cyber-flight
	Registrar Survey
	
	

	55. 
	Privacy and personal information protection - Use services such as web and email until the decision, unless seizure or court order
	Registrar Survey
	
	

	56. 
	Cannot answer that as I am not sure what the dangers (from which registrants must be protected) are.
	UDRP Providers Survey
	
	

	57. 
	If the domain name may be locked upon the notification by the complainant to the registrar and without confirmation by a UDRP provider that the complaint has been filed properly under the UDRP, The Rules and Supplemental Rules (i.e. it is an applicable dispute and the fees have been paid accordingly), additional safeguards may need to be created to protect the registrant.
	UDRP Providers Survey
	
	

	58. 
	It would be good to have an example so as to better understand what kind of safeguards the drafter of the questionnaire had in mind. We suppose that the question is if the registrants could possibly face ungrounded locking (e.g. in instances of reverse domain name hijacking) and if there is a way how to prevent such situations. Unfortunately it is highly difficult as the question of whether the locking is grounded or not is resolved only in the UDRP decision. If anyone (the registrar, the provider or the panel) would be required to address it earlier, it would be necessary to estimate the result of the dispute in advance which is not only impossible but inappropriate as well.
	UDRP Providers Survey
	
	


PAGE  
11

