Practical definition of a REGISTRAR LOCK for the purposes of UDRP
Proposed UDRP definition of Registrar Lock:

The registrar shall restrict all changes to the registration data, including the data displayed in the publicly available Whois database, and including transfer and deletion of the domain names, as well as the name servers on which the name is hosted but name will continue to resolve. 

Discussion points:

1.  Whois privacy/proxy services—can the registrar “unmask”?

2. What about transfers/deletions requested immediately prior to the filing of the complaint?

3. Domain name continues to resolve:  some registrars have a take down policy where they see TM or © 

URS definition:

The registry shall restrict all changes to the registration data, including transfer and deletion of the domain names, but the name will continue to resolve.
Privacy and Proxy Services

Working definitions of Privacy and Proxy Services (From the Whois Review Team):
· Privacy Service a service that provides the Registrant Name and a subset of other information (possibly null set) but consistent across ICANN

· Proxy Service a relationship in which the registrant is acting on behalf of another. The WHOIS data is that of the agent and the agent alone obtains all rights and assumes all responsibility for the domain name and its manner of use.
From Michele Neylon:
A couple of follow up questions:

On 1 - is it necessary to "unmask" in whois, or is it sufficient to provide the underlying data to the dispute provider? Personally I can see arguments for both options.

On 2 - What if the domain is already in the deletion cycle? ie. it has expired and is already in the cycle. Or put another way, the deletion is not due to any explicit request

On 3 - see where? Sorry - just would appreciate clarification on what you're referring to
Comments from WG Meeting on 30 August:
Proxy / Privacy Services
· If the proxy service doesn't substitute the "actual" registrant data, then providers' panel has to assume it that the p/p service provider IS the registrant, for lack of any information to the contrary.  If a proxy can't or prefers not to show that it is a proxy for someone else, it's just assumed to be acting on its own behalf. See for example http://www.thedomains.com/2012/08/30/if-your-using-enoms-whois-privacy-protection-service-inc-whois-agent-udrp-panels-says-your-a-serial-cyber-squatter/.
· UDRP decisions are published/public, so in any case the respondent/registrant will be public at some point - that is one reason why some privacy services to do not publicly "lift". In that case the decision goes against the privacy service.
· Do any other parts of the UDRP require that a registrant is ‘unmasked’ or could such information be provided through a back channel instead of replacing the privacy / proxy information in Whois with the ‘real’ registrant data? 
· Registrars and/or proxy/privacy services have different agreements with their customers – some will require the lifting of privacy / proxy in the case of a UDRP proceeding, others do not.
· The UDRP was written before there were any privacy / proxy services, so it is understandable that there are no provisions to deal with these kind of situations. At the same time, legitimate privacy / proxy services should be able to cancel their services with the customer. Also, if unmasking is not allowed, it may prevent the ‘real’ registrant from defending their rights to a domain name registration. But whether this should be publicly or privately disclosed is a different issue. 
Deletion / Renewal

· From the Expired Domain Deletion Policy (EDDP): 
3.7.5 At the conclusion of the registration period, failure by or on behalf of the Registered Name Holder to consent that the registration be renewed within the time specified in a second notice or reminder shall, in the absence of extenuating circumstances, result in cancellation of the registration by the end of the auto-renew grace period (although Registrar may choose to cancel the name earlier). 

3.7.5.1 Extenuating circumstances are defined as: UDRP action, valid court order,……….
[….]
3.7.5.7 In the event that a domain which is the subject of a UDRP dispute is deleted or expires during the course of the dispute, the complainant in the UDRP dispute will have the option to renew or restore the name under the same commercial terms as the registrant. If the complainant renews or restores the name, the name will be placed in Registrar HOLD and Registrar LOCK status, the WHOIS contact information for the registrant will be removed, and the WHOIS entry will indicate that the name is subject to dispute. If the complaint is terminated, or the UDRP dispute finds against the complainant, the name will be deleted within 45 days. The registrant retains the right under the existing redemption grace period provisions to recover the name at any time during the Redemption Grace Period, and retains the right to renew the name before it is deleted. 
· The above describes how the EDDP applies to the UDRP, but it does not address what happens in the days or weeks immediately prior to the filing of a UDRP. UDRP providers get a lot of verifications back saying that the domain names cannot be locked because the client requested that the domain name be deleted a few days or few weeks ago and the registrar is in the process of deleting it. However, complainants then come back and indicate that the name is still active. Other registrars will lock the domain name and prevent it from deleting, so there is no consistency in approach. Should this issue be addressed as part of the definition or recommendations?
