
Proposals and Comments
	Proposal
	Comment

	Standard Sunrise Mechanism:  To adequately protect prior name rights, owners of "Existing Names" should have - in addition to the traditional "sunrise" which accompanies the launch of a new TLD - two new methods of combating abusive registrations, namely "Defensive Removals" and "Name-String Notification". The "sunrise" itself should be outsourced to an organisation which will provide sunrise registrations and defensive removals for all new TLDs.
	

	Outsourced Sunrise:  A "Standard Sunrise Service Provider" (SSSP) would administer all future sunrise processes. The SSSP should be an internationally qualified and respected NGO or not-for-profit corporation. The SSSP would provide a website where relevant data can be collected and recycled in the future.  The collection of such sunrise data involves providing input access and data storage of "official" domain name-related correspondence and documentation. Thus ICANN or WIPO would appear to be an ideal candidate for SSSP.  ICANN has the advantage that it already has contractual relations with accredited registrars, and could use these to control input, avoid abuse and to track problems.

The SSSP will provide a standardised sunrise website at tld.sunrise.sssp.org. The information provided to the SSSP website is standard contact information, the type of "Existing Name" and the possibility of uploading a PDF showing the existence of the name. The owner of the "Existing Name" will indicate whether the domain name at issue is to be a used, i.e. traditional sunrise application, or whether the domain name should be permanently removed from the pool of available names. Thus at the completion of the sunrise period, the SSSP will provide to the TLD two lists: one for the sunrise names which should be registered and function, and another list of names which should be permanently removed. 

The SSSP will produce the list at an at-cost basis and provide it to the new TLD in digital format such that the new TLD can "plug it in" to its registration function. The price of such a defensive removal would thus be inexpensive, probably in the neighbourhood of 1 U.S. dollar. As long as the prospective new TLD is aware at the outset that a number of domain names will be permanently removed from the pool of available domain names, and does not base its business model on the registration and renewal of cybersquatted domains, then these permanently removed domain names have no value to the TLD. 
	

	Defensive Removal
A "Defensive Removal" is the permanent removal of specific domain name from the pool of available domain names. An unlimited number of domain names may be removed as Defensive Removals based on the existence of a single Existing Name. In that the names are permanently removed, there is no administration and no need for renewal fees.  The eligibility requirements would be the recognized Early Name rights from previous sunrises, including 1) Organisation names, 2) Public body names, 3) Geographical Indications 4) Registered trademarks, and 5) Other recognized commercial signs such as company names. Due to the possibility of challenging such defensive removals, there is no need to apply strict eligibility requirements. The basis of the removal would be a .pdf documenting the existence of the Existing Name, timely filed with the Standard Sunrise Service Provider (SSSP)
Defensive Removals can also be made after the launch of the TLD, but there would be higher costs involved.

The permanence of the defensive removal could be changed, either by the party who originally requested it, or by a Third Party Challenge (see below). 

It would not be possible to make a blanket Defensive Removal covering all new TLDs, but the SSSP would notify the owners of Existing Names by e-mail of the launch of new TLDs, and offer to reuse the existing documentation for new defensive removals. It can be anticipated that the choice of defensive removals will vary from TLD to TLD. For example, in the event that dot-xxx was a reality, an organisation like ICANN might have wanted to defensively remove

icann.xxx

icanngirls.xxx  

icann-girls.xxx

icannbabes.xxx  

icann-babes.xxx

etc. from the dot-xxx pool of available names.
	

	Name-String Notification

Name-String Notification (NSN) is a paid subscription function whereby the owner of an Existing Name can be notified of an application to register a new domain name which includes the name-string, and given the opportunity to file a Protest within a short timeframe, e.g. 20 days. For example, if ICANN were notified of the following:

hot-icann-girls.xxx

tammicannotsayno.xxx

they might find only the first of these to be a problem and file a protest.

If the NSN subscriber filed the protest, the applicant would be asked to confirm that the domain name application should proceed, despite the existence of the Existing Name, and the domain name would be sent to a UDRP-like function. Each party (the owner of the Existing Name and the domain name applicant) would pay full price for a one-person UDRP, i.e. a full double payment, such that the winner would receive a refund, paid by the loser. If the domain name applicant did not pay the UDRP price (US $ 1500 at WIPO), the domain name would not be registered, and conversely, if the subscriber/protestor did not pay the UDRP price within the specified time, the domain name would be registered. The onus would be on the domain name applicant to demonstrate that the domain name could be used without infringing the Existing Name, as set forth below. It can be assumed that the "loser pays US $ 1500" will discourage both abusive registrations and overzealous rights owners. 

The NSN would be fully automated and e-mail based, and thus relatively inexpensive. To be most effective, it would have to be in place prior to the launch of the traditional sunrise. It should be administered by the TLD (though if this also could be centralised and outsourced like the sunrise, this would be an advantage for all involved). 

For the duration of the NSN process, the domain name will not function. If the NSN subscriber does not utilize the opportunity to lodge a protest, the he or she can still initiate a UDRP or other proceedings at a later date. 
	

	Challenge

It is well settled that to be successful in a UDRP proceeding, the complainant must demonstrate that all three of the following conditions are met:

(i) the domain name is identical or confusingly similar to a trademark or service mark in which the complainant has rights; and
(ii) the respondent has no rights or legitimate interests in respect of the domain name; and
(iii) the respondent's domain name has been registered and is being used in bad faith.

If the UDRP complainant fails on any one of these 3 elements, the UDRP Complaint should fail. Thus in a Challenge process, either under NSN or to challenge a Defensive Removal, the domain name applicant has to prove that one or more of the following elements is present:

(i) the domain name is not identical or confusingly similar to a trademark or service mark in which the complainant has rights; or
(ii) the respondent has rights or legitimate interests in respect of the domain name; or
(iii) the respondent's domain name will be used in good faith.

In other words that a regular UDRP brought against this domain name applicant would fail. 
	

	Traditional sunrise:  The traditional sunrise, whereby owners of Existing Names get an opportunity to register domain names before the "land rush", will be available, but due to the availability of the defensive removals and the name-string notification, this will be effectively limited to the new domain names which the owners actually intend to use. No validation need take place as a general rule, but only in the case of conflict. Traditional sunrise and defensive removals can be made at the same time, on the SSSP website mentioned above. 

Conflicts can arise in several situations:

1) Two or more parties request defensive removals, no sunrise: here there is no conflict. All are interested in not having the domain name be registered. Both parties should be noted as having this defensively removed, which means that if one of them changes their mind, or if the removal is challenged, both will be heard. If the one party who removed the domain name now wants to use and register it, the parties can either agree, or the UDRP-type function with loser pays described above will apply. Again, it will be up to the new applicant to show that its registration of the domain name will not be harmful to the owner of the Existing Name. Thus it is unlikely that a abusive registration with a bogus Existing Name could first remove icann.xxx and thereafter activate it by registration, if ICANN had also established a defensive removal of the same name.

2) One or more parties want the domain name defensively removed and one or more parties want it registered under the sunrise. Firstly the parties should be given an opportunity to discuss this among themselves, given a one-month deadline, extendible at the joint request of all parties. If there is no agreement, the UDRP-type function with loser pays described above will apply.

3) No defensive removals, but two or more sunrise applications. Firstly the parties should be given an opportunity to discuss this among themselves, given a one-month deadline, extendible at the joint request of all parties. If there is no agreement, the parties will firstly have to validate their rights (self validation). If both parties validate their rights, there will be an auction, where the new TLD retains the proceeds. The UDRP-type function with loser pays described above will also apply.
	

	Principles for resolving conflicts:  As regards competing rights owners who seek different goals, there are as I see it four main scenarios:

1) two competing genuine rights of about the same size (like United Airlines and United Vanlines)

2) two competing genuine rights of very different sizes (like WENDY'S chain of restaurants and a single WENDY's hair salon)

3) two competing rights, where one can be considered in bad faith (e.g. GOOGLE from Palo Alto on the one hand and a Uzbeki registration from 2006 for GOOGLE for clothing; the bad faith could also be generic, e.g. APPLE for computers on the one hand and a Benelux registration from 2006 for APPLE for paints on the other hand)

4) two competing bad faith rights (e.g. any two of the more than 200 Benelux, Danish and other registrations for SEX in various classes that were competing for SEX.EU)

Guiding principles should be

1) first let the parties try to sort it out, much like the "cooling-off" period of the CTM, e.g within two months (extendible at the joint request of both parties).

2) mediation, e.g. WIPO Arbitration and Mediation Center with UDRP panelists. Here the mediators would be given wide latitude to take all aspects of the matter into consideration, such as the size of the each rights owner, the TLD, languages etc., and may either find for one party or end in a draw. For instance for WENDYS.ASIA, the mediator might find for the restaurant chain that had over 1000 restaurants in Asia; but if the new TLD was WENDYS.HAIR, the mediator might find for the hair salon. UNITED.[TLD] would end in a draw (but the parties would probably have sorted this out themselves, probably agreeing that one of them would register the domain name and that neither would use this and similar domains during the "cooling-off" period). It is difficult to consider a scenarios where a mediator reasonably could find for the Uzbeki GOOGLE registration, but it could be GOOGLE.[TLD meaning "clothes" in Uzbeki]. The parties split the cost of the mediation.

3) auction: in the case of a draw, the parties can bid for the domain name.
	

	Standardized features of Rights Protection Mechanisms:  Unless otherwise justified by the gTLD applicant, the features of the RPM types should be standardized across gTLDs.  
	

	Centralized rights validation and database: There should be a centralized rights validation process and database.  The process and database could be designed and administered by ICANN, WIPO, or, pursuant to an ICANN RFP, a third party.  Every rights holder that wished to rely on prior rights and use an RPM should be required to submit information about and documentation of its claimed rights for validation.  Rights that had not been validated could not be relied upon.  Rights holders could designate the gTLD RPMs that they wished to participate in and the processor/database administrator would be responsible for relaying that data to the registry and/or registrar, as appropriate.  Rights holders would be required to affirm on a regular basis, perhaps annually, the continued validity of each documented right.  Participation fees could be levied on a subscription basis with the relevant period tied to the affirmation obligation.  Possible fee bases include the numbers of rights and the RPMs in which the rights holder wished to participate.  Rights holders should be required to create deposit accounts (similar to those used by the US PTO and the WIPO IB) against which fees would be drawn.  Rights holders could fund deposit accounts through credit card payments, wire transfers, or bank drafts.
	

	Validation of rights.  Any right upon which a domain name applicant seeks to rely in a RPM must be subject to some validation.  
	

	Name-String Watch Service and Notification (modeled on .biz IP Claim and .name Name Watch Service):  Name-String Watch Service and Notification (NSWSN) is a paid subscription function whereby the owner of a prior, validated right will receive notification of every applied-for domain name that matches the watched name-string.  The domain name applicant would receive notification that its name had matched a watched string and information about the watched-string right basis and claimant.  The domain name applicant would then be required to confirm that it wished to proceed with registering the domain name.  The Prior Rights Owner (PRO) would receive notification of the registrant’s intention to proceed and would be provided a relatively short (not more than 30 days) period within which to initiate a proceeding to block the name’s registration.  
To prevail in a challenge, the PRO would be required to show that (a) the applied-for name is identical or confusingly similar to its validated right; (b) the applicant has no right or legitimate interest in the applied-for name; and (c) the applicant has registered or seeks to use the name in bad faith.  [Alternative requirements noted above.]  The PRO would be required to pay the dispute resolution fee.  However, the applicant would be required to pay a small fee (USD 50) as a “bond.”  If the applicant did not submit the bond, the proceeding would not go forward, the dispute resolution provider would not issue a decision, and the applicant’s registration would be blocked.  If the applicant submitted the bond, the proceeding would go forward to resolution.  [If the applicant prevailed, it would be refunded the bond amount.] An unsuccessful challenge would have no preclusive effect on the PRO’s right to later initiate a UDRP proceeding. 
The applied-for domain name would not resolve until any proceeding challenging the name was decided.  Multiple PROs could participate in NSWSN for the identical string, and multiple PROs could challenge the applied-for domain name.  Multiple PRO challenges would be consolidated into one proceeding, the filing fee would be divided among/between the PROs on a pro rata basis, and only one applicant bond would be required.  Any one successful PRO would be required to block the name. 
The NSWSN would be automated and e-mail based.  All proceedings would be filed and conducted solely electronically; paper filings would not be permitted.
	

	Rights Bases for Sunrise Mechanisms.  All Sunrise mechanisms must allow participation based on ownership of a trademark registraiton of national effect for which the registration application was filed before the gTLD application was submitted to ICANN.  The registry may also require that the registration have issued by a particular date.  
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	




