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SUMMARY
This is the final version of the GNSO PRO Working Group Outcomes Report. This report provides a written summary of areas of broad agreement, support and discussions of the GNSO PRO-WG on issues for consideration of the GNSO Council regarding further GNSO policy development activities on rights protection mechanisms for the adoption and use by registry operators in the generic top level domain (gTLD) space. 

The GNSO PRO WG did not conclude its work on the Terms of Reference as specified by the GNSO Council.  This report also provides a written summary of areas in which broad agreement and support were not reached and for which the PRO WG believes additional time is necessary.  The WG discussed various approaches to providing additional protections beyond the current registration agreement and UDRP policy for the legal rights of others during the domain name registration process for new TLDs, but was unable to reach consensus on whether to recommend a "best practices" approach to providing such protections.  The WG was able to develop a list of draft principles that various WG members believe should be considered as policy statements for TLD operators to implement, but has yet to fully engage in discussion of that list of draft principles.
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2
Introduction
Issues presented:  The introduction of new top-level domains (TLDs) in 2000 (.aero, .biz, , info, .coop, .museum, .name and .pro) included the introduction of several Rights Protection Mechanisms, various methods that aimed to protect trademark and other rights from third party domain name registrations that may have violated those rights.  These methods varied, as did their complexity and ultimate success.
 
In 2007, as ICANN considers the introduction of additional TLDs, the Rights Protection Mechanisms used in the past are instructive, and raise questions concerning the necessity and adequacy of such mechanisms.  Are Rights Protection Mechanisms necessary across all new TLDs?  Where such a mechanism is warranted, what rights should be protected?  Need the registry validate all claimed rights up front, or only in the case of later challenge?  What should the process be in case of competing applications by bona fide rights holders?  Who should decide whether and to what extent to use Rights Protection Mechanisms in the introduction of a new TLD – the applicant registry?  ICANN?  Who should bear the cost of such mechanisms – are they a cost of doing business that the registry should pass on to all registrants?  Should rights owners pay a premium to utilize such mechanisms?  Should there be improved, post-registration mechanisms to protect rights?"  Not surprisingly, different constituencies have very different views on these issues.

Objective of the PRO-WG: The GNSO Council chartered the PRO Working Group (PRO-WG) to address policy issues that may arise from the anticipated introduction of new gTLDS.
Specifically, the PRO-WG was chartered to provide a report to the ICANN GNSO Council with a view to assessing further steps to take, including the possible need for the creation of a Policy Development Process (PDP) on rights protection mechanisms beyond the protections embodied in the current Registration Agreement and the Uniform Domain Name Dispute Resolution Policy.  
The GNSO Council provided the PRO-WG with the following Statement of Work:

(1) Document the additional protections implemented by existing gTLD operators beyond the current terms in the registration agreement and existing dispute resolution mechanisms to the protect the legal rights of others during the domain name registration process, particularly during the initial start up of a new gTLD where there is contention for what Registrants perceive as the "best" names. The documentation should identify the problems that the protections were intended to solve.  The working group should establish definitions of terms used in this document to ensure a common understanding amongst members of the working group.  These definitions would only be in the context of the document, and without prejudice to the meaning of these terms in other legal contexts. 

(2) Determine whether to recommend to Council a best practices approach to providing any additional protections beyond the current registration agreement and UDRP policy for the legal rights of others during the domain name registration process, particularly during the initial start up of a new gTLD where there is contention for what Registrants perceive as the "best" names. A best practices document could be incorporated into the material for the application process for new gTLD applicants. The GNSO could elect in future to use the policy development process (PDP) to create a Consensus Policy in this area. 

Methodology of the PRO-WG: The PRO-WG conducted its deliberations in a variety of ways: face-to-face meeting, teleconferences (transcripts and MP3 available here (needs to be hyperlink), and an e-mail discussion list. 
The WG focused its work on three areas – (i) documenting the rights protection mechanisms provided in previous TLDs; (ii) identifying means by which the WG could obtain input from the ICANN community as to rights protection mechanisms generally and the issues or problems created by previous implementation of mechanisms, and (iii) whether to propose a best practices approach and, if so, what principles it could provide as guidance to the GNSO Council.

The WG reviewed and documented the rights protection mechanisms implemented by the registry operators for the following TLDs:  .aero, .biz, .cat, .coop, .dk, .eu, .info, .jobs, mobi, .museum, .name, .pro, .travel, .tv, and .us.  The WG included the ccTLDs .dk, .eu, .us because the rights protection mechanisms implemented by each of these ccTLDs contained unique features:  .dk introduced IDNs and used an auction-based allocation system; .eu structured its Sunrise process to allow participation based on the broadest scope of rights used to date; and .us authenticated all Sunrise period registrations against the trademark records of the U.S. Patent and Trademark Office’s online database.  
14 WG members each agreed to assume responsibility for the review and summary of the rights protection mechanisms implemented by the registry operators of these TLDs.  (One WG member agreed to assume responsibility for the summary of the rights protection mechanisms for two TLDs.)  To ensure uniformity in substance and form of the summaries, the WG developed a template for use in documenting the rights protection mechanisms.  Annex A hereto is the template with the guidance notes that were developed during one of the WG teleconferences.  WG members reviewed a variety of source documents in compiling their respective summaries including, but not limited to, policies and procedures posted by the registry operators, the websites of the dispute resolution providers utilized in connection with the registry rights protection mechanisms, and, for some registry operators, the Proof of Concept report(s) required by ICANN.  
Because the summaries anticipated inclusion of numerical data that may be available only from the registry operator (e.g., total number of registered names, number of rights protection mechanisms registrations or claims), the WG agreed that consultation with the relevant registry operators would be desirable.  Jeff Neuman of the GNSO Registry Constituency liaised with the registry operators and provided WG members with the names and contact information of designated registry operator personnel.  After completing their TLD summaries, WG members were to contact those registry operator personnel regarding outstanding information.  Many WG members did so; some also provided their summaries to the registry operator personnel for review to confirm accuracy.  Most registry operator personnel responded to WG member contact; some did not.  The “Comments” section of each summary states if contact was made.  Annex B hereto contains the TLD summaries completed by WG members and outside volunteers.
  
A second focus of the WG was to identify how the WG could obtain input from the ICANN community – especially those participants who did not belong to a constituency or had not traditionally been active in ICANN – as to rights protection mechanisms generally and the issues or problems created by previously implemented mechanisms.  The WG discussed this topic frequently and extensively throughout its charter.  The WG acknowledged early in its tenure that only informal constituency positions would be possible because the WG charter (duration?) was too short to allow some constituencies to follow their own internal processes for developing constituency positions.   
The WG agreed to prepare a questionnaire that could be distributed by the WG members to their respective constituencies and be made available to the ALAC for distribution to its members.  WG members devoted the entire face-to-face meeting in Lisbon on 25 March to developing questions for the questionnaire.  Additional and revised questions were put forth during two of the WG’s subsequent teleconferences and through the e-mail discussion list.  While developing the questionnaire, the WG decided to make the questionnaire web-based and explored the possibility of posting it on or accessible through ICANN’s website.  
Through the efforts of Liz Williams and Kieran McCarthy, both ICANN staff, the questionnaire was posted online and made accessible for completion from 23 April through 4 May.  Annex ___ hereto contains a copy of the questionnaire and tabulations of the responses to it.  [Liz, would you please add a sentence about mechanics and country issue?]
The questionnaire results cannot be given great weight – only a short time was allotted for response, the number of participants was low, the questionnaire was not designed by a survey expert, and the questions were not drafted to comply with the rigorous standards required of surveys.  Nonetheless, certain aspects of its results are worth noting. First, almost 1/3 of participants identified themselves as being members of “civil society,” which suggests this type of mechanism may be effective more broadly in eliciting and encourage participation by non-constituency members.  Second, participants had experience with a wide array of TLDs.  Third, 70 percent of the 30 participants who responded to the question of whether rights protection mechanisms should be standardized in the introduction of new TLDs answered affirmatively.  
The WG discussed via email list and weekly teleconferences whether to propose a best practices approach and, if so, what principles it could provide as guidance to the GNSO Council.  As discussed further in the Outcomes section, there was significant disagreement within the WG about using the term “best practices” out of concerns that the term implied an obligation to adopt a best practice and that a decision not to adopt a best practice would have negative implications for that gTLD registry.  There was also significant disagreement within the WG as to the level of detail that should be provided in any principles it provided to the GNSO Council.
This report describes the outcomes of the discussions on proposed principles to be provided to the GNSO Council.  For the expression of views, the Working Group agreed on the following conventions: 

-
Agreement –  there is broad agreement within the Working Group (largely equivalent to “rough consensus” as used in the IETF)

-
Support –  there is some gathering of positive opinion, but competing positions may exist and broad agreement has not been reached

-
Alternative view – a differing opinion that has been expressed, without garnering enough following within the WG to merit the notion of either Support or Agreement.

In developing its principles, the WG used the MUST-SHOULD-MAY conventions contained in RFC 2119 that are increasingly being used by the GNSO Council. 
3
Background
The GNSO PRO Working Group was chartered at a meeting of the GNSO Council on 1 February 2007, minutes at GNSO | GNSO Council Teleconference Minutes , when the earlier proposed Terms of Reference were refined to a Charter for the Working Group, available at [need link]
The Working Group was tasked to provide a report to the GNSO Council and conclude its work by 17 May 2007 to provide sufficient time for its report to be incorporated into the Final Report of the GNSO New gTLDS Committee.  Kristina Rosette of the GNSO Intellectual Property Constituency was elected Chair by the Working Group members.  The Working Group was convened ____ times in weekly conference calls.  The members of the Working Group are listed in section 5. Observers and experts were also invited to attend and contribute to the discussions.
Working Group members were encouraged to review the following five documents, in line with the Terms of Reference:  

· Draft Recommendations from the New gTLD PDP Committee
· December 2003 new sTLD Application Form, Part B
· IPC Evaluation Chart for Proposed TLDs (October 2000)
· Registry Proof of Concept Reports
· Evaluation of the New gTLDs:  Policy and Legal Issues, Summit Strategies International, July 2004 
This document sets out information about proposed principles for mechanisms to protect the rights of others in the introduction of any new top-level domain registry operation.  This work has no formal status as final recommendations.  The GNSO Committee on the Introduction of New Top-Level Domains will consider the proposals that are made in the context of Committee’s existing work.
In developing the princples set out below, the WG used the results of analysis of previous TLD launches and its questionnaire to gather further facts and opinions about a variety of rights protection mechanisms.  The Working Group also used the new TLDs Principles (which reflect GNSO Committee, GAC and ICANN staff work), the draft Recommendations and the Implementation Guidelines. (The ICANN Mission & Core Values are referred to in the right most column.)  [delete:  The boxes highlighted in GREEN may be relevant to the development of any possible guidelines.  ]
WG members recognize that any rights protection mechanism may be:

· controversial

· costly and complex for registries and registrars to operate;

· costly and time consuming for registrants 

· open to comprehensive and automated gaming

In addition, WG members recognize that registry and registrar business models may be different and that the introduction of IDN TLDs may present further layers of complexity which require deeper examination. [delete:?  The tables below set out the various new TLD Principles, Recommendations and Implementation Guidelines the WG may take into consideration when developing its suggestions for future TLD rounds.]  

 4
Outcomes

The WG discussed various approaches to providing additional protections beyond the current registration agreement and UDRP policy for the legal rights of others during the domain name registration process for new TLDs, but was unable to reach consensus on whether to recommend a "best practices" approach to providing such protections.  The WG was able to develop a list of draft principles that various WG members believe should be considered as policy statements for TLD operators to implement, but has yet to fully engage in discussion of that list of draft principles.
The current outcomes of the PRO-WG discussions and the summary of outstanding work are detailed in this section. The PRO-WG suggests that the GNSO Council review all outcomes.  Outcomes in Section 4.1 (Areas of Agreement) are especially pointed out for review.  Outcomes that have Support, with or without Alternative Views, also provide the Council input for deliberations on the potential need for, feasibility of and scope of any future rights protection mechanism- focused Policy Development Process (PDP) or other future steps.  Finally, the PRO-WG sets forth additional work that remains to be completed under the Terms of Reference.  
4.1
Areas of Agreement 

Definition:
Agreement –  there is broad agreement within the Working Group (largely equivalent to “rough consensus” as used in the IETF).  
The PRO-WG did not use the word “consensus” because that term has a particular meaning as used by the GNSO Council. 
The PRO-WG reached Agreement on the following areas:

4.1.1  Agreement that there is no universal RPM.

4.1.2  Agreement that each new gTLD SHOULD adopt and implement a dispute mechanism under which a third party could challenge another’s use of that gTLD’s RPM that results in obtaining a domain name registration.


Alternative view that there MUST be a challenge procedure for any RPM.

4.1.3:  Agreement that the Legal Rights on which a party bases its participation and seeks to protect in an RPM SHOULD be subject to actual authentication, at least if the authenticity of such rights is challenged.
4.1.4:  Agreement that if a new gTLD elects to use a Sunrise Process RPM, then it SHOULD restrict eligible Legal Rights in such a manner as to discourage abusive registration.  [I don’t understand this 2d clause.  Does this mean Registries should narrow the scope of rights that can be protected, to discourage gaming of the RPM process?  I don’t think there was Agreement on that.]  
4.1.5:  Agreement that regardless of other authentication of Legal Rights, all new gTLDs SHOULD institute measures to deter abuse of the RPMs and clearly false submissions.  These measures could be automated or conducted on an ad hoc basis to focus on RPM submissions that are nonsensical or likely to be false (e.g., registration number is 12345, date is 00/00/00, name is John Doe).

  [duplicative of concept in 4.1.3]  
4.2 
Areas of Support
Definitions:

Support –  there is some gathering of positive opinion, but competing positions may exist and broad agreement has not been reached

Alternative view – a differing opinion that has been expressed, without getting enough following within the WG to merit the notion of either Support or Agreement.
4.2.1  

Support for the principle that all new gTLDs MUST provide an RPM.

Alternative view that all new gTLDs MAY provide an RPM.

4.2.2

Support for the principle that each gTLD applicant MUST describe in its application (a) the RPM(s) it intends to provide and; and (b) how that RPM/those RPMs will protect the rights of others. 


Alternative view that each gTLD applicant MUST describe in its application (a) the RPM(s) it intends to provide and; and (b) how that RPM/those RPMs will protect the rights of others and discourage abusive registrations.


Alternative view that each gTLD applicant MUST describe in its application the methods they will employ to protect the rights of others.

4.2.3

Support for the principle that if a new gTLD elects to adopt and implement an RPM that consists of eligibility or membership verification requirements and second-level name selection criteria (such as those used by the .museum, .aero, and .travel TLDs), an additional RPM MAY NOT be necessary.


Alternative view that if a new gTLD elects to adopt a description that includes eligibility or membership verification requirements and second-level name selection criteria (such as those used by the .museum, .aero, and .travel) TLDs or another similar set of criteria, a RPM SHALL NOT be necessary.

4.2.4
Support for the principle that if a new gTLD elects to use a Sunrise Process as its RPM and second-level names are not awarded on a First-Come, First-Served basis, then competing applicants MAY be provided with an opportunity to reach an allocation decision between/among themselves.  [I think there was Support that such an opportunity SHOULD (or even MUST?) be provided.  I see no reason not to provide it.]
4.2.5

Support for the principle that to the extent a gTLD is intended for/targeted to a particular geographic region, the Legal Right on which the owner or claimant bases its participation in the RPM SHOULD originate from the laws that apply to a country in the region or, in the case of a gTLD intended for/targeted to a region within a country, the laws that apply to the region.

4.2.6

Support for the creation of “Approved Model  RPMs” (to be developed later) that SHOULD be available at the registry’s sole discretion to select, which standardizes the RPM  across a registry/registrar to minimize the costs of implementation, and eliminates the need for ICANN to scrutinize this aspect of an application during the new TLD process.    A registry applicant that fails to pick an “Approved Model RPM” MUST not be prejudiced in any way if it elects not to use a “Approved Model PRM” as this is purely a voluntary standard that is meant to make the launch of new TLDs more efficient.     The list of Approved Model RPMs MAY be updated from time to time.

Alternative view that “Approved Model  RPMs” (to be developed later) SHOULD be utilized by the new registry, unless there are reasonable grounds for non-use in the particular registry. Such use of a standardized, RPMs MAY minimize the costs of implementation for all interested parties, and would lessen the need for ICANN to scrutinize this aspect of an application during the new TLD process. The list of Approved Model RPMs could be updated from time to time.  [I support this view.]

Alternative view that the Supported principle is acceptable subject to the substitution of “and may eliminate the need for ICANN to scrutinize this aspect of an application during the new TLD process”  for “and eliminates the need for ICANN to scrutinize this aspect of an application during the new TLD process.”
4.3
Outstanding Work
Because the WG has not proposed _____________ and many proposals have not been discussed, the WG believes additional time for the completion of that work should be allowed.  Set forth below are the proposed principles that have not been discussed.  See also Section 4.5  below.  
4.3.1 All potential registrants have legal rights. gTLD operators should not consider the legal rights of IP holders to the exclusion of the legal rights of others to register and use a domain name.

4.3.2  gTLD operators should not presume motives of potential registrants.

4.3.3  All registrants should be given equal opportunity to register generic labels as domain names. IP holders, or holders of legal prior rights, should not be given preference in generic labels just because they have registered such as a trademark, service mark, etc. Generic in this context, at a minimum, is defined as a string of characters representing a dictionary word that is not a proper noun.

4.3.4  All principles relating to RPMs SHOULD equally apply to both ASCII/LDH TLDs and IDN TLDs.

4.3.5  Rights protection mechanisms for second level names SHOULD also apply to third and higher level names made available for general registration by the TLD operator.
4.4
Fee-related Aspects of RPMs
Many members of the WG proposed principles regarding fee-related aspects of RPMs.  All such principles have been segregated into this section and no levels of support have been developed for any of them.

4.4.1:  New gTLDs SHOULD accept payment for participation in RPMs by means other than credit cards.

4.4.2:  The fees charged by a gTLD for participation in its RPM SHOULD be reasonable and each gTLD applicant MUST identify in its application the basis of its fee calculation. 

4.4.3:  gTLD operators SHOULD consider the cost of RPMs and should be appropriately compensated for their costs plus reasonable fees based on market demand.

4.4.4:  Prospective registrants who use RPMs to their advantage SHOULD be prepared to pay appropriate fees for such privilege.

4.4.5:  The fees associated with an RPM SHOULD reflect its scope. For example, the fees associated with Defensive Registrations MAY be significantly higher than those for a Sunrise process where the scope is limited to exact matches of registered trademarks only.

4.4.6:  The fees charged by a gTLD for participation in its RPM MUST be reasonably close to their actual or expected costs
4.5
Suggested New RPMs or RPM Features
Several members of the WG proposed new RPMs or RPM features.  These proposals are listed below.  The WG has not yet developed levels of support.  These proposals should be considered among the WG’s Outstanding Work, but are identified separately for ease of reference.

4.5.1:  Centralized Mechanism for Authentication of Legal Rights by Multiple Providers.  Owners of Legal Rights would identify the Legal Rights on which they would rely in an RPM, would submit the documents required to authenticate such Legal Rights, and would designate the RPM in which they desired to participate.  Once authenticated, the providers would convey the confirmed authentication to the registry or registrar.  A Legal Rights owner could select among/between more than one provider.  Legal Rights owners would be required to affirm periodically, most likely annually, that their Legal Rights remain valid and subsisting.  Legal Rights claims that were not affirmed would be deleted from the database.  
4.5.2  Standard Sunrise Mechanism.  To adequately protect Legal Rights, owners of "Existing Names" should have - in addition to the traditional Sunrise Process which accompanies the launch of a new TLD - two new methods of combating abusive registrations, namely "Defensive Removals" and "Name-String Notification". The "sunrise" itself should be outsourced to an organisation which will provide sunrise registrations and defensive removals for all new TLDs.
4.5.3:  Outsourced Sunrise:  A "Standard Sunrise Service Provider" (SSSP) would administer all future sunrise processes. The SSSP should be an internationally qualified and respected NGO or not-for-profit corporation. The SSSP would provide a website where relevant data can be collected and recycled in the future.  The collection of such sunrise data involves providing input access and data storage of "official" domain name-related correspondence and documentation. Thus ICANN or WIPO would appear to be an ideal candidate for SSSP.  ICANN has the advantage that it already has contractual relations with accredited registrars, and could use these to control input, avoid abuse and to track problems.

The SSSP will provide a standardised sunrise website at tld.sunrise.sssp.org. The information provided to the SSSP website is standard contact information, the type of "Existing Name" and the possibility of uploading a PDF showing the existence of the name. The owner of the "Existing Name" will indicate whether the domain name at issue is to be a used, i.e. traditional sunrise application, or whether the domain name should be permanently removed from the pool of available names. Thus at the completion of the sunrise period, the SSSP will provide to the TLD two lists: one for the sunrise names which should be registered and function, and another list of names which should be permanently removed. 

The SSSP will produce the list at an at-cost basis and provide it to the new TLD in digital format such that the new TLD can "plug it in" to its registration function. The price of such a defensive removal would thus be inexpensive, probably in the neighbourhood of 1 U.S. dollar. As long as the prospective new TLD is aware at the outset that a number of domain names will be permanently removed from the pool of available domain names, and does not base its business model on the registration and renewal of cybersquatted domains, then these permanently removed domain names have no value to the TLD.
4.5.4:    Defensive Removal.  A "Defensive Removal" is the permanent removal of specific domain name from the pool of available domain names. An unlimited number of domain names may be removed as Defensive Removals based on the existence of a single Existing Name. In that the names are permanently removed, there is no administration and no need for renewal fees.  The eligibility requirements would be the recognized Early Name rights from previous sunrises, including 1) Organisation names, 2) Public body names, 3) Geographical Indications 4) Registered trademarks, and 5) Other recognized commercial signs such as company names. Due to the possibility of challenging such defensive removals, there is no need to apply strict eligibility requirements. The basis of the removal would be a .pdf documenting the existence of the Existing Name, timely filed with the Standard Sunrise Service Provider (SSSP)
Defensive Removals can also be made after the launch of the TLD, but there would be higher costs involved.

The permanence of the defensive removal could be changed, either by the party who originally requested it, or by a Third Party Challenge (see below). 

It would not be possible to make a blanket Defensive Removal covering all new TLDs, but the SSSP would notify the owners of Existing Names by e-mail of the launch of new TLDs, and offer to reuse the existing documentation for new defensive removals. It can be anticipated that the choice of defensive removals will vary from TLD to TLD. For example, in the event that dot-xxx was a reality, an organisation like ICANN might have wanted to defensively remove

icann.xxx

icanngirls.xxx  

icann-girls.xxx

icannbabes.xxx  

icann-babes.xxx

etc. from the dot-xxx pool of available names.
4.5.5  Name-String Notification.  Name-String Notification (NSN) is a paid subscription function whereby the owner of Legal Rights can be notified of an application to register a new domain name which includes the name-string, and given the opportunity to file a Protest within a short timeframe, e.g. 20 days. For example, if ICANN were notified of the following:

hot-icann-girls.xxx

tammicannotsayno.xxx

they might find only the first of these to be a problem and file a protest.

If the NSN subscriber filed the protest, the applicant would be asked to confirm that the domain name application should proceed, despite the existence of the Legal Rights, and the domain name would be sent to a UDRP-like function. Each party (the owner of the Existing Name and the domain name applicant) would pay full price for a one-person UDRP, i.e. a full double payment, such that the winner would receive a refund, paid by the loser. If the domain name applicant did not pay the UDRP price (US $ 1500 at WIPO), the domain name would not be registered, and conversely, if the subscriber/protestor did not pay the UDRP price within the specified time, the domain name would be registered. The onus would be on the domain name applicant to demonstrate that the domain name could be used without infringing the Existing Name, as set forth below. It can be assumed that the "loser pays US $ 1500" will discourage both abusive registrations and overzealous rights owners. 

The NSN would be fully automated and e-mail based, and thus relatively inexpensive. To be most effective, it would have to be in place prior to the launch of the traditional sunrise. It should be administered by the TLD (though if this also could be centralised and outsourced like the sunrise, this would be an advantage for all involved). 

For the duration of the NSN process, the domain name will not function. If the NSN subscriber does not utilize the opportunity to lodge a protest, then he or she can still initiate a UDRP or other proceedings at a later date.

4.5.6  Challenge.  It is well settled that to be successful in a UDRP proceeding, the complainant must demonstrate that all three of the following conditions are met:

(i) the domain name is identical or confusingly similar to a trademark or service mark in which the complainant has rights; and  (ii) the respondent has no rights or legitimate interests in respect of the domain name; and (iii) the respondent's domain name has been registered and is being used in bad faith.

If the UDRP complainant fails on any one of these 3 elements, the UDRP Complaint should fail. Thus in a Challenge process, either under NSN or to challenge a Defensive Removal, the domain name applicant has to prove that one or more of the following elements is present:

(i) the domain name is not identical or confusingly similar to a trademark or service mark in which the complainant has rights; or (ii) the respondent has rights or legitimate interests in respect of the domain name; or (iii) the respondent's domain name will be used in good faith.

In other words that a regular UDRP brought against this domain name applicant would fail.

4.5.7  Traditional sunrise:  The traditional sunrise, whereby owners of Existing Names get an opportunity to register domain names before the "land rush", will be available, but due to the availability of the defensive removals and the name-string notification, this will be effectively limited to the new domain names which the owners actually intend to use. No validation need take place as a general rule, but only in the case of conflict. Traditional sunrise and defensive removals can be made at the same time, on the SSSP website mentioned above. 

Conflicts can arise in several situations:

1) Two or more parties request defensive removals, no sunrise: here there is no conflict. All are interested in not having the domain name be registered. Both parties should be noted as having this defensively removed, which means that if one of them changes their mind, or if the removal is challenged, both will be heard. If the one party who removed the domain name now wants to use and register it, the parties can either agree, or the UDRP-type function with loser pays described above will apply. Again, it will be up to the new applicant to show that its registration of the domain name will not be harmful to the owner of the Existing Name. Thus it is unlikely that a abusive registration with a bogus Existing Name could first remove icann.xxx and thereafter activate it by registration, if ICANN had also established a defensive removal of the same name.

2) One or more parties want the domain name defensively removed and one or more parties want it registered under the sunrise. Firstly the parties should be given an opportunity to discuss this among themselves, given a one-month deadline, extendible at the joint request of all parties. If there is no agreement, the UDRP-type function with loser pays described above will apply.

3) No defensive removals, but two or more sunrise applications. Firstly the parties should be given an opportunity to discuss this among themselves, given a one-month deadline, extendible at the joint request of all parties. If there is no agreement, the parties will firstly have to validate their rights (self validation). If both parties validate their rights, there will be an auction, where the new TLD retains the proceeds. The UDRP-type function with loser pays described above will also apply.
4.5.8  Principles for resolving conflicts:  As regards competing rights owners who seek different goals, there are as I see it four main scenarios:

1) two competing genuine rights of about the same size (like United Airlines and United Vanlines)

2) two competing genuine rights of very different sizes (like WENDY'S chain of restaurants and a single WENDY's hair salon)

3) two competing rights, where one can be considered in bad faith (e.g. GOOGLE from Palo Alto on the one hand and a Uzbeki registration from 2006 for GOOGLE for clothing; the bad faith could also be generic, e.g. APPLE for computers on the one hand and a Benelux registration from 2006 for APPLE for paints on the other hand)

4) two competing bad faith rights (e.g. any two of the more than 200 Benelux, Danish and other registrations for SEX in various classes that were competing for SEX.EU)

Guiding principles should be

1) first let the parties try to sort it out, much like the "cooling-off" period of the CTM, e.g within two months (extendible at the joint request of both parties).

2) mediation, e.g. WIPO Arbitration and Mediation Center with UDRP panelists. Here the mediators would be given wide latitude to take all aspects of the matter into consideration, such as the size of the each rights owner, the TLD, languages etc., and may either find for one party or end in a draw. For instance for WENDYS.ASIA, the mediator might find for the restaurant chain that had over 1000 restaurants in Asia; but if the new TLD was WENDYS.HAIR, the mediator might find for the hair salon. UNITED.[TLD] would end in a draw (but the parties would probably have sorted this out themselves, probably agreeing that one of them would register the domain name and that neither would use this and similar domains during the "cooling-off" period). It is difficult to consider a scenarios where a mediator reasonably could find for the Uzbeki GOOGLE registration, but it could be GOOGLE.[TLD meaning "clothes" in Uzbeki]. The parties split the cost of the mediation.

3) auction: in the case of a draw, the parties can bid for the domain name.
4.5.9  Name-String Watch Service and Notification (modeled on .biz IP Claim and .name Name Watch Service):  Name-String Watch Service and Notification (NSWSN) is a paid subscription function whereby the owner of an authenticated Legal Right will receive notification of every applied-for domain name that matches the watched name-string.  The domain name applicant would receive notification that its name had matched a watched string and information about the watched-string right basis and claimant.  The domain name applicant would then be required to confirm that it wished to proceed with registering the domain name.  The Legal Rights owner would receive notification of the registrant’s intention to proceed and would be provided a relatively short (not more than 30 days) period within which to initiate a proceeding to block the name’s registration.  

To prevail in a challenge, the Legal Rights owner would be required to show that (a) the applied-for name is identical or confusingly similar to its authenticated right; (b) the applicant has no right or legitimate interest in the applied-for name; and (c) the applicant has registered or seeks to use the name in bad faith.  [Alternative requirements noted above.]  The Legal Rights Owner would be required to pay the dispute resolution fee.  However, the applicant would be required to pay a small fee (USD 50) as a “bond.”  If the applicant did not submit the bond, the proceeding would not go forward, the dispute resolution provider would not issue a decision, and the applicant’s registration would be blocked.  If the applicant submitted the bond, the proceeding would go forward to resolution.  [If the applicant prevailed, it would be refunded the bond amount.] An unsuccessful challenge would have no preclusive effect on the Legal Rights owner’s right to later initiate a UDRP proceeding. 

The applied-for domain name would not resolve until any proceeding challenging the name was decided.  Multiple Legal Rights owners could participate in NSWSN for the identical string, and multiple Legal Rights owners could challenge the applied-for domain name.  Multiple challenges would be consolidated into one proceeding, the filing fee would be divided among/between the Legal Rights owners on a pro rata basis, and only one applicant bond would be required.  Any one successful Legal Rights owner  would be required to block the name. 

The NSWSN would be automated and e-mail based.  All proceedings would be filed and conducted solely electronically; paper filings would not be permitted.

4.5.10  Rapid Suspension Procedure.  Registries SHOULD institute a rapid suspension procedure in which a response team of independent experts (qualified UDRP panelists) will be retained to make determinations shortly after they receive a short and simple statement of a claim involving a well-known or otherwise inherently distinctive mark and a domain name clearly used in bad faith, or for which no conceivable good faith basis exists.  Such determinations MUST result in an immediate suspension of resolution of the domain name, but will not prejudice either party's election to pursue another dispute mechanism.  The claim and procedural requirements SHOULD be modeled after the Digital Millennium Copyright Act. 
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Working definitions
In order to get a common understanding of terminology used in this report, the following glossary was developed by WG members through the mailing list and by teleconference.
Abusive Registration:  Abusive Registration means a Domain Name which either: i . was registered or otherwise acquired in a manner which, at the time when the registration or acquisition took place, took unfair advantage of or was unfairly detrimental to another’s Legal Rights; OR ii. has been used in a manner which took unfair advantage of or was unfairly detrimental to another’s Legal Rights.

Authentication Agent– An Authentication Agent is the person or entity authorized by a new TLD registry to authenticate the Legal Rights claimed by a domain name applicant  or to authenticate the identity of a domain name applicant.
Authentication of Legal Rights- Authentication of Legal Rights is the process performed by the  Authentication Agent to confirm that the claimed Legal Rights are prima facie authentic based on documentary evidence and of a nature and class accepted by the TLD registry for its Rights Protection Mechanisms.  Authentication of the Legal Rights has no bearing on their validity which is a matter for courts of competent jurisdiction .

Authentication of Applicant-  Authentication of Applicant is a service conducted by the Authentication Agent to confirm the identity of the domain name applicant claiming a Legal Right in a Rights Protection Mechanism. 
Charter Eligibility Dispute Resolution Policy-  The Charter Eligibility Dispute Resolution Policy (CEDRP), followed by certain TLDs (such as .aero, .biz, .coop, .museum, .name, .pro, and .travel), provides a mechanism for challenging a domain name registration on the grounds that the registrant does not meet the eligibility requirements set forth in the TLD charter.  Any person or entity may bring such a challenge under the CEDRP.
Defensive Registrations Defensive Registrations are domain name registrations by holders of Legal Rights primarily for the purpose of preventing third parties from registering strings that include names identical to or similar to their Legal Rights.
First Come First Served-  First Come First Served is an allocation policy adopted by a TLD registry where a domain name registration is awarded to the first registrant that successfully submits a valid registration request for the requested string to the registry through its registrar.   

IP Claim Service- An IP Claim Service is a service that permits a registrant to submit an Intellectual Property Claim (“IP Claim”), based on asserted Legal Rights.  (NeuLevel, which used an IP Claim process for the .biz TLD, restricted the bases for IP Claims to registered or common-law trademarks.)  Filing of an IP Claim does not automatically entitle the holder of that claim to registration of the domain name corresponding to the IP Claim; rather, the filing ensures that any potential applicant for a domain name registration corresponding to the IP Claim would be (1) notified of the IP Claim and (2) have to affirmatively agree to proceed with its application after such notification.  The holder of an IP Claim may challenge any potential applicant through the Start-up Trademark Opposition Process (“STOP”).

Land Rush-  Land Rush is the commencement of the “go live” period of a new TLD launch where the registry begins accepting live domain registrations from registrants through registrars.   

Legal Rights:  Legal Rights are rights of a nature and class recognized by a TLD as, subject to Authentication, entitling owners to participate in a Rights Protection Mechanism.  Legal Rights have included registered national and regional unitary marks and in so far as recognized by the law of the nation state where they are held: unregistered trademarks, trade names, business identifiers, company names, geographical names and designations of origin and distinctive titles of protected literary and artistic works.         

Name-String Notification-  A Name-String Notification is a paid subscription function where the owner of a Legal Right can be notified by a registry of an application to register a new domain name which includes the monitored name-string.

Name Watch Service-  A Name Watch Service is a paid subscription function where the owner of a Legal Right can be notified by the registry of a registration to register a new domain name which includes the watched name or name-string.

Rights Protection Mechanisms-  Rights Protection Mechanisms are processes or mechanisms adopted and implemented by TLD registries for the purpose of protecting Legal Rights by discouraging or preventing registration of domain names that violate or abuse a participant’s Legal Rights.  Rights Protection Mechanisms are in addition to the protection afforded through the UDRP and Registration Agreement.  

[Not yet approved:  Rights of Others Rights of Others are the rights of the public to use descriptive and generic words, including where permitted by the law of the nation state where they reside, to use words which may be subject to Legal Rights in particular classes of the Nice Classification System–outside those classes.  In relation to unregistered Legal Rights, they include the right to use words that are not subject to protection in their nation state or where no goodwill or reputation arises in their nation state in relation to such a word.  They include the right to make fair and legitimate use of words in which others may claim Legal Rights.  ]
Start-Up Trademark Opposition Policy-  The Start-Up Trademark Opposition Policy (STOP) is a policy available only to an IP Claimant who properly claimed Legal Rights through the IP Claim Service.  STOP is an unique dispute resolution process, similar to the UDRP, and put in place for dealing with disputes between IP Claimants and potential registrants.  An IP Claimant shall prevail over the potential registrant in a STOP proceeding where it demonstrates that a TLD was either (1) registered in bad faith or (2) used in bad faith.

Sunrise Process:  A process in which owners of Legal Rights have the opportunity to register domain names before the Landrush process open to the public.  Registries that used a Sunrise Process identified the Legal Rights on which a Sunrise Process registration could be based. 
UDRP- The Uniform Domain-Name Dispute Resolution Policy (UDRP) has been adopted by ICANN-accredited registrars in all gTLDs.  Under the UDRP, dispute proceedings arising from alleged abusive registrations of domain names (for example, cybersquatting) may be initiated by a holder of trademark rights.  The UDRP is a policy between a registrar and its customer and is included in registration agreements for all ICANN-accredited registrars.

� See Evaluation of the New gTLDs:  Policy and Legal Issues, by Summit Strategies International, http://www.icann.org/tlds/new-gtld-eval-31aug04.pdf.; Registry Proof of Concept Reports, http://www.icann.org/registries/poc/.


� 	A TLD summary for .biz was never completed.  Some WG members advised the Chair that they could not complete their TLD summaries.  Accordingly, the WG Chair located volunteers from outside the WG to complete most of them; one WG member completed two summaries.  
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