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Part B
	Application Verification/Authentication Process
	Challenge Mechanism

(Yes/No)
	Challenge Mechanism Cost & Arbiter
	Challenge Mechanism Requirements
(to Prevail)
	No. of Challenges

	Yes, Tralliance used an authentication process, which was implemented by authorized Authentication Providers.  Travel association members could be authenticated by their association or by third-party Authentication Provider.  A travel association that is an Authentication Provider can authenticate only its own members. 

Applicants submitted their  Identification Data, Contact Data, and Name Selection Data to an Authentication Provider.  The Identification and Contact Data were used to authenticate eligibility; the Name Selection Data was used to generate the Names List for the applicant.  
An applicant could appeal to Tralliance the Authentication Provider’s denial of eligibility as long as it did so within 30 days of denial.  All denials are archived in a central database to prevent “Authentication Provider-shopping.”
	No.  
	N/A
	N/A
	None.




