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Background
The document draws on existing positions of the ICANN GNSO Business Constituency (BC), and adds detail on the concepts of community support, transparency and rights protection in light of the 2007 process for new generic top-level domain names (gTLDs).
Five principles to determine future expansion  

Name space expansion should create added-value. Where there is added-value there will be user demand. In this way expansion will enhance choice, competition and be in the public interest. In a global market economy added-value means differentiation and a practical way to achieve this is if all new names meet five principles:

	1
	 Differentiation 
	a gTLD must be clearly differentiated from other gTLDs

	2
	 Certainty 
	a gTLD must give the user confidence that it stands for what it purports to stand for

	3
	 Good faith 
	a gTLD must avoid increasing opportunities for bad faith entities who wish to defraud users

	4
	 Competition 
	a gTLD must create added-value competition

	5
	 Diversity 
	a gTLD must serve commercial or non-commercial users


Community support

The BC supports the concept of top-level domain names that are targeted towards a community as the optimal way to expand the name space because they create this sort of added-value competition. Such names may include chartered and sponsored TLDs. 

Chartered TLDs are ones proposed by an applicant registry where the registry does not represent the community targeted but seeks to define and appeal to a targeted community. The public interest justification in awarding the monopoly right on the TLD is thus lower than that for a sponsored TLD and so allocation criteria for competing applications may be different to those appropriate for sponsored TLDs.

Sponsored TLDs are ones proposed by a sponsor (with or without plans to provide the back office and front office functions of the registry) where the sponsor defines and represents the community targeted. This ability to represent the community is the public interest justification for the awarding of a monopoly-like right to a unique domain name. Example: Tralliance was awarded the .travel TLD because it was able to show the sponsor was representative of the world’s travel trade community. 

Such community supported or targeted TLDs have five key benefits:

· they establish competition with .com because they provide TLDs that have an identity: companies are provided an incentive to migrate to the TLD to take advantage of a form of brand identity within their sector, 

· they identify a community that has reason to maintain and encourage registration in the TLD space, 
· they provide improved searchability with more relevant results,

· they identify a community that has reason to maintain an accurate and authenticated WHOIS,
· they prevent cyber-squatting, phishing and other forms of consumer harm because there is control and validation of who registers in the space.

The 2006-7 process for new TLDs: maximising the benefits
It is highly likely that the next round of TLDS will attract mostly open TLD applications. Should the BC therefore consider the concept of registrant-verification for all TLDs? The paper seeks to explore this issue.

The 2006-7 process for new TLDs: transparency versus confidentiality

An unforeseen issue in the 2006-2007 round of TLDs has been the lack of transparency of certain applicants as to who exactly their backers are. The paper seeks to explore this issue.

The 2006-7 process for new TLDs: the concept of community
During the first half of 2007 ICANN’s GNSO is completing work on a recommended process for new gTLDs. The process will allow open, chartered and sponsored top-level domains.  Where in any round of applications two or more applicants apply for the same string (the alphanumeric characters to the right of the dot), one recommended way to resolve the conflict is to prefer the applicant that can demonstrate community support. The paper seeks to explore this issue.

The 2006-7 process for new TLDs: rights protection mechanisms

A significant concern of most members of the business community in the forthcoming  process for new TLDs is the likelihood of bad faith use of trade marks or other reputational identities and the absence of practical remedies. The paper seeks to explore this issue.

Recommendations
1. Maximising the benefits
It is highly likely that the next round of TLDs will attract mostly open TLD applications. The BC recommends that all new registries be obliged to verify the initial registration information of registrants. The screening protocols used by .travel or .cat and other sponsored TLDs may be appropriate mechanisms for this purpose. Additionally, a system of voluntary registrant certification could be established (by a third party) as a simplified means of verification for users who have multiple domain registrations. The BC notes that should registrant-verification be applied to all new TLDs then at least two of the four benefits of sponsored/chartered TLDs would be achieved, namely:
· the maintenance of an accurate and authenticated WHOIS.

· the prevention of cyber-squatting, phishing and other forms of illegal activity because there is control and validation of who registers in the space.

Recommendation
The BC recommends that all new TLD registries adopt a means of registrant-verification in order to reduce illegal activity.
2. Transparency versus confidentiality

The award of a TLD is akin to the award of a monopoly right, which under current proposals will be a right with a strong presumption of indefinite renewal. An application claiming community support and to be representative of that community should have to demonstrate the claim. 
The BC foresees two possible exceptions under which confidentiality of certain parts of an application may be reasonable:

· to prevent copy-cat competition of a unique business model;

· to prevent a declared expectation of physical harm or imprisonment of a sponsor.

Recommendation

Subject to the above, the BC believes that there should be full transparency and disclosure in any TLD application including the full list of the names of the sponsors, proposers and investors behind any application. 

3. TLDs and the concept of community
One GNSO recommendation for resolving string contention is to give priority to the applicant that can demonstrate a level of support of the community. Staff Evaluators would devise criteria and procedures to investigate the claim.
Recommendation 

The BC supports this means of resolving string contention and proposes that the evaluation of level of support be based on a standardised and simplified version of the existing ICANN experience with the evaluation of sponsor and sponsored community in previous sTLD application rounds.

4. Rights protection mechanisms
A significant concern of members of the business community in the forthcoming process for new TLDs is the likelihood of wide-spread bad faith use of trade marks or other reputational identities and the absence of practical remedies. Rights holders consider this issue an unfair business practise for two key reasons. 
a) Harm without compensation and profiting from bad faith
Rights holders have significant experience of a variety of bad faith use of their trade marks and associated reputational identifiers in new TLDs. These practices include but are not limited to:

· cyber-squatting – the bad faith use of the reputational identifiers of another to misappropriate traffic intended for popular web sites, or to otherwise take unfair advantage of business reputation;
· typo-squatting – the bad faith use of a common misspelling of another’s reputational identifier to misappropriate traffic intended for popular web sites, or to otherwise take unfair advantage of business reputation;
· phishing – the bad faith use of the exact or a common misspelling of a reputational identifiers of another in order to commit an act of fraud on the web user.
The above are unfair business practises by registries because in each case, while there is harm to the pre-existing reputation, and harm to the Internet user, the party enabling the harm (the registry), not only bears no cost nor offers compensation nor remedy, yet actually profits from the harm through the registrant’s fees.

b) Defensive registration or coercion ?

The above situation has meant that affected company’s have been forced to seek the one available remedy, that of defensive registration. In some cases the costs of these even with the small set of TLDs active in 2007 can reach hundreds of thousands of dollars.  Sometimes this has been assisted by an early registration privilege (sunrise period) or a dispute resolution policy to transfer ownership of the offending domain name. This remedy is in effect an unfair business practise because a third-party’s business opportunity (the registry) has added cost to a large number of third parties without any corresponding benefit.

The solution

The regional registry running .eu offers a cost-free take down mechanism where there is such reputational harm. The .asia registry is considering a similar mechanism. Once harm is established the domain name is removed from the root. Subject to seeing how it operates in practise, the BC supports this type of mechanism.  
The process for evaluating reputational harm needs to be robust and proportional to the harm. Such a mechanism should not be abused for competitive reasons nor in cases where there is an absence of bad faith or reputational harm. Consideration will be necessary when similar or identical trade marks co-exist or where the name is a common word: the test should be use in bad faith.
Recommendation

The BC believes the solution is to have a take-down mechanism for bad faith use that is cost free to the company whose reputation is being harmed in all TLDs both existing and future, both generic and country-code. The BC calls on all existing registries to implement such a mechanism within the next 6 months. The BC calls on ICANN to add such a requirement to all future and existing registry contracts.
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