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	Principle
	Comments/Notes

	All new gTLDs MUST provide an RPM.
	Agreement, subject to Agreement on definition of RPMs.

	Each gTLD applicant MUST describe in its application (a) the RPM(s) it intends to provide and; and (b) how that RPM/those RPMs will protect the rights of others. (“and discourage abusive registrations” deleted)
	Agreement, but Mike R. objected to deletion of “and discouarge abusive registrations.”

	There is no universal RPM.
	Agreement.  

	If a new gTLD elects to adopt and implement an RPM that consists of eligibility or membership verification requirements and second-level name selection criteria (such as those used by the .museum, .aero, and .travel TLDs), an additional RPM MAY NOT be necessary.
	Tentative Agreement

	Each new gTLD SHOULD adopt and implement a dispute mechanism under which a third party could challenge another’s use of that gTLD’s RPM that results in obtaining a domain name registration; provided, however, that the challenging party MUST be responsible for whatever filing fee is charged to initiate a proceeding under that dispute mechanism.
	Tentative Agreement.

	New gTLDs SHOULD accept payment for participation in RPMs by means other than credit cards.  (delete – see notes).
	Agreement that should be deleted from principles and moved to “auxiliary concern” section.  Agreement

	The fees charged by a gTLD for participation in its RPM SHOULD be reasonable and each gTLD applicant MUST identify its application the basis on which it anticipates charging fees.  
Alternative:  The fees charged by a gTLD for participation in its RPM SHOULD be reasonable and each gTLD applicant MUST identify in its application the basis of its fee calculation on which it anticipates charging fees. .
	Revised based on 14 May call.  To be discussed. 

	The Prior Rights on which a party bases its participation and seeks to protect in an RPM SHOULD be validated.  (deleted)
	No agreement. 

	The Prior Rights on which a party bases its participation and seeks to protect in an RPM SHOULD be subject to actual validation, at least if the validity of such rights is challenged validated.  

	

	New gTLD registry operators SHOULD require Validation of Prior Rights as a prerequisite to participation in the RPM and/or registration of the sought-after second level domain name.
	No Agreement.  Other language?

	If a new gTLD elects to use a Sunrise process as its RPM:

· it SHOULD restrict eligible Prior Rights in such a manner as to discourage abusive registrations.
· and second-level names are not awarded on a First Come, First Served basis, then competing applicants MAY be provided with an opportunity to reach an allocation decision between/among themselves.
	Agreement (based on teleconference)?

	
	Support.

	Regardless of other validation, all new gTLDs SHOULD institute measures to deter abuse of the RPMs and clearly false submissions.  These measures could be automated or conducted on an ad hoc basis to focus on RPM submissions that are nonsensical or likely to be false (e.g., registration number is 12345, date is 00/00/00, name is John Doe)
	Agreement. 

	All Prior Rights to be protected in an RPM MUST be capable of being validated.
	Agreement.

	A centralized mechanism for validation of Prior Rights by multiple providers MAY be developed.  Owners of Prior Rights would identify the Prior Rights on which they would rely in RPM, would submit the documents required to validate such Prior Rights, and would designate the RPM in which they desired to participate.  A Prior Rights owner could select among/between more than one provider.  Prior Rights owners would be required to affirm periodically (annually?) that their Prior Rights remain valid and subsisting.  
	Support.

	A Name Watch Service MAY be developed.  
	Support.

	To the extent a gTLD is intended for/targeted to a particular geographic region, the Prior Right on which a rights owner bases its participation in the RPM SHOULD originate from the laws of a country in that region.

	

	The aforementioned principles SHOULD equally apply to both ASCII/LDH TLDs and IDN TLDs. 
	




