ICANN RAA Sub Group B: Proposed Amendments for the RAA

1. Cybersquatting

The only agreed action is to develop an agreed definition of cybersquatting – which was given a high priority.  Should we clarify who/when we propose this be done – or is already being done elsewhere.

2. Warehousing and Speculation

The first task is to clarify to whom it applies – both situations to which it does not apply (registrars in relation to names for their own purpose, and whether/how it applies to affiliates, etc.) While given a high priority, it was not clear whether this should be dealt with through a consensus policy or RAA amendment.  

3. Malicious conduct

3.1 Need for clear display of contact details – high priority.  Query if this should be under malicious conduct.  Under the compliance heading, there was also high priority for a need for a point of contact for compliance matters – which perhaps fits better with this issue.

3.2 Need for Abuse Point of Contact for registrar/resellers? – high priority. 

3.3 Requirement on registrars to investigate credible reports demonstrating harm from illegal use of domain name within set timeframe etc. – priority high (discussion on need to define what is meant by credible reports, and demonstrated harm)

4. Compliance

The consensus appeared to be that either proposals were already covered within the RAA or were part of compliance processes that are being updated – medium to low priority

5. Privacy/Proxy Services

5.1 Disclosure function – High priority: Implement provision for ICANN to accredit registrars/resellers that escrow privacy/proxy registrations and require annual listing of such services, with disclosure of services provided/contact details 

5.2 Relay function – priority high.  Require providers of such services to forward to beneficial registrants the details of specific/alleged instances of misconduct (need for further definition of the conduct)

6. WHOIS

6.1 Clarify obligations on registrars (resellers?) to verify accuracy of whois data (proposed - through SLA Agreements) for both the provision of inaccurate data or failure to respond to query on data accuracy. – high priority     

6.2 Provide link to whois database and link (or other methodology) to access data problem reporting system – high priority

7. Reseller Related Obligations (after agreed definition of reseller)

7.1 Registrars to disclose all resellers and their contact details to ICANN – high priority

7.2 Registrars to contractually obligate all authorised resellers to comply with all RAA provisions. – high priority

8. RAA Termination

First – check on provisions of Draft Registrar Disqualification Procedure

8.1 Clarify nature of grounds for disqualification – wilfully in fundamental breach 3 (or less) times in 12 months, and/or knowingly, through gross negligence permits criminal activity – high priority

8.2 Add ground for termination – when abandons its business as a registrar – high priority 

9. Registrar Information

First – check on information already provided through RADAR

This possibly a duplicate of 3.1 – High Priority on providing contact details including physical location of main office, phone, fax etc.

10. Business Dealings

First – many of the issues being addressed by PENDR. 

10.1 Notify ICAN of any ‘security breaches (defined) when there is evidence of unauthorised access to their accounts – high priority

10.2 Actions to be taken (ending in termination of account) after receipt of notice of illegal action by registered name holder (should this be in Malicious conduct?) – high priority

No discussion on the following further headings.:

11. Consensus Policies

12. Arbitration and Appeal

13. Administration of Contracts

14. Group Liability

15. Violations

16. UDRP

17. Registrar Code of Conduct

18. Privity of Contract

19. Leasing Registrar Accreditation

