As an unintended consequence of the UDRP policy, there are instances where third parties seek to abuse the UDRP. One example of this potential abuse is Reverse Domain Name Hijacking (RDNH).  RDNH can occur when a trademark owner attempts to secure a domain name by making false cybersquatting claims against a domain name’s rightful owner using a trademark registration as leverage.  Paragraph 15(e) states that “if after considering the submissions the Panel finds that the complaint was brought in bad faith, for example in an attempt at Reverse Domain Name Hijacking or was brought primarily to harass the domain-name holder, the Panel shall declare in its decision that the complaint was brought in bad faith and constitutes an abuse of the administrative proceeding.”  In order to avoid legal action, the Registrant will often transfer the domain to the Complainant.

[There is some evidence to suggest that the numbers of RDNH cases filed to date are relatively small (less than 1% of the total UDRP cases).  It is therefore unclear whether this definition or policy needs to be substantively addressed at this time but the issue should be monitored further in the event RDNH cases increase substantially.] 

or

[This abuse has not been quantified and a clear explanation of this issue, what is involved, and criteria for bad faith UDRP claims have not been established.]
