Working Proposal for Sub-Group C
The following working proposal is based on the Matrix of WHOIS Options that has been circulated in Sub-Group C, and is submitted on the assumption that some form of an OPOC approach would eventually be adopted.  The proposal addresses issues in Sub-Group C, and also provides an attachment, by way of background, containing a challenge procedure that could be used for improper registrations (e.g., a company attempting to register as a natural person).  (This mechanism is included in a proposal to Sub-group A).

1) Scope of OPOC’s application:  The “open”
 (i.e., status quo) WHOIS services should remain in place for: 

i) All legal persons (e.g., companies, partnerships, non-profits, etc.), and

ii) Natural persons who voluntarily indicate they are/will be engaged in commercial activity (e.g., small business owners, sole proprietors, etc.).

2) Any OPOC approach (with a more “closed” WHOIS) will therefore apply only in the case of “natural persons” who indicate their purpose for registering the domain name is non-commercial.  These can be referred to as “natural person non-commercial” (NPNC) registrations.
3) Verification vs. self-declaration:  Reliance should be placed on some form of verification for the legal vs. natural person distinction.  
i) Verification could include company or legal registration numbers, or some form of citizenship ID number, which could easily be captured at the data collection step.
ii) The self-declaration approach is simple but has serious problems due to risk of abuse (see paragraph d. below).  With any self-declaration approach, there at least needs to be a lightweight, easily invoked procedure for kicking a false declarant out. (Remember that the only consequence of this is that the registrant is put back in status quo ante - i.e., back to more open WHOIS access as is available today.)
4) It is recognized that any self-declaration approach could create significant incentive for abuse: those who have improper reasons to mask their identity or contact details, whether individuals or companies, could attempt to self-declare as a natural person involved only in non-commercial activities (i.e., the NPNC registration that would be entitled to the more “closed” OPOC treatment).

5) Commercial vs. non-commercial:  This proposal retains the commercial vs. non-commercial distinction only as it may apply to natural persons.  Natural persons can voluntarily indicate that they intend to engage in commercial activities and, therefore, their registration would fall into the “open” non-OPOC WHOIS category.  This information would be captured at the time of registration.

i) In fact, this could be relatively easy to enforce in a complaint driven system – e.g., if you go to a site where there is commercial activity, check WHOIS, and find OPOC data there, you should be able to click on a link in the WHOIS results, complete a form about why the use is not non-commercial, and get a very fast decision.  Of course there will be close cases but the vast majority will not be.  In some cases, this could even be easier than proving that a registrant is really a legal person.

6) A natural person who would qualify for the OPOC registration could opt out of the OPOC approach at the time of registration.  The informed consent of the registrant to do so would need to be clear.  Legal persons, and natural persons who indicated they are involved in commercial activities, cannot opt into the OPOC approach.
7) This proposal would provide additional privacy/data protection for natural persons involved in non-commercial activities.
Attachment: Sub-Group A (included for background)
Improper OPOC registrations (Sub-Group A):  Challenge can be made to allegedly improper OPOC registrations through a quick procedure in which the challenger submits reasonable evidence to the OPOC that the registrant is either (i) a legal person (as opposed to natural person), or (ii) engaged in commercial activity.  The OPOC must positively respond to such notices in an expeditious manner.  When an OPOC receives notice of an alleged improper OPOC registration,

1) the OPOC must notify the registrant in an expeditious manner (e.g., OPOC’s should have certain technical capabilities, such as 24x7 systems for receiving communications and forwarding them automatically to registrants on an immediate basis – this is discussed in Sub-Group A); 

2) the registrant must defend the OPOC-based registration by providing reasonable evidence, or agree to transfer the registration to the non-OPOC “open” registration; and
3) If the registrant does not defend the OPOC-based registration or agree to transfer to an open registration within a pre-defined period (e.g., the registrant is in “default”), the registrar must transfer the registration to an open registration within a pre-defined period (time frames to be discussed in sub-group A). 

� “Open” means WHOIS data openly published as it is today.   “Closed,” on the other hand, means some WHOIS data is not published, as in the OPOC proposal.  These terms were defined in the Matrix of WHOIS options circulated for Sub-Group C.  





