	[DRAFT ]Initial Drafting Team Report on Improvements to the RAA 
	
	Date: 



Initial Report on 
Proposals for Improvements to the

Registrar Accreditation Agreement

STATUS OF THIS DOCUMENT 

This is the Initial Report submitted to the GNSO Council on [Date] from the Joint GNSO-ALAC RAA Drafting Team describing proposals related to the Registrar Accreditation Agreement.  
SUMMARY
This report is submitted to the GNSO Council for its consideration in evaluating certain proposals related to Registrar Accreditation Agreement (RAA).    This Initial Report describes the recommendations from the Joint GNSO-ALAC RAA Drafting Team for producing a Registrant Rights and Responsibilities Charter and for identifying topics for possible additional future amendments to the RAA.   
1. 
Executive Summary 

1.1 Background

In 2009, the GNSO Council recommended to the ICANN Board that it approve a new form of Registrar Accreditation Agreement (RAA) negotiated between Staff and Registrars in consultation with others in the Community.
   However, in its resolution adopted 27-0 in March 2009, the GNSO Council conditioned its recommendation on the beginning of work on further RAA amendments.    As a result, the GNSO Council formed a joint drafting team with members of the At-Large Community (known as the RAA Drafting Team) to conduct further work related to proposals for improvements to the RAA.    This drafting team included ICANN staff and registrar representatives.  The RAA Drafting Team was tasked with (a) drafting a charter comprised of registrant rights, and (b) developing a specific process and timeline to move forward with additional potential future amendments to the RAA.  To accomplish these tasks, the RAA Drafting Team divided into two subteams, which worked independently to produce these recommendations.   
This Initial Report to the GNSO Council describes the recommendations endorsed by a consensus of the respective subteams on (i) the proposed form of a Registrant Rights and Responsibilities Charter, and (ii) describing the potential topics for additional amendments to the RAA, as well as a proposal for next steps for the GNSO Council to consider in determining whether to recommend a new form RAA to be adopted by the ICANN Board. 
[In addition, during their meeting of 25 May 2010, the At-Large Advisory Committee (ALAC) by consensus endorsed the draft Initial Report on Proposals for Improvements to the Registrar Accreditation Agreement. ]
1.2  Preliminary Conclusions on the Registrant Rights and Responsibilities Charter 

 
There is unanimous consensus among the members of SubTeam-A that ICANN should adopt a Registrant Rights and Responsibilities Charter substantially similar to the form described on Annex D.   This proposed Registrant Rights and Responsibilities Charter is intended to serve as a starting point for use by ICANN under Section 3.15 of the RAA, which states that:
3.15 In the event that ICANN gives reasonable notice to Registrar that ICANN has published a webpage that identifies available registrant rights and responsibilities, and the content of such webpage is developed in consultation with registrars, Registrar shall provide a link to the webpage on any website it may operate for domain name registration or renewal clearly displayed to its Registered Name Holders at least as clearly as its links to policies or notifications required to be displayed under ICANN Consensus Policies.
Since Section 3.15 specifies that the content is to be developed in consultation with registrars, SubTeam-A recommends that ICANN commence its consultation process with Registrars to finalize and publish a webpage that includes the content of the Registrant Rights and Responsibilities Charter, as such content may be modified following the consultation with registrars.

In addition, SubTeam-A acknowledges that additional work may be conducted by members from the At-Large Community relating to an “aspirational charter,” which would reflect rights or principles reflecting rights that should be afforded to registrants in connection with the registration of domain names.  To the extent that this work identifies principles that are not currently reflected in the RAA, SubTeam-A encourages the submission of those principles to be submitted as additional topics for consideration in future RAA amendment discussions.   

1.3 Preliminary Conclusions on the Additional Amendments to the RAA.

SubTeam-B recommends that the topics identified in subsection 4.3 below be considered for potential amendments to the RAA, and that the next steps in this process be as summarized in subsection 5 below.

2.   Background, Process, and Next Steps 
2.1 Background

The Registrar Accreditation Agreement (RAA) is the contract that governs the relationship between ICANN and its accredited registrars (a directory of accredited registrars can be found at http://www.internic.net/regist.html).  Its provisions also have significant impacts on registrants and other third parties involved in the domain name system.  
Because the domain name market has undergone changes in recent years and  the number of ICANN accredited registrars and domain name registrations have grown significantly, the community recognizes that amendments may need to be made to this important agreement from time to time. 
In March 2007, Dr. Paul Twomey, President and CEO of ICANN, called for a comprehensive review of the RAA and the accreditation process.
 The results of that review ultimately produced a new form of RAA (2009 RAA) which was approved by the GNSO Council and the At-Large Advisory Committee, and adopted by the ICANN Board on 21 May 2009. 

The proposed form 2009 RAA was controversial, with some community members supporting it and others insisting that it had not gone far enough to address serious concerns. 
Ultimately, the GNSO Council came together on a resolution that, while acknowledging that the proposed form 2009 RAA represented an improvement of  the then-existing form of RAA, also recognized that additional amendments would be needed in the future.    Because the proposed changes in the 2009 RAA included several important compliance and enforcement tools for ICANN, the GNSO Council recommended that  the ICANN Board approve and implement them as quickly as possible.   As part of the same resolution, however, the GNSO formed a joint drafting team with members of the At-Large Community, whose task would be to conduct further work related to improvements to the RAA.    The RAA Drafting Team was asked to: (a) draft a charter identifying registrant rights; and (b) develop a specific process and timeline to identify additional potential amendments to the RAA on which further action may be desirable.   The text of the GNSO Council Resolution appears in Annex A.  
This additional work to be conducted by the RAA Drafting Team received the support of the Registrar Constituency, which agreed to participate on a good faith basis on anticipated next steps for amending the RAA.
This Initial Report to the GNSO Council describes the work product of the RAA Drafting Team regarding (a) the recommended form of a Registrant Rights and Responsibilities Charter, and (b) identification of the potential RAA amendment topics and the recommended next steps for determining how to amend the RAA.   
2.2   Approach Taken by the RAA Drafting Team
The RAA Drafting Team operated under a charter approved by the GNSO Council on 3 September 2009 (see Annex B).   Steve Metalitz and Beau Brendler served as Co-Coordinators of the RAA Drafting Team.   The Drafting Team organized into two distinct teams to accomplish the tasks required under the Charter.  SubTeam-A was tasked with developing the recommended form of the Registrant Rights and Responsibilities Charter, and SubTeam-B was tasked with identifying the potential topics for additional amendments to the RAA and recommended next steps for the GNSO Council as it determines whether to recommend amendments to the RAA.  
2.3   Members of the RAA Drafting Team

The RAA Drafting Team consisted of individuals representing a broad range of interests within the GNSO and At-Large Communities.  

The RAA Drafting Team was comprised of the following individuals:

From the GNSO Community:

	Name
	Affiliation
	SubTeam

	Nacho Amadoz
	RySG
	A

	Dev Anand
	NCSG
	B

	David Cake
	NCSG
	B

	Karen Banks
	NCSG
	A

	Elisa Cooper
	RrSG
	B

	Phil Corwin
	CBUC, CSG
	A, B

	Avri Doria
	NCSG
	A, B

	William Drake
	NCSG
	A

	Chuck Gomes
	RySG
	A, B

	Statton Hammock
	RrSG
	B

	Tatyana Khramtsova
	RrSG
	B

	Adrian Kinderis
	RrSG
	A

	Konstantinos Komaitis
	NCSG
	A

	Phil Lodico
	CBUC, CSG
	A

	Rebecca Mackinnon
	NCSG
	A

	Steve Metalitz
	IPC, CSG
	B

	
	

	Michele Neylon
	RrSG
	A, B

	Mike Rodenbaugh
	CBUC, CSG
	B

	Kristina Rosette
	IPC, CSG
	B

	Wendy Seltzer
	NCSG
	A

	Marc Trachtenberg
	IPC, CSG
	B

	Tim Ruiz
	RrSG
	B

	Stephane van Gelder 
	RrSG
	A


From the At-Large Community:

	Name
	Affiliation
	SubTeam

	Sébastien Bachollet
	At Large
	A

	Victorio Bertolo
	At Large
	A

	Beau Brendler
	At Large
	A

	Dharma Dailey
	At Large
	A

	Hawa Diakite  
	At Large
	A

	Lutz Donnerhacke
	At Large
	A

	Antonio Medina Gomez
	At Large
	A

	Alan Greenberg
	ALAC
	A

	Cheryl Langdon-Orr
	ALAC, Chair
	A, B 

	Evan Leibovitch 
	At Large
	A

	Daniel  Monastersky
	At Large
	A

	Shiva Muthusamy  
	At Large
	B

	Adam Peake
	At Large
	A

	Andrés Piazza  
	At Large
	A

	Holly Raiche
	At Large
	A, B

	Sergio Saline  
	At Large
	A

	Carlton Samuels
	At Large
	A

	Baudouin Schombe 
	At Large
	A

	Rudi van Snick
	At Large
	A

	Danny Younger
	At Large
	B


Acronym Key:

CBUC- Commercial Business Users Constituency

CSG- Commercial Stakeholder Group

ALAC- At-Large Advisory Committee

IPC- Intellectual Property Constituency

NCSG- Non-Commercial Stakeholder Group 

RrSG- Registrar Stakeholder Group

RySG- Registry Stakeholder Group

The statements of interest of the Drafting Team members can be found at: <insert link>.   The attendance sheet can be found in Annex C.
The email archives can be found at http://forum.icann.org/lists/gnso-raa-dt/, for the RAA Drafting Team as a whole, http://forum.icann.org/lists/gnso-rrc-a/  for the SubTeam-A, and http://forum.icann.org/lists/gnso-raa-b/ for the SubTeam-B.
2.4   Proposed Next Steps.
The RAA Drafting Team recommends that the GNSO Council and the ALAC review and evaluate the recommendations contained in this Initial Report.   

With regard to the recommendations regarding the Registrant Rights and Responsibilities Charter, the RAA Drafting Team recommends that ICANN proceed to the next phase for implementing the Registrant Rights and Responsibilities Charter, which includes commencement of the consultation process with Registrars to finalize the content related to the Registrant Rights and Responsibilities Charter.  Initiation of this process is necessary to produce the webpage that Registrars would link to, based upon the initial work of the RAA Drafting Team as described in this Report. 
With regard to the work regarding the additional amendments to the RAA, SubTeam- B recommends that the topics identified in subsection 4.3 be accorded priority consideration for possible amendments to the RAA, and that the process spelled out in subsection 5 be undertaken to carry this out.   

3. Development of the Registrant Rights and Responsibilities Charter
3.1 Deliberations of SubTeam-A.
Initially, members Subteam-A, which were assigned the task of developing a Registrant Rights and Responsibilities Charter, held differing opinions regarding the scope of the task assigned to the RAA Drafting Team.   Some members envisioned the Charter to be a document declaring basic rights that should be afforded to registrants by registrars in connection with domain name registrations.   Others viewed the Charter as an inventory of current obligations and responsibilities under the RAA related to registrants.

After review of the relevant sections of the RAA, the RAA Drafting Team determined that only existing rights and obligations as currently specified in the 2009 RAA related to registrants should be included in the Registrant Rights and Responsibilities Charter.  

Nevertheless, SubTeam-A acknowledges the additional work being conducted by the At-Large Community relating to an “aspirational charter,” which would reflect rights or principles reflecting rights that should be afforded to registrants in connection with the registration of domain names.     The Aspirational Charter is intended to be a “living document” that can be updated from time to time to reflect changes in the domain name industry that affecting registrants.   
The current version of the Aspirational Charter appears below:

It is important to note that SubTeam-A did not attempt to achieve a consensus that these proposed principles should be included into an aspirational charter, since this work is outside the drafting team’s remit.   However, to the extent that the work conducted by the At-Large community to produce an Aspirational Charter identifies principles regarding rights that are not currently afforded to registrants, the RAA Drafting Team recommends that the GNSO Council authorize additional work to determine if these principles should be subject to analysis and future recommendations.  For example, public comment could be solicited to determine if this list of principles is comprehensive or should otherwise be modified.  A working group could conduct be chartered to determine whether to include some of these principles as additional topics in future RAA amendment discussions, or whether a PDP should be initiated to create a consensus policy to establish rights reflected in the Aspirational Charter that may not be available to registrants today.   

4.2 Recommended Form of the Registrant Rights and Responsibilities Charter
There is consensus among the members of the RAA Drafting Team that ICANN should adopt a Registrant Rights and Responsibilities Charter in the form described on Annex D.   

The text of the Registrant Rights and Responsibilities Charter is based in part on the Plain Language Guide to the RAA developed by Staff at the request of the ALAC.
  The proposed Registrant Rights and Responsibilities Charter provides some “plain language” summarization of terms related to Registrant Rights and Responsibilities as set out in the RAA, for posting on Registrar websites.  While some of the terms included in the RAA do not specifically refer to registrants, those terms are included because of the potential import to understanding registrar/registrant relations.  The proposed Registrant Rights and Responsibilities Charter also summarizes registrant rights and responsibilities that arise within ICANN Consensus Policies and specifications, as those policies and specifications are incorporated into the RAA.

The proposed Registrant Rights and Responsibilities Charter inventories the provisions in the 2009 RAA relating to registrants and is intended to serve as the origin of the document referred to in the Section 3.15 of the RAA, which states that:

3.15 In the event that ICANN gives reasonable notice to Registrar that ICANN has published a webpage that identifies available registrant rights and responsibilities, and the content of such webpage is developed in consultation with registrars, Registrar shall provide a link to the webpage on any website it may operate for domain name registration or renewal clearly displayed to its Registered Name Holders at least as clearly as its links to policies or notifications required to be displayed under ICANN Consensus Policies.
Since Section 3.15 specifies that the content is to be developed in consultation with registrars, the RAA Drafting Team recommends that ICANN commence its consultation process with registrars to finalize the content related to the Registrant Rights and Responsibilities Charter and publish the website for use by registrars.

4.  Potential Topics for Additional Amendments to the RAA

4.1 Deliberations of SubTeam-B
This chapter provides an overview of the deliberations of SubTeam-B conducted both by conference call as well by as e-mail threads. 

SubTeam-B’s work focused on several areas of review and analysis.  Initially, SubTeam-B solicited topics for possible RAA amendments from the ICANN community.  This was accomplished through review of submissions solicited by members of the SubTeam-B and through a workshop conducted during the ICANN meeting in Seoul, Korea.
   During the solicitation process, several groups submitted amendment proposals for consideration, including suggestions from the law enforcement community, the Intellectual Property Constituency, Danny Younger, and ICANN staff, which 
 presented its detailed proposal identifying additional suggestions for amendment topics to improve the RAA.  David Giza, ICANN Senior Director of Contractual Compliance, participated in the SubTeam-B and provided explanations of how the Staff proposals could benefit ICANN’s future compliance efforts and could streamline ICANN’s processes related to the RAA.
The resulting compilation matrix, hereinafter referred to as the “RAA Matrix,” yielded a list of 100+ separate amendment topics submitted for consideration.  A copy of the complete compilation produced by SubTeam-B is included in Annex E.  In addition, the substantive submissions delivered by the Intellectual Property Constituency, the law enforcement community, Danny Younger, and ICANN Staff are included in Annex F.  

Recognizing the difficulty of working with a list of over 100+ amendments, SubTeam-B conducted further analysis to condense the list as reflected in the RAA Matrix.  SubTeam-B Drafting Team filtered the list by categorizing the amendment topics into three levels of priority (high, medium, and low).   SubTeam-B also further condensed the RAA Matrix by identifying those topics that are currently under active consideration by another GNSO working group. In addition, members of the Sub Team-B were invited to mark topics which they believed should be more appropriately addressed through a PDP effort to develop a new Consensus Policy, rather than through an RAA amendment.    SubTeam-B further filtered the RAA Matrix by consolidating redundant and overlapping topics.  Finally, Sub-team B winnowed its initial list of High Priority topics to produce the list of proposed topics for amendments contained in this Initial Report.
4.2 Evaluation of the Law Enforcement Related RAA Proposals.
RAA proposals from members of the law enforcement community received considerable interest from the Government Advisory Committee (GAC) as well as from the press.
   In its communiqué
  to the ICANN Board during the Nairobi meeting (the “Nairobi Communiqué”), the GAC noted that the law enforcement proposals were favourably viewed by the high tech crime experts in the G8 and Interpol.  The Nairobi Communiqué further stated that it hoped that the RAA Working Group would examine the proposals from law enforcement and take them into consideration during their work on the amendments. 

In addition, Janis Karklins (GAC Chair) forwarded to the GNSO Council a GAC letter to the ICANN Board regarding the law enforcement recommendations.  This letter GAC letter forwarded numerous letters of support for the law enforcement recommendations from the G8, Interpol, and Council of Europe Project on Cybercrime “Message From the Octopus Conference.” Copies of these communications are included on Annex G

SubTeam-B carefully considered the law enforcement proposals which were highlighted in the Seoul workshop session.  These proposals were the subject of one of Sub-Team-B’s regular calls which was attended by a representative of the law enforcement team that developed them.  While, for reasons explained below, the law enforcement recommendations were not incorporated unchanged into SubTeam-B’s ultimate recommendations, the proposals were quite influential in the process to develop topics, and SubTeam-B appreciates the time and effort they represent on behalf of the law enforcement agencies involved.    
4.3 Proposed List of Potential Topics for Additional Amendments to the RAA.
The Chart below depicts the results of the SubTeam-B’s analysis on topics for potential additional amendments to the RAA that merit further consideration, and which were assigned a “High Priority” Status.   Please note that the SubTeam-B was not asked, nor did it attempt, to achieve a consensus that these proposed amendment topics should be included in a new form RAA.   Instead, the list is intended to serve as a starting point for additional topics to be considered, debated, and either accepted or rejected through the next phase of the GNSO Council’s deliberations as it determines whether to recommend a new form of RAA for consideration by the ICANN Board.

A few observations may be helpful in understanding what is, and what is not, included in the “High Priority” list: 


First, the twelve topics on the list are not themselves presented in order of priority (i.e., the first one listed is not presented as the top priority, the second one listed as the second priority, etc.).  SubTteam-B concluded that all twelve topics should be considered, as a matter of High Priority, for the next round of RAA amendments. 


Second, a number of suggestions, including many in the law enforcement proposals, addressed the criteria for becoming an accredited registrar, and called for greater due diligence in vetting applicants wishing to become an accredited registrar. SubTeam-Beam fully agrees that improvements in the due diligence process are essential.  However, SubTeam-B saw its remit as limited to the RAA, that is, to the statement of responsibilities of registrars once they had become accredited.  Accordingly, it omitted these suggestions from its High Priority list.  Instead, it recommends that ICANN staff give these suggestions serious consideration as it works on improvements to the accreditation process so that only responsible applicants achieve accreditation.  Staff informed  SubTeam-B that the law enforcement proposals focused on due diligence issues were being taken into account in updating the registrar accreditation application.  An updated application is expected to be made available by the end of June 2010. 

Third, as SubTeam-B debated a number of suggestions, it considered whether the suggested changes could be achieved through more vigorous compliance efforts by ICANN under the 2009 RAA. In this regard, SubTeam-B paid particular attention to the views of ICANN compliance staff, as well as the experiences of currently accredited registrars regarding compliance efforts.  ICANN compliance staff noted that several suggested amendment topics may be better addressed through utilization of the enhanced tools included in the 2009 RAA rather than through further RAA amendments.  Where it appeared from this discussion that a particular amendment might better be handled as a compliance matter, SubTeam-B sought to note that in the matrix, and excluded that suggestion from its High Priority list.  However, SubTeam-B also recommended that these excluded suggestions be reviewed in a second phase of consideration of RAA improvements, in order to verify whether or not the compliance tools of the 2009 RAA text have proven adequate to achieve the goals which these proposed amendments sought to accomplish.  


Finally, as directed by its charter, SubTeam-B sought to “flag any topics that may require further analysis as to impact on consensus policy.”  SubTeam-B identified a few examples of suggested topics that should be flagged in this way, and it excluded all of them from its High Priority list.  SubTeam-B recognized, however, that the decision to exclude a particular topic from negotiation as part of an RAA amendment process, on the ground that it should instead be diverted to the policy development process for creating consensus policies, is ultimately a decision beyond its remit.  
List of High Priority Topics 

	Item No. 
	Description
	Cross-reference (RAA matrix)
	Comments

	1
	Prohibition on registrar cybersquatting
	1.1 through 1.5
	Must include contractual definition of “cybersquatting” – may include accelerated termination

	2
	Malicious conduct – registrar duty to investigate
	3.1 – 3.3; 3.6
	“Duty of registrars to investigate and report to ICANN on actions taken in response to report received from credible third party demonstrating illegal malicious conduct involving DN”

	3
	Designation of technically competent point of contact on malicious conduct issues, available on 24/7 basis
	3.4; 3.5; 5.4
	Requirement for registrars; possible requirement for resellers and proxy-privacy services

	4
	Registrar disclosure of privacy/proxy services made available in connection with registration; and responsibility of registrar for compliance by such services   
	5.2
	Could also apply to such service made available by resellers.  Includes, but not limited to, alter ego services

	5
	Obligations of privacy/proxy services made available in connection with registration re data escrow; Relay function; Reveal function 
	5.1; 5.3; 5.5; 5.6; 5.7; 5.10 
	See following item for privacy/proxy services not made available in connection with registration

	6
	Registrar responsibility for  cancellation under appropriate circumstances of registrations made by other privacy/proxy services for noncompliance with Relay and Reveal  
	5.8; 5.10
	This applies to proxy services not offered by the registrar in connection with registration, i.e., independent services.  This is where Relay or Reveal function requirements for these services could be spelled out

	7
	Define circumstances under which registrar is required to cancel registration for false Whois data
	6.1; 6.6
	Currently, registrar may cancel, but is not required to do so

	8.
	Require PCI compliance in registration process 
	6.9
	Or similar pre-existing standard that would assist in verification of registrants

	9
	Define “reseller” and clarify registrar responsibility for reseller compliance
	7.0; 7.1
	

	10
	Require greater disclosure of registrar affiliates/multiple accreditations
	9.1; 9.2 
	Could also apply to “major” resellers (if defined)

	11
	Require greater disclosure of registrar contact information, information on form of business organization, officers, etc. 
	9.3; 9.4
	

	12
	Clarification of registrar responsibilities in connection with UDRP proceedings
	15.3
	Focus is on timelines for registrar response both at beginning and at end of process


In addition, SubTeam-B identified the following topics which were assigned a “Medium Priority” for the GNSO Council to consider.  Essentially, this list covers those topics that the sub-team, in preparing its matrix, initially assigned as “High Priority,” but which were later culled in the process of condensing and focusing the topics list.   The “Medium Priority” List consists of the following:
1.
Spell out “verification” process registrars are required to undertake after receiving report of false Whois data (Matrix item 6.1) 

2.
Require links to Whois Data Problem Reporting System on Whois results pages and on registrar home page (Matrix items 6.2, 6.3)

3.
Service Level Agreement on Whois availability (Matrix item 6.7) 

4.
Registrar to disclose resellers and vice versa (Matrix items 7.2, 7.3) 

5.
Expand scope of authority to terminate accreditation (Matrix items 8.1-8.4) 

6.  
Require registrars to report data breaches (Matrix item 10.3) 

7.
Streamline arbitration process in cases of dis-accreditation (Matrix item 12.1-12.4) 

8.  
Streamline process of adding new gTLDs to accreditation (Matrix items 13.1-13.2) 

9.
Registrar responsibilities for acts of affiliates (Matrix item 14.1) 

10.
Staff to draft registrar code of conduct if registrars fail to do so by time certain (Matrix item 17.1)    

5. Recommended Next Steps for Evaluation of the Proposed RAA Amendment Topics
5.1
Sub-Team B’s Deliberations on the Next Steps.


SubTeam-B evaluated the options available to the GNSO Council in its further review and evaluation of the proposed RAA Amendment topics described in this Initial Report.  To assist the SubTeam-B in this phase of its work, ICANN Staff assisted the SubTeam-B in understanding implementation options and processes under the RAA to amend and develop a new form of RAA.  These options are described in the Memorandum attached as Annex H.
[To Be Revised/Expanded Based on Discussion on May 10.] 
5.2 Recommended Next Steps.

SubTeam-B recommends that the GNSO Council follow the process outlined below.  This recommended process described below received the [consensus] of the members of SubTeam-B.

PROPOSED PROCESS

1. Prioritized list of topics goes to GNSO Council (i.e., the final form of this report).   Staff and council will review and filter out topics that fall under consensus policy.  
2. Negotiations begin with negotiation group consisting of Staff and the Registrars (as a whole, not individually).  
3. Negotiating group reports [to GNSO?  GNSO and ALAC?  Public?] on status and progress.  Negotiating group is expected to make bracketed text, and/or agreed items, available for public comment and feedback.  
4. Negotiating group reviews comments and continues negotiations and repeat step 4 as necessary.
5. Staff and Registrars determine when full final draft of new RAA is ready to be posted for public comment.
6. GNSO Council reviews and considers public comments and votes on approval of the RAA. GNSO Supermajority Vote to be obtained in favor of the new form.
7. If Council approves, the new RAA goes to Board for approval.
8. If Council does not approve, goes back to negotiation team with appropriate feedback for reconsideration. Repeat from step 6.

Annex A

GNSO Council Resolution on the 2009 RAA
20090304-2

Registrar Accreditation Agreement (RAA) motion

Motion made by Tim Ruiz
Seconded by Kristina Rosette

Whereas, the Registrar Accreditation Agreement (RAA) has not been amended since May 2001, and ICANN has undertaken a lengthy consultative process related to amending the RAA, including several public comment periods and consultations;

Whereas, the proposed changes to the RAA include important compliance and enforcement tools for ICANN; The Council wishes to approve the set of proposed amendments as quickly as possible so that the ICANN Board may review them, and if approved then implement them as quickly as possible; and

Whereas,

The Council would like to proceed on the drafting of a charter identifying registrant rights that registrars would be obliged to link to, as contemplated in the set of amendments;

The Council would like a specific process and timeline to move forward with additional potential amendments to the RAA; and

The Registrar Constituency is supportive of these efforts and is willing to participate on a good faith basis on anticipated next steps.

Resolved:

The GNSO Council supports the RAA amendments as documented in http://gnso.icann.org/drafts/current-list-proposed-raa-amendments-16dec08.pdf
and recommends to the Board that they be adopted at its meeting of March 6, 2009;

Within 30 days of Board approval of the set of amendments, representatives from the GNSO community and the ALAC shall be identified to participate in drafting a registrant rights charter, as contemplated by the amendments and the current GNSO Council discussions, with support from ICANN staff. A draft charter shall be completed no later than July 31 2009; and

Within 30 days of Board approval of the set of amendments, the GNSO Council will form a Drafting Team to discuss further amendments to the RAA and to identify those on which further action may be desirable. The Drafting Team should endeavor to provide its advice to the Council and ICANN staff no later than July 31, 2009.

Motion passed unanimously by roll call vote.

27 Votes in favour

Chuck Gomes, Jordi Iparraguirre, Edmon Chung (Registry constituency) Tim Ruiz, Stéphane van Gelder, Adrian Kinderis (Registrars) 2 votes each; Greg Ruth, Tony Harris, Tony Holmes (ISP); Mike Rodenbaugh, Philip Sheppard, Zahid Jamil (CBUC); Olga Cavalli, Avri Doria, Terry Davis -remote participation (NCA); Mary Wong, Carlos Souza, Bill Drake (NCUC) Kristina Rosette, Cyril Chua - remote (IPC) one vote each.

Absentee ballot: Ute Decker (IPC) one vote in favour.
http://gnso.icann.org/mailing-lists/archives/council/msg06402.html
Annex B
Charter for the Joint GNSO/ALAC RAA Drafting Team

BACKGROUND 

This charter is based on the GNSO council decision to create a GNSO-ALAC group to draft a registrant rights charter, and a Drafting Team to discuss further amendments to the Registrar Accreditation Agreement. 
…

CHARTER 

The Drafting Team shall consider the following questions: 
(A) Registrant rights charter 
A subgroup of volunteers from GNSO and ALAC will draft a descriptive list of rights of registrants, drawn from the current version of the RAA (see link below), and using the staff-generated document at http://forum.icann.org/lists/gnso-raa-dt/msg00018.html as a starting point. 
(B) RAA amendments 
(1) Identify topics on which further action in the form of amendments to the RAA may be desirable. 
(2) From list (1), flag any topics that may require further analysis as to impact on consensus policy. 
(3) Propose next steps for considering such topics. 
The output of Charter section A, when completed, may be subject to revision upon the completion of Charter Section B3 and/or the next steps envisioned by that section. 
DRAFTING TEAM PROCESSES:
The following guidelines will apply to this DT: 

• The DT shall function on the basis of rough consensus, meaning all points of view will be discussed until the chair can ascertain that the point of view is understood and has been covered. Consensus views should include the names and affiliations of those in agreement with that view. Anyone with a minority view will be invited to include a discussion in the DT report. Minority report should include the names and affiliations of those contributing to the minority report. 
• In producing the DT report, the chair will be responsible for designating each position as having one of the following designations: 
o Unanimous consensus position 

o Rough consensus position - a position where a small minority disagrees but most agree
o Strong support but significant opposition 

o Minority viewpoint(s) 

o If several participants in a DT disagree with the designation given to a position by the chair or any other rough consensus call, their position and the reasons for the disagreement should be reflected in the DT report. 

• The chair, in consultation with the GNSO council liaison(s) is empowered to restrict the participation of someone who seriously disrupts the DT. Any such restriction will be reviewed by the GNSO council. Generally the participant should first be warned privately, and then warned publicly before such a restriction is put into place. In extreme circumstances this requirement may be bypassed. 

• The DT will have an archived mailing list. The mailing list will be open for reading by the community. All DT meetings will be recorded and all recordings will be available to the public. A GNSO RAA DT mailing list has been created xxxxx public archives are at: yyyyy 

• A wiki will be provided for DT usage 

• The council liaison(s) to the DT will be asked to report on the DT status monthly to the council. 

MILESTONES (to be updated as needed upon charter approval): 

• Immediately: begin task A, forward to Council upon completion 

• T: Council approval of charter 

• T + 30: Draft report of DT on task B posted for 21-day public comment 

• T+ 80: Final report of DT on task B forwarded to Council 

DT Chair: [tbd] 

GNSO Council Liaison to DT: [tbd] 

Staff Coordinator: 

Staff to be assigned as needed. 
Subject Matter References: 
RAA (http://www.icann.org/en/registrars/ra-agreement-21may09-en.htm)
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ATTENDANCE SHEET

Annex D
FORM OF REGISTRANT RIGHTS AND RESPONSIBILITIES CHARTER
Summary of Terms from RAA and ICANN Policies relating to Registrant Rights and Responsibilities

Introduction 

This document provides some “plain language” summarization of terms related to Registrant Rights and Responsibilities as set out in the Registrar Accreditation Agreement (RAA), for posting on Registrar websites.  While some of the terms included here do not specifically refer to registrants, those terms are included because of the potential import to understanding registrar/registrant relations.  This document also summarizes registrant rights and responsibilities that arise within ICANN Consensus Policies and specifications, as those policies and specifications are incorporated into the RAA.

The summarization of terms within this document do not override or replace the terms set forth in the RAA or within those specifications or policy.

Preamble

In order to register a domain name, a Registered Name Holder (also known as a Registrant) has to use the services of an ICANN-accredited Registrar.  In order to become an ICANN-accredited Registrar, the Registrar must enter into a contract with ICANN, referred to as the Registrar Accreditation Agreement or the RAA.  The RAA sets out various rights and responsibilities for Registrants, and Registrants have additional rights and responsibilities that are set forth in separate ICANN policies and specifications that the Registrars agree to follow.  

The RAA and the related policies are drafted in very specific, often legal terminology.  In order to help Registrants better understand the rights and responsibilities that come along with the registration of a domain name, these rights and responsibilities are being summarized and presented within a single document.  The summaries provided here do not override or replace the actual terms as written in the RAA or the related policies and specifications.
RAA Terms of Interest
As the RAA is between ICANN and a Registrar, no one else – including a Registered Name Holder – may sue ICANN or the Registrar to claim a breach of the RAA.


Registrars may not make claims that they can provide registrants with superior access to any relevant TLD in comparison to other Registrars.

Some of the Registrar obligations are dependent upon Registered Name Holders fulfilling certain responsibilities, particularly as it relates to payment of registration fees, submission of required data points to the Registrars, and submission of accurate data and timely updates to that required data.  Registrars also have specific items on which they must provide notice to Registered Name Holders, including notifications of the end of a registration term, use of Registered Name Holder’s Personal Data, and notices regarding escrowing of data for domain names registered through privacy or proxy registration services, as well as the posting of fees for the recovery of registered names. 

Registrar Submission of Data to Registry Operators

For each relevant TLD, Registrars must submit certain data points relating to each Registered Name within a TLD:

· The name of the Registered Name being registered (3.2.1.1);

· The IP addresses of the primary nameserver and secondary nameserver(s) for the Registered Name (3.2.1.2);

· The corresponding names of those nameservers (3.2.1.3);

· Unless automatically generated by the registry system, the identity of the Registrar (3.2.1.4);

· Unless automatically generated by the registry system, the expiration date of the registration (3.2.1.5); and

· Any other data the Registry Operator requires be submitted to it (3.2.1.6). 

Registered Name Holders are normally required to provide the Registrar with information relating to nameservers (3.2.1.2 – 3), and there may be additional data required under Section 3.2.1.6 that the Registered Name Holder must provide.  If the Registered Name Holder provides an update on these data points, the Registrar has five (5) days to provide the update to the Registry Operator.

Whois Data

Registrars are required to have an interactive web page and port 43 Whois service that is available to the public to query free of charge.  The RAA specifies certain data points that must be provided in response to a query:

· The Registered Name (3.3.1.1);

· The names of the primary nameserver and secondary nameserver(s) for the Registered Name (3.3.1.2);

· The identity of Registrar (which may be provided through Registrar's website) (3.3.1.3 );

· The original creation date of the registration (3.3.1.4);

· The expiration date of the registration (3.3.1.5);

· The name and postal address of the Registered Name Holder (3.3.1.6)

· The name, postal address, e-mail address, voice telephone number, and (where available) fax number of the technical contact for the Registered Name (3.3.1.7); and

· The name, postal address, e-mail address, voice telephone number, and (where available) fax number of the administrative contact for the Registered Name (3.3.1.8).

These data points are commonly referred to as Whois data.  As discussed below, Registered Name Holders are required to provide a Registrar with timely updates to Whois data for a Registered Name.  Upon receiving the update, a Registrar is to ”promptly” update the Whois data.  Registrars may contract out the maintenance of the public query function.  

The RAA allows Registrars to provide bulk access to Whois data to third parties.  When providing bulk access or access to the Whois data through the public query function, the Registrar is required to restrict access for high volume queries or other restrictions on uses of Whois data as specified in the RAA, including marketing activities and mass solicitations.  If a Registrar contracts the public function query to an outside party, the Registrar must require any contractor providing the port 43 service to impose the same restrictions on access to and use of the Whois data.

Communications with Registered Name Holders

Registrars are required to maintain records of all communications with Registered Name Holders, as well as records of information provided to Registry Operators.

Escrow of Registered Name Holder Data

A Registrar is required to maintain a database of all Whois data for all Registered Names registered through the Registrar’s accreditation, as well as all data the Registrar submits to the Registry Operator.  In addition, the Registrar must include in the database the name and (where available) postal address, e-mail address, voice telephone number, and fax number of the billing contact for each Registered Name.

In some instances, a registrant may choose to limit the amount of personal information that a Registrar makes available in a Whois query.  To do so, the name may be registered through a privacy service (allowing a registrant to conceal personal identifying information and often replacing it with the information of the privacy service).  Customers may also choose to register names through a proxy service, where the proxy service is the Registered Name Holder, and the proxy service licenses the use of the domain name to the customer.  In that situation, the proxy service, as the Registered Name Holder, has its information listed for most or all required data points.

When a Registered Name is registered through a privacy or proxy registration service, that affects the information that is placed in the database, and a Registrar must do one of two things:  The Registrar must either (1) include in the database the name and postal address, e-mail address, and voice telephone number provided by the customer in connection with each registration, even when a privacy or proxy registration is used; or (2) at the time that a customer elects to use a privacy or proxy registration service, display a notice that the customer’s data is not being escrowed.  When a customer’s data is not being escrowed, only the contact information associated with the privacy or proxy registration service will be escrowed.  If a customer’s data is not escrowed, and only the information of the proxy or privacy service is maintained in the database, in the event of Registrar or Registry failure future notices may only be sent to the contact information within the database.

Registrar Business Dealings with Registrants

The RAA imposes many requirements on a Registrar’s business dealings, including its dealings with Registered Name Holders. 

A registrar may not activate a Registered Name until it receives reasonable assurance from the Registered Name Holder that the registration fee will be paid.

The RAA sets forth actions the Registrar may take at the conclusion of the registration period if a Registered Name Holder has not provided consent to renew the registration, including the Registrar cancelling the registration at the end of the current registration term.  If the Registered Name Holder did not consent to renewal, the Registrar must make sure that a Registered Name is deleted from the Registry database within 45 days of the end of the registration term.  

This right for the Registrar to cancel the registration and the obligation to the delete the domain name is not absolute.  Section 3.7.5.1 of the RAA sets forth a list of potential “extenuating circumstances,” that, if exist, allows the Registrar to renew the domain name even without the consent of the Registered Name Holder.  These circumstances include the Registered Name being subject to a UDRP action, court order, bankruptcy proceeding, or billing dispute, among other items.   The Registrar must keep a record of reasons why the Registrar renewed a registration without the consent of a Registered Name Holder. 
Registrars have to provide each new registrant with notice of the Registrar’s deletion and auto-renewal policies.  If the Registrar’s deletion policy changes during the time of the registration agreement, the Registrar has to make efforts to inform the registrants of those policy changes.  Details of the deletion and auto-renewal policies have to be displayed on any website the Registrar operates for domain name registration and renewal, and the Registrar should also state on those sites any fee that will be charged for the recovery of a domain name during the Redemption Grace Period (the 30 day period of time during which the name is in “Pending Delete” status with the Registry).
   
If a Registered Name is the subject of a UDRP dispute at the time of deletion or expiration of the registration, the UDRP complainant has the right to renew (or restore, in the case of a deletion) the domain name.  If the complainant renews or restores the name, the Registrar must place the name in a HOLD or LOCK status,
 and must modify the Whois information to show that the name is subject to dispute.  Section 3.7.5.7 of RAA also provides for a right for the original domain name registrant to recover or renew the name in the event the UDRP complaint is terminated without decision, or the UDRP complaint is decided in favor of the original domain name registrant.

The Registrar/Registered Name Holder Agreement
Registrars are required to enter into electronic or paper registration agreements with all Registered Name Holders.  According to the RAA, the Registrar/Registered Name Holder Agreement must include – at minimum – the following items (as stated at Sections 3.7.7.1 – 12 of the RAA):

· The Registered Name Holder must provide “accurate and reliable contact details” and must “promptly correct and update them” during the registration term.  The details required are stated in Section 3.7.7.1.: “the full name, postal address, e-mail address, voice telephone number, and fax number if available of the Registered Name Holder; name of authorized person for contact purposes in the case of an Registered Name Holder that is an organization, association, or corporation; and the data elements listed in Subsections 3.3.1.2, 3.3.1.7 and 3.3.1.8.” 

· If a Registered Name Holder intentionally provides inaccurate or unreliable information, intentionally fails to promptly update the information, or fails to respond over fifteen (15) days to Registrar inquiries about the accuracy of the contact details, the Registered Name Holder will be in material breach of the agreement and the registration may be cancelled. 

· Whoever is listed as the Registered Name Holder must provide full contact information, and is the Registered Name Holder of record.  Sometimes a Registered Name Holder may register a domain name and then allow another person to use the domain name (such as a website designer registering a domain name for a client).  If this happens, and the person actually using the name did not enter into the Registrar/Registered Name Holder Agreement (referred to as a “third party” in the RAA), the Registered Name Holder could be accountable for wrongful use of the domain name by the third party. This will happen if the Registered Name Holder is provided with “reasonable evidence of actionable harm” from the third party’s use of the domain name.  In that situation the Registered Name Holder will “accept liability for harm caused by wrongful use of the Registered Name,” unless the Registered Name Holder discloses the user’s identity and current contact information. 

· The Registrar must provide notice of how it intends to use data provided by the Registered Name Holder and who will received the Registered Name Holder’s data.  The Registrar must also provide notice of how Registered Name Holders may access and update data.  Additionally, the Registrar must identify which data points the Registered Name Holder must provide to the Registrar, and what information can be provided on a voluntary basis.  The Registered Name Holder must consent to all of these data processing terms.

· If a Registered Name Holder provides the Registrar with Personal Data on behalf of any person who did not enter into the Registrar/Registered Name Holder Agreement (the “third party” discussed above), the Registered Name Holder must confirm that it (1) provided those third-party individuals with the same data processing notices that the Registrar provides, and (2) received the same consents from the third party regarding the Registrar’s data processing terms.
· A Registrar may only process the Registered Name Holder’s data as stated in the data processing notices described above.  

· A Registrar has to agree that it will take reasonable precautions to protect the Registered Name Holder’s data from “loss, misuse, unauthorized access or disclosure, alteration, or destruction.”  

· Registered Name Holders must represent that: “to the best of the Registered Name Holder's knowledge and belief, neither the registration of the Registered Name nor the manner in which it is directly or indirectly used infringes the legal rights of any third party.”  This means that the Registered Name Holder must represent to the Registrar that the domain name is not being registered for use in a way that would violate the legal rights of others.  An example of this “infringement” could be a registration of a domain name that violates a trademark or copyright held by someone that is not the Registered Name Holder.
   

· If there is a dispute in connection with the use of the registered name, the Registered Name Holder must agree to jurisdiction of the courts in at least one of two places: where the Registrar is located (often stated on the website or in the Registrar/Registered Name Holder Agreement) or the “Registered Name Holder's domicile.”  “Domicile” is a word with legally-specific meaning, but typically will be the location the Registered Name Holder provides to the Registrar in the required Personal Data.  Agreeing to jurisdiction means that the Registered Name Holder agrees that the courts in those locations have the power to decide these types of cases.
  

· The Registered Name Holder must agree that its registration is subject to “suspension, cancellation, or transfer” for the reasons stated in Section 3.7.7.11.  Those reasons include: if an ICANN adopted specification or policy requires it or if a registrar or registry procedure requires it “to correct mistakes by Registrar or the Registry Operator in registering the name or for the resolution of disputes concerning the Registered Name.”  For example, the UDRP is an ICANN adopted policy that specifies that an administrative panel hearing a domain name dispute could order that a domain name registration be suspended, transferred or cancelled, and the Registered Name Holder has to agree that this is a possibility. 

· The Registered Name Holder shall “indemnify and hold harmless the Registry Operator and its directors, officers, employees, and agents from and against any and all claims, damages, liabilities, costs, and expenses (including reasonable legal fees and expenses) arising out of or related to the Registered Name Holder's domain name registration.”  At its simplest, this means that if the Registry Operator (or its employees, etc.) for the registered name is sued because of the Registered Name Holder’s domain name registration, the Registered Name Holder will pay the Registry Operator for all fees and expenses in defending against the suit as well as pay for any judgments or liabilities awarded.  This “indemnification” is not solely limited to court cases.

Verification of contact information
As described in more detail below, there are specifications and policies that may be created and that apply to the Registrars. Some of the specifications or policies may address a Registrar's obligation to verify the contact information supplied by the Registered Name Holder when the domain is first registered, as well as setting out requirements for periodic re-verification of contact information.
Registrars are also required to take “reasonable steps” to verify contact information in the event any person notifies the Registrar that contact information for a Registered Name is inaccurate.  The Registrar also has obligations to act to correct inaccuracies in contact information that the Registrar becomes aware of, even if the inaccuracy was not reported by anyone.

The Registrar must also maintain proper contact information for itself, including a valid email and mailing address.  This contact information should be posted on the Registrar’s website.
Reseller arrangements
The RAA imposes obligations on Registrars working with third-party Resellers – persons or entities that the Registrar contracts with to provide Registrar Services.  The RAA now requires Registrars to include specific items in the Registrar/Reseller Agreements, including: prohibiting the Reseller from making representations that it is accredited by ICANN; requiring that all Reseller registration agreements include all provisions that the Registrar is required to include in its Registrar/Registered Name Holder Agreement; requiring the posting of all links to all ICANN websites that the Registrar is obligated to post; and identification of the sponsoring registrar.  The Reseller is also required to make sure that that if a customer is using a Reseller’s privacy or proxy registration service for a domain name registration, the Reseller does one of the following three things: (1) deposit the identity and contact information of the customer with the Registrar; (2) deposit the identity and contact information in escrow; or (3) posts a notice to the customer that their contact information is not being escrowed.

The RAA also requires the Registrar to take compliance and enforcement action against a Reseller violating any of the required provisions.
Other Policies/Specifications

The Restored Names Accuracy Policy  (http://www.icann.org/registrars/rnap.htm) requires that when a registrar restores a name (from the redemption grace period) that had been deleted on the basis of submission of false contact data or non-response to registrar inquiries, the name must be placed on Registrar Hold status until the registrant has provided updated and accurate Whois information.
In addition to the RAA requirement that a Registered Name Holder represent that to the best of its knowledge, the registration or use of the domain name does not infringe on the legal rights of others, the Uniform Domain Name Dispute Resolution Policy (“UDRP”) requires that same representation to be made, as well as a representation that the domain name is not being registered for an unlawful purpose, and will not be used in violation of any applicable laws.

The UDRP also requires Registered Name Holders to submit to mandatory administrative proceedings to resolve disputes under the UDRP.  These mandatory administrative proceedings, as described in the UDRP, are disputes that are filed before one of the ICANN approved UDRP dispute resolution providers (listed at http://www.icann.org/dndr/udrp/approved-providers.htm) and following the uniform Rules for UDRP administrative proceedings (set out at http://www.icann.org/en/dndr/udrp/uniform-rules.htm).  The requirement for submission to mandatory administrative proceedings does not mean that Registered Name Holders cannot also have judicial proceedings filed against them for the same or similar conduct.  Similar to the jurisdictional requirements set out in the RAA, the requirement to submit to a mandatory administrative proceeding means that the Registered Name Holder cannot dispute the UDRP provider’s ability to hear a dispute that is otherwise properly brought under the UDRP.

The Policy on Transfers of Registrations Between Registrars provides that Registered Name Holders have the right to transfer domain name registrations among registrars.  The transfer policy imposes time limits on when the Registrar must respond to a transfer request.  The right to transfer is not absolute – there are ICANN and Registry policies that may set limits on the transfer right, including: limitations on when a domain name may be transferred (measured from dates of creation or earlier transfer); and the Registered Name Holder providing of required authorization and documentation for Registrar review.  The Registrar of Record may only deny a transfer in the following instances:

· Evidence of fraud

· UDRP action

· Court order by a court of competent jurisdiction

· Reasonable dispute over the identity of the Registered Name Holder or Administrative Contact

· No payment for previous registration period (including credit card charge-backs) if the domain name is past its expiration date or for previous or current registration periods if the domain name has not yet expired. In all such cases, however, the domain name must be put into "Registrar Hold" status by the Registrar of Record prior to the denial of transfer.

· Express written objection to the transfer from the Transfer Contact. (e.g. - email, fax, paper document or other processes by which the Transfer Contact has expressly and voluntarily objected through opt-in means)

· A domain name was already in “lock status” provided that the Registrar provides a readily accessible and reasonable means for the Registered Name Holder to remove the lock status.

· The transfer was requested within 60 days of the creation date as shown in the registry Whois record for the domain name.

· A domain name is within 60 days (or a lesser period to be determined) after being transferred (apart from being transferred back to the original Registrar in cases where both Registrars so agree and/or where a decision in the dispute resolution process so directs). 
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STAFF MEMORANDUM TO THE GNSO RAA WORKING GROUP

Date:  14 April 2010
RE: Implementation of new RAA amendments

1. Background

The GNSO RAA Working Group has requested Staff to investigate and advise it on the available implementation options under the new GNSO bicameral voting structure to amend the RAA.

2. The RAA amendment process

The process for amending the current Registrar Accreditation Agreement (RAA) as set out within the RAA itself is unchanged from the last round of RAA amendments approved by the Board in May 2009.

Section 5.4 contemplates that updated forms of the RAA (which will apply to renewing accreditations) may be ‘adopted’ by ICANN using the process under Section 4.3. Section 4.3 outlines certain requirements typical to the usual policy cycle including outreach and soliciting a range of stakeholder inputs, preparing and posting a written report for public comment and requiring a ‘two-thirds vote’ of the GNSO Council.   The 2009 RAA amendments followed this process.   This process is similar to, but is not identical to, the process outlined in Annex A for the development of policies by the GNSO Council.  

Although the RAA does not require a negotiation with the Registrars, the process adopted for the 2009 round of amendments included multiple rounds of negotiations between Staff and Registrars followed by public comment periods.  Including a negotiation process with the Registrars enabled ICANN to understand how the Registrars would be impacted by the proposed amendments.   

Appendix 1 sets out extracts of the relevant RAA sections.

3. Development of the new form of RAA.

The form of the RAA that may be approved by the GNSO Council may include topics that are within the scope of “Consensus Policies” as specified under Section 4.2 of the RAA as well as other possible topics.    Notwithstanding the broad nature of amendments that can be included in the new form of the RAA, Staff recommends that the RAA Drafting Team evaluate whether a proposed amendment topic is more appropriately addressed through a formal PDP on the specific topic rather than through the existing RAA amendment process.   If the issue reflects a new policy position rather than clarification of existing language or obligations,   the RAA Drafting Team should consider recommending that it be addressed through a separate PDP process to allow all of the stakeholders affected by the issue to properly analyze and debate it as a new policy recommendation.

4. The GNSO voting to approve RAA amendments

Under the GNSO Council’s new bicameral voting structure, Article X, Section 3.9 of the bylaws was amended to specifically require a GNSO Supermajority vote with respect to an affected contract party (e.g. registrars) where the GNSO is to approve a PDP recommendation that would impose new contractual obligations on that contracting party (registrars) and where the contract required “a two-thirds vote of the council” to demonstrate consensus (i.e. as stated under Section 4.3.1 of the RAA).

A GNSO Supermajority is defined as “…an affirmative vote of more than 75% of one House and a majority of the other house.”

Translating this to the current bicameral seating structure would mean that a successful GNSO Council vote would require either (A) at least 6 affirmative votes in the Contracted Parties House (75% x 7 seats = 5.25) and at least 7 votes in the Non-Contracted Parties House (50% x 13 = 6.5), or (B) at least 4 affirmative votes in the Contracted Parties House (50% x 7 seats = 3.5) and at least 10 votes in the Non-Contracted Parties House (75% x 13 = 9.75). 

Appendix 2 sets out extracts of the relevant bylaws.

5. Implementing the new RAA

Assuming the criteria and approval steps outlined in (2) - (4) are complete, newly approved registrars for accreditation will simply execute the new RAA.  Implementation of the new RAA for adoption by registrars contracted under the current RAA is possible by various concurrent means. 

(i) On renewal of expired RAA:  Section 5.4 of the RAA provides for mandatory execution of the then-current RAA at the time of registrar accreditation renewal. 

(ii) Voluntary Acceptance: Section 5.4 also contemplates voluntary election by a registrar to sign a new RAA (version posted on ICANN’s website) in place of the existing RAA and deemed to have commenced on the date of the existing RAA. Naturally, to encourage voluntary adoption by registrars, the various potential incentives to adopt should be communicated. These may include: adoption of/compliance with the latest ‘best practices’; and community and peer support for the new RAA.   Fee incentives were also used in the last 2009 RAA amendment round.  Any decision to encourage early adoption or provide incentives would be decided following adoption of the new RAA. 
Appendix 1: Relevant RAA provisions

[Note: Italics and emphasis added]

…

4.3.1 "Consensus Policies" are those specifications or policies established based on a consensus among Internet stakeholders represented in the ICANN process, as demonstrated by (a) action of the ICANN Board of Directors establishing the specification or policy, (b) a recommendation, adopted by at least a two-thirds vote of the council of the ICANN Supporting Organization to which the matter is delegated, that the specification or policy should be established, and (c) a written report and supporting materials (which must include all substantive submissions to the Supporting Organization relating to the proposal) that (i) documents the extent of agreement and disagreement among impacted groups, (ii) documents the outreach process used to seek to achieve adequate representation of the views of groups that are likely to be impacted, and (iii) documents the nature and intensity of reasoned support and opposition to the proposed policy.

…

5.4 Term of Agreement; Renewal; Right to Substitute Updated Agreement. This Agreement shall be effective on the Effective Date and shall have an initial term running until the Expiration Date, unless sooner terminated. Thereafter, if Registrar seeks to continue its accreditation, it may apply for renewed accreditation, and shall be entitled to renewal provided it meets the ICANN-adopted specification or policy on accreditation criteria then in effect, is in compliance with its obligations under this Agreement, as it may be amended, and agrees to be bound by terms and conditions of the then-current Registrar accreditation agreement (which may differ from those of this Agreement) that ICANN adopts in accordance with Subsection 2.3 and Subsection 4.3. In connection with renewed accreditation, Registrar shall confirm its assent to the terms and conditions of the then-current Registrar accreditation agreement by signing that accreditation agreement. In the event that, during the Term of this Agreement, ICANN posts on its web site an updated form of registrar accreditation agreement applicable to Accredited registrars, Registrar (provided it has not received (1) a notice of breach that it has not cured or (2) a notice of termination of this Agreement under Subsection 5.3 above) may elect, by giving ICANN written notice, to enter an agreement in the updated form in place of this Agreement. In the event of such election, Registrar and ICANN shall promptly sign a new accreditation agreement that contains the provisions of the updated form posted on the web site, with the length of the term of the substituted agreement as stated in the updated form posted on the web site, calculated as if it commenced on the date this Agreement was made, and this Agreement will be deemed terminated.

[note: The reference to Subsection 2.3 imposes an obligation on ICANN to be open and transparent, promote competition, act fairly and provide adequate appeal procedures with respect to any actions involving registrars.]

Appendix 2: Relevant bylaws provisions

Article X, Section 3.9. Except as otherwise specified in these Bylaws, Annex A hereto, or the GNSO Operating Procedures, the default threshold to pass a GNSO Council motion or other voting action requires a simple majority vote of each House. The voting thresholds described below shall apply to the following GNSO actions:

…

c. Initiate a PDP Not Within Scope: requires an affirmative vote of more than 75% of one House and a majority of the other House (“GNSO Supermajority”);

…

f. Approve a PDP Recommendation Imposing New Obligations on Certain Contracting Parties: where an ICANN contract provision specifies that “a two-thirds vote of the council” demonstrates the presence of a consensus, the GNSO Supermajority vote threshold will have to be met or exceeded with respect to any contracting party affected by such contract provision.







Aspirational Registrant Rights


Registrants should


have accurate, current and complete contact and locative information regarding their registrar


be the sole entity capable of asserting and changing ownership information for their domain


have ample opportunity to    renew their existing domain(s) at the same rates as new domains


protect their trade name against  unauthorized use


refuse the transfer of their personal information to unauthorized bodies


expect ICANN to enforce its agreements with registrars











� For more information on the process utilized by Staff to develop the 2009 RAA, please refer to: � HYPERLINK "http://www.icann.org/en/topics/raa/" �http://www.icann.org/en/topics/raa/�


 


� See � HYPERLINK "http://www.icann.org/en/announcements/announcement-21mar07.htm" ��http://www.icann.org/en/announcements/announcement-21mar07.htm�.  As ICANN CEO Paul Twomey stated in this announcement, “What has happened to registrants with RegisterFly.com has made it clear there must be comprehensive review of the registrar accreditation process and the content of the RAA.” For background on RegisterFly, see � HYPERLINK "http://www.icann.org/en/announcements/factsheet-registerfly-registrars-26mar07.pdf" ��http://www.icann.org/en/announcements/factsheet-registerfly-registrars-26mar07.pdf�. 


� The Plain Language RAA is available for review at:


 . � HYPERLINK "http://www.icann.org/en/registrars/non-lawyers-guide-to-ra-agreement-15feb10-en.htm" �http://www.icann.org/en/registrars/non-lawyers-guide-to-ra-agreement-15feb10-en.htm�





� For more information on the RAA Drafting Team’s meeting at the ICANN Seoul, Korea, please refer to: � HYPERLINK "http://sel.icann.org/node/7372" �http://sel.icann.org/node/7372�





� See for example, � HYPERLINK "http://www.pcworld.com/article/191735/law_enforcement_push_for_stricter_domain_name_rules.html" �http://www.pcworld.com/article/191735/law_enforcement_push_for_stricter_domain_name_rules.html�  The proposals, contained in Annex F, were endorsed by national law enforcement representatives from six countries.  








� The GAC’s Nairobi communiqué is posted at: � HYPERLINK "http://gac.icann.org/system/files/Nairobi_Communique_0.pdf" �http://gac.icann.org/system/files/Nairobi_Communique_0.pdf�





� A graphic representation of the life cycle of a typical gTLD Registered Name is located at http://www.icann.org/en/registrars/gtld-lifecycle.htm.  This diagram may be useful to refer to for more information on the post-expiration status of domain names.


� There are formal technical names for domain name statuses, arising out of the community-based Internet draft Request for Comments.  The statuses required here are set by the Registrar.  When a registration is in one of these statuses, the  domain cannot be deleted and the registration cannot be modified.  The Registrar must alter the status in order for any modification to occur.


� There are many other potential ways to “infringe the legal rights” of others, and potential Registered Name Holders are encouraged to seek independent advice if they are concerned that the registration or use of a domain name may violate someone else’s rights.


� There could be other jurisdictions that are able to decide a dispute about the use of a registered name, but those additional jurisdictions are not specified in the RAA.


� http://www.icann.org/en/general/bylaws.htm#X-3.9.c
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