PLEASE SUBMIT YOUR RESPONSE AT THE LATEST BY 9 January 2012 TO THE GNSO SECRETARIAT (gnso.secretariat@gnso.icann.org), which will forward your statement to the Working Group. If additional time is needed by your SG / C to provide your feedback, please inform the secretariat accordingly, including the expected delivery date so that this can be factored in by the WG.
 The GNSO Council has formed a Working Group of interested stakeholders and Stakeholder Group / Constituency representatives, to collaborate broadly with knowledgeable individuals and organizations, in order to consider recommendations in relation to ‘thick’ Whois.  Part of the working group’s effort will be to incorporate ideas and suggestions gathered from Stakeholder Groups, Constituencies through this template Statement. Please note that the WG is currently in an information-gathering phase. Inserting your response in this form will make it much easier for the Working Group to summarize the responses. This information is helpful to the community in understanding the points of view of various stakeholders. However, you should feel free to add any information you deem important to inform the working group’s deliberations, even if this does not fit into any of the questions listed below. For further information, please visit the WG Workspace (https://community.icann.org/display/PDP/Home).  
Process-        Please identify the member(s) of your stakeholder group / constituency who is (are) participating in this working group
Marie-laure Lemineur -       
 Please identify the members of your stakeholder group / constituency who participated in developing the perspective(s) set forth below
Sam Lanfranco, Alain Berranger and  Marie-laure Lemineur . 
        Please describe the process by which your stakeholder group / constituency arrived at the perspective(s) set forth below-  
The survey was sent to NPOC voice-list. Alain  Berranger  and Marie-laure Lemineur wrote and edited the final version that was submitted it to our community members  on the voice-list again for final approval.  

      If not indicated otherwise, the WG will consider your submission a SG / C position / contribution. Please note that this should not prevent the submission of individual and/or minority views as part of your submission, as long as these are clearly identified. 
Topics: The WG is tasked to provide the GNSO Council with a policy recommendation regarding the use of ‘thick’ Whois by all gTLD Registries, both existing and future. As part of its deliberations, the WG is expected to consider the topics listed below in the context of ‘thick’ Whois. Please provide your stakeholder group’s / constituency’s views, including quantitative and/or empirical information supporting your views, on these topics in relation to whether or not to require ‘thick’ Whois for all gTLDs and/or provide any information that you think will help the WG in its deliberations (for further information on each of these topics, please see the WG Charter https://community.icann.org/x/vIg3Ag): ·       
 Response consistency - a ‘thick’ Registry can dictate the labeling and display of Whois information to be sure the information is easy to parse, and all Registrars/clients would have to display it accordingly. This could be considered a benefit but also a potential cost. This might also be a benefit in the context of internationalized registration data as even with the use of different scripts, uniform data collection and display standards could be applied.
Your view:  
The facts are that  

1/ Most acknowledge that there will be profound changes in the DN market as a result of the introduction of IDNs and new gTLDs.

2/ But no one knows or can foreseen which will be the exact impact of the introduction of IDNs and how the new gTLDs market will evolve and impact on the DN industry and its actors.

3/Therefore, in this context, we feel that a consensus policy that would dictate requirements such as collecting uniforme sets of data and displayed standards,  in effect could create consistency across all TLDs at all levels and could be easier  to access (enhance accessibility) for the users of the Whois databases. 
For registrars, the financial burden associated with the management and publication of their own database could be reduced after the completion of the migration process.   Regarding the migration process, even if the cost of this kind of process performed on a very large scale is certainly going to be important (and there is a need to evaluate them), its  associated costs  would be one-time costs.   
Stability - in the event of a Registrar business or technical failure, it could be beneficial to ICANN and registrants to have the full set of domain registration contact data stored by four organizations (the Registry, the Registry's escrow agent, the Registrar, and the Registrar's escrow agent), which would be the case in a ‘thick’ registry.
Your view: 
1/ The same reasoning as for the previous question applies in this case. The impact of the new gTLDs program and the introduction of IDNs might have on the way registries and registrars currently work and are organized is unknown but expected to be profound. In this light of this unforeseeable future, generally speaking, ensuring stability is as important as ever.

2/ As highlighted by the Final Report, historically, a thick Whois model has proven to be technically easier to manage, has attractive archival and restoration properties and will allow easy recovery of the data if needed.       
3/ Nevertheless, there is a downside to it. We think that the option of four storages is not the optimal for different reasons:
 a/ Four sets of databases will quadruplicate the same data and as such would increase costs (associated  with the management, technical  maintenance,  storage of data, etc.) while two databases well-managed and with the proper safeguards and controls established,  should be enough to ensure stability;

b/ It will increase exposure of Personal Identifiable Information  (PII) of the registrants, therefore increase  exposure to fraud, theft,  attacks and misuses.
Accessibility - is the provision of Whois information at the registry level under the ‘thick’ Whois model more effective and cost-effective than a ‘thin’ model in protecting consumers and users of Whois data and intellectual property owners?
Your view:  We take not that  in the draft report of the Implementation Recommendations Team put together by ICANN's Intellectual Property Constituency it is  mentioned that  " the provision of WHOIS information at the registry level under the Thick WHOIS model is essential to the cost-effective protection of consumers and intellectual property owners”  <http://icann.org/en/topics/new-gtlds/irt-draft-report-trademark-protection-24apr09-en.pdf>

On one side, from a Whois users´ perspective and taking into account their legitimate needs and motivation for using Whois, it is understandable that having four sets of the same data and having a centralized database instead of two databases would increase availability, but on the other, to us it is not clear how giving access at registry level could be  “more effective and cost-effective” for the protection of the consumers if we consider the following aspects :
a/ providing maintenance, access and storage to four sets of databases  would add more costs and at some point, it could be that the consumers (registrants) end up  paying for those additional costs;
b/ four publically available databases would provide opportunities for more inconsistencies between these  sets of data with all the consequences this implies legally speaking, in terms of authoritativeness, etc.;
c/ while it would enhance access for legitimate purposes, it also would enhance access for illegitimate purposes since  it  would provide more  exposure of Personal Identifiable Information  (PII) of the registrants, therefore increase  exposure to fraud, theft,  attacks and misuses;
 Impact on privacy and data protection - how would ‘thick’ Whois affect privacy and data protection, also taking into account the involvement of different jurisdictions with different laws and legislation with regard to data privacy as well as possible cross border transfers of registrant data?
Your view:   Considering that privacy is a basic human right that is protected by numerous international, regional and national legal instruments,  which have been ratified and signed by most countries.
Considering how privacy is understood and how it is treated in law differs across jurisdictions. 
Considering that there are so many aspects to this question that a short summarized answer can´t fit here. We would like to highlight what we consider to be a key aspect: 
The transition from a thin Whois model to a thick model implies switching from a system where two different databases are handled separately by two different organizations (registry and registrar--- leaving aside data escrowing) to a system where one centralized repository  will be managed by one organization (registry) which will collect and maintain all data. The data related to registrants of the DN that would be handled by registries instead of registrars, is already publically accessible at registrars´ level .Therefore while new legal implications might appear due to data transfer of a massive database from one jurisdiction to another one, should the thick whois model be adopted for all existing registries, the strong legitimate privacy issues and concerns related to the public access to registrants data already exist and are already raised. In our opinion, some answers/solutions have already been provided while many other aspects still need to be clarified/explored before elaborating this PDP. 
The key issue of access to data privacy is fundamentally linked to the fact that the data of the registrants is available publically through Whois queries. Whether this can be done through one, two or several databases contributes to magnify or not the problems, which by no means  should be obviate, but we think that the primary focus (and worry)  should first be on this “public  access”  feature of personal sensitive data regarding the registrants.  

 Cost implications - what are the cost implications of a transition to 'thick' Whois for Registries, Registrars, registrants and other parties for all gTLDs? Conversely, what are the cost implications to Registries, Registrars, registrants and other parties if no transition is mandated? 

Your view: 
a/ The costs implications are known by those registries which have gone through this kind of transition (e.g. pir.ORG). Nevertheless, the .COM database is much more important than the .ORG at the time PIR.ORG coordinated the transition process. The scale of the transition will be larger. Therefore, even if there is a reference from previous experience, we do not know the exact potential costs of a much larger transition process which should be estimated. It should be possible to do a standard conversion cost analysis. Since the scale of the task is directly related to the size of the business of the Registrar and the Registry what is important is not total cost but cost per domain name.
b/ Also, not only the cost implications of the transition should be known or taken into account but also who will bear with these costs and in which proportion ;    

 c/ IETF is currently reviewing Whois protocol which could lead to replacing  current protocols . If a  transition from  Thin Whois to Thick Whois eventually takes place for  existing  registries and the protocols change after the migration is completed, it would place an  unnecessary financial (and technical) constraints on registries and registrars.  To avoid such a situation, it would be convenient that the PDP development process on the Thick Whois  somehow is  articulated  with the IETF work; 

 Synchronization/migration - what would be the impact on the registry and registrar WHOIS and EPP systems for those Registries currently operating a thin registry, both in the migration phase to ‘thick’ WHOIS as well as ongoing operations?
Your view:  A strategic analysis of transition scenarios to sort opinions could be performed.

 Authoritativeness - what are the implications of a ‘thin’ Registry possibly becoming authoritative for registrant Whois data following the transition from a thin-registry model to a thick-registry model. The Working Group should consider the term “authoritative” in both the technical (the repository of the authoritative data) and policy (who has authority over the data) meanings of the word when considering this issue.
Your view:   
Once again, previous experiences regarding this particular aspect could a good reference. The same implications that have been dealt with by other registries which have been through a process of transition, should surface for others who will do so in the future.   It seems like is a “copy and paste” type of situation.
Having said that, we could highlight some key aspects to be taken into account: 
1/ In the event of a technical failure of the registrar, and the registrar escrow agent has data not consistent with the registry data, rules have to clearly establish who is authoritative;

2/ The fact is that the data in the registry database has been transmitted by the registrars, who in turn have received part of this data from its registrants. The question remains whether a registry should have authority over data when it cannot control its accuracy.   
 Competition in registry services - what would be the impact on competition in registry services should all Registries be required to provide Whois service using the ‘thick’ Whois model – would there be more, less or no difference with regard to competition in registry services?
Your view:    As of today, fourteen gTLDs  are already managed under a  thick Whois model and only three gTLDs are managed under a thin model.  If all gTLDs registries (incumbents and future) are obliged to use the same thick model at some point, all of them will end up providing the same standardized  Whois services which will place them on an equal foot (no competition) specifically regarding this type of services.   
Existing Whois Applications - What, if anything, are the potential impacts on the providers of third-party WHOIS-related applications if ‘thick’ WHOIS is required for all gtLDs?
Your view: This is an area where registrars and independent App developers will certainly look for value-added services. Other than blocking “robot” data harvesting there is little that can be done to prevent this, other than both ICANN and the Registry groups keeping a watching brief on what is being proposed and the possible consequences on Registry/Registrar/Registrant operations.

Data escrow - ‘thick’ Whois might obviate the need for the registrar escrow program and attendant expenses to ICANN and registrars.
Your view:  We have no comments regarding this particular aspect at the moment.   
Registrar Port 43 Whois requirements - ‘thick’ Whois could make the requirement for Registrars to maintain Port 43 Whois access redundant.
Your view: No comments for now.   
Based on your assessment of these topics, you are also encouraged to indicate whether you think there should or there shouldn’t be a requirement for ‘thick’ Whois by all gTLD Registries.
Your view:  
We acknowledge that there are legitimate needs for wanting and needing to access some data such as the protection of consumers;

Available data and facts show that: 
1/ 14 gTLDs are operated under the Thick model versus 3 gTLDs operated under the thin model and;  

2/ For the moment, it has been determined that registries will operate new gTLDs under the Thick Whois model
Therefore 

a/ It is currently common practice among registries –even if there are not “the biggest” in terms of DN registrations- to use Thick Whois even if they are some disparities within this category that would have to be addressed;

b/The benefits and difficulties of implementing the thick Whois model are already known by those registries which use it; 

c/ Regarding the transition process, there have been previous experiences therefore  lesson-learned;

Nevertheless,

a/ We are  worried regarding potential misuses and attacks of sensitive personal data under thick Whois model since we believe that the protection of privacy as a basic human rights recognized by all international human rights instruments, should be a primary concern in any Whois model  and at every level from registrants through registrar  to registries. 

b/ Many aspects regarding costs, technical challenges, authoritativeness, etc. still need to be clarified before taking a definitive and appropriate decision;

c/ Taken into account  international, regional  and national existing legal instruments, acknowledging  that  democratic and non-democratic political systems co-exist and  concerned about  uneven level of protection of  some consumers´ rights depending on their jurisdiction, we think that the content of the PDP should try to reach a balance in the search for a model that should seek to protect different kinds of rights of the registrants/consumers  versus  a model that might damage or put in danger basic human rights in order to protect other rights. 
If there is any other information you think should be considered by the WG as part of its deliberations, please feel free to include that here.
Other information: 
