QUESTIONNAIRE ON THE STATE OF THE UDRP

We would appreciate receiving your responses to these questions by May 6, 2011.
BACKGROUND

ICANN Staff has been asked
 to write an Issue Report on the current state of the UDRP and consider balanced revisions to address cybersquatting if appropriate.   Staff is thus aiming to look at how the UDRP has addressed the problem of cybersquatting to date, and any insufficiencies / inequalities associated with the process as well as whether the definition of cybersquatting inherent within the existing UDRP language needs to be reviewed or updated.  This Issue Report will be considered by the GNSO Council as it decides whether to commence a new policy development process (PDP) on the UDRP.   

As part of this effort, Staff is conducting research to identify potential issues that might be examined as part of a PDP on the UDRP.  As a provider of UDRP Services, you may be uniquely positioned in having key information on the UDRP, data and facts necessary for any such process.   Staff thus requests your input to this important process in answering the questions below.   Your insight and expertise will be of assistance to Staff in drafting this Issue Report.   

This Questionnaire was developed in collaboration with a drafting team convened by the GNSO Council.      Participation is purely voluntary, but encouraged, as a valuable resource to inform the ICANN community of the current state of the UDRP, and whether the UDRP can be improved.  The responses will be made publicly available on ICANN’s website, and will be referenced by Staff in the Issue Report on the UDRP.   
Please note that the purpose of this preliminary inquiry is to identify issues that may be appropriate for further analysis as part of this possible PDP.  These questions are not intended to solve any of these issues or to suggest any revisions to the UDRP, but merely to identify areas deserving further exploration.  This is intended to be a brain-storming exercise, and is not intended to be used for statistical analysis, or to compare or evaluate UDRP providers.   If the GNSO Council votes to commence a PDP on the UDRP, we expect to solicit your expertise and in-depth knowledge in the future through additional means, including, workshops, webinars, public comment periods and dialogue with the working group to be formed to conduct the PDP.   
We anticipate that some of the data requested below may not be easily accessible to you.   In such event, you may note that in your response, or in the alternative, you may indicate a date by which you could provide such information.
Thank you in advance for your help and willingness to participate in this important process.
QUESTIONS

1. Please describe how the UDRP has addressed the problem of cybersquatting to-date.

The National Arbitration Forum (Forum) as a neutral dispute-resolution provider, is not in a position to characterize the problem of cybersquatting or how it might or might not have been addressed.  However, we note the following impact and success of the UDRP.
As noted below, panelists have found cybersquatting in 87% of cases filed with the Forum to date.  In 13% percent of cases, panelists have found that either: 1. the complainant did not meet their burden to prove cybersquatting, 2. the case involved legal or factual circumstances that were not straightforward cybersquatting or 3. that the specific respondent was not guilty of cybersquatting (majority of the 13%).  While the percentage of cases of cybersquatting overall is relatively low in comparison to the numbers of domain names registered, the UDRP has been proven as a fast and relatively straightforward means of stopping trademark infringement in the form of domain names with relatively few instances of causing an undue burden for the registrant.

The UDRP is fast.  From January 2002 (our data is less detailed extending farther back), time to decision from filing averaged 50 days, and from commencement averaged 42 days.  Since January 2010, our time to decision from filing is averaging 46 days and from commencement averages 38 days, with some cases concluding in a decision in as little as 10-15 days.  The averages include cases that have been stayed for up to 45 days and cases that have been granted a response extension of up to 20 days.
The UDRP is fluid.  Panelists have been able to apply the UDRP to situations unforseen in 1999.  Pay per click, phishing, and mousetrapping were practices created since 1999, yet UDRP panels have been able to apply the UDRP appropriately.  
UDRP Panelists are fair. UDRP decisions are not made on a straight-default basis.   There are cases where Panelists find for Respondents, even when the Respondents didn’t appear, just on the record before it, or the lack of record in some cases. 

Some domain name registrants and respondents have used the UDRP decisions to guide their practices of domain names sales and registration as well, an indication that the UDRP has had a positive impact on cybersquatting over time.
2. Please provide your organization’s opinion on whether the definition of cybersquatting in the existing UDRP language ought to be reviewed or updated, and if so, how.

The FORUM is a neutral organization without an official position on substantive intellectual property issues and does not take any position on whether or not the definition of cybersquatting in the existing UDRP  is adequate, but observes the following:
a. The UDRP Policy paragraphs 4(a-c) have demonstrated remarkable fluidity and flexibility over the past nearly twelve years.  Panelists have been able to apply the Policy to a wide array of situations uncontemplated in 1999.  
b. If the Policy is substantively amended, care should be taken to consider the effect of the changes on existing precedent, and whether the changes narrow or restrict the UDRP so as to create greater loopholes for gaming or make it less flexible in application.

3. How many UDRP Proceedings have been filed with your organization?
As of April 26, 2011: 16,308.
Of these, how many (please provide total numbers and percentages for each question):
a. Result in a decision
We have 12,953 decisions (there are 219 open cases). 
Approximately 81% of closed cases have a decision.
b. Are terminated before decision
Approximately 19% of cases are terminated before decision (combination of voluntary termination, and dismissal for failure to meet requirements)
c. Are responded to by the respondent
Of the 16,089 closed cases, 3,903 have had an official response (which may or may not have complied with the formalities in Rule 5.)  We do not track cases where someone emailed with a question or to notify us of counsel, etc but did not actually provide a substantive response.  The percentage is roughly a 24% response rate.
d. Are appealed to a Court by the respondent (as far as you are aware)
The Forum does not track this data.  We hear of a handful  of cases appealed by the respondent (fewer than five) per year, but we get questions more often than that about the availability of an administrative appeal.
e. Are appealed to a Court by the complainant (as far as you are aware)
The Forum does not track this data.  We have heard of only a few cases appealed by the complainant over the past six years.
f. Result in a ruling ordering a transfer to the complainant or a cancellation of the disputed domain name
Complainants have prevailed 11,280 times (87%).  Where a respondent has responded, the percentage of complainants success drops to 81%.
g. Result in a ruling allowing the respondent to retain the disputed domain name
Respondents  prevail 13% of the time overall (1,673 cases).  Where a respondent has submitted a respones, the percentage of respondent’s success rises to about 19%.  In 273 cases, a respondent has prevailed even without responding (2%).
h. Involve privacy and/or proxy services set out on a year by year basis (as far as you are aware)
The Forum does not track this information and notes that, in a majority of cases (anecdotally) the privacy shield lifts, exposing the underlying registrant.  In all of our cases, 316 records have either the word “privacy” or “proxy” in the case name, indicating either the privacy/proxy service is the named Respondent or a Respondent has used one of those words in its Whois information.
i. Are proceedings where the respondent is not represented by counsel (as far as you are aware)
A query of our case management system finds that 13,964 cases have no Respondent counsel record in our database (approx. 86%).
j. Are proceedings where the respondent requested a finding of reverse domain name hijacking (RDNH) and, of those cases where the respondent requested such a finding, the number and percentage of the proceedings in which a finding of RDNH was made
The Forum does not  track findings of reverse domain name hijacking.  A search of our online, publicly available database just looking for the terms “reverse domain name hijacking” yields 185 cases mentioning it (indicating it has either been requested by the respondent or contemplated independently by the panel).  Relatively few such findings are made by the panelists.

k. Are proceedings where the language of the proceedings has been contested or challenged. 
The Forum does not track that information.

l. Involve disputed domain names that are deleted due to expiration either (i) after filing of the complaint and before commencement of, or (ii)  during the course of the proceedings 

The Forum does not  track those numbers but, anecdotally, we probably receive about one case per month  for both issues.

There is a “grey area” in the UDRP about deletions after the UDRP decision but before the decision is implemented.  The EDDP seems to make it voluntary for the registrar to hold the domain “during” the proceeding but the EDDP is silent as to what happens if the domain is not redeemed, but just prevented from being deleted during the proceeding.  We’ve seen a couple of cases this year where a domain name has been deleted immediately following the UDRP decision.  However, even if the number of incidents might be low, the impact in terms of time and effort on the part of the Forum or parties to solve or address the instances when it occurs are significant.
m. Involve disputed domain names that are transferred to another registrar either (i) after filing of the complaint and before commencement of, or (ii) during the course of the proceedings 
The Forum does not track this data.  Most “transfers” occur sometime before the domain name is locked by the Registrar (which might mean around the time the case is filed, either just before or after).  In some cases, the Registrar takes so long to respond with the lock that the domain is transferred away.   Relatively few domain names actually transfer to new registrars.  Domain names rarely transfer DURING proceedings (and can usually be promptly returned with follow up from the Forum).  However, even if the number of incidents might be low, the impact in terms of time and effort on the part of the Forum or parties to solve or address the instances when it occurs are significant.
n. Involve disputed domain names that are transferred to another registrant either (i) after filing of the complaint and before commencement of, or (ii) during the course of the proceedings

The Forum doesn’t maintain that information, but discounting the release of privacy shields, domains are relatively rarely transferred to a new holder during proceedings (especially when there is a lock in place).  As far as domains transferring after the complaint is filed, but before commencement, that happens more often, but still not with any regularity.  However, even if the number of incidents might be low, the impact in terms of time and effort on the part of the Forum or parties to solve or address the instances when it occurs are significant.
o. Involve proceedings where updates to  WHOIS records  either (i) after filing of the complaint and before commencement of, or (ii) prior to or during the course of the proceedings have raised concerns or problems (as far as you are aware)
We do not track this information.  Anecdotally, this is our single biggest challenge. Until we have received word that a domain name is locked (usually a day or two from filing, but sometimes as long as a few weeks) the WHOIS information is subject to change.  Furthermore, if you count all the privacy shields being lifted, it amounts for probably 70% of our cases.  Complainants dislike this because it means they have to go back and amend their complaints, and in some cases, the domain names turn out to be registered to different entities and the cases need to be split up.  WHOIS records rarely change after a case is commenced.
p. Involve proceedings where a decision ordering cancellation or transfer of the disputed domain name is not implemented by the registrar 
Again, we do not track this; anecdotally, this is a relatively minor percentage.  Although assisting complainants in getting the decision implemented is not directly required by the Providers in the UDRP, the Forum does use its connections with the Registrars and ICANN to help facilitiate decision implementation when the registrar is not responding.  A great deal of time is spent “chasing” the registrars that do not either comply with Rule 16(b) or implement decisions on time, and then following up with ICANN.
4. Please highlight the means in place to seek to balance fairness and efficiency in administration of the UDRP.
Some Forum practices that ensure fairness and efficiency:

a. Entirely electronic case handling, including a portal (and automated notices), increases efficiency and reduces errors.

b. Cases are assigned to coordinators based on case load and a rotating system.

c. Forum takes deadlines very seriously and does its best to stay within them in all circumstances—deadlines are imposed upon both parties.

d. Parties are strongly encouraged to communicate with the Forum via email so that a record may be kept of the communication for the panel and so the other party is apprised of the communication.

e. Forum case coordinators focus on prompt, efficient case processing with a significant emphasis on customer service to parties and a particular attention to the formalities of the Rules.  As a result, they do not substantively review submissions, which might permit a bias in favor of one party or another; instead they focus on the Provider’s role in the UDRP: procedural efficiency and fairness. 

5. Please highlight any insufficiencies/inequalities you see with the UDRP and its implementation.
As noted in our response to questions 1 and 2, above, the UDRP has withstood the test of time, subtantively.  The portions more “dated” or “illogical” are procedural in nature. 
a. One of the biggest points for “gaming” by both parties is in the pre-commencement phase.  
· Complainants file without paying, hoping Respondents will give the domain name up and hoping for a lock on the name before payment.  
· Registrars drop WHOIS privacy shields, frustrating complainants who have written their complaints with one entity as the respondent.  
· Registrars ignore requests to lock and provide information on the domain names/registrants.  
· Registrants transfer and delete domain names prior to commencement.  
· Registrants are notified of complaints before we have payment and before the complaint is even amended to have no deficiencies.  
The Forum thinks that, while the proposed URS has many deficiencies, we believe the URS has provided a good solution for at least some of the previously listed problems: a. providing Respondents with no notice of the dispute until payment is received, the complaint is accepted as not deficient, and the domain name is locked; and b. requiring a lock.  

b. The WHOIS privacy issue presents multiple places for inequalities.  The Forum has been told by ICANN staff that the “registrant” is the entity named in the Whois.  However, when the registrant identity is requested for service purposes, most Registrars lift the privacy shield.  There are problems, however, either way:

· If the Privacy shield is not lifted, the case can proceed against any number of domain names technically “owned” by any number of registrants.  If there are multiple responses, this presents an administrative nightmare for the Provider and Panel, not to mention a possible violation of UDRP Para 4(f) and Rule 1, indicating cases are to proceed against only one respondent.

· When the Privacy shield is lifted, complainants have to take the time to amend their complaints; and if there are multiple underlying registrants, strategic determinations need to be made quickly by complainant’s counsel.  Some complainants characterize this change in the Whois as an impermissible transfer as well.
6. Please provide any other information or documents that you would like Staff to consider as it prepares the Issue Report on the UDRP.
Our official letter of comment is attached.  
� The GNSO Council’s resolution requesting an Issue Report on the Current State of the UDRP is posted at:  � HYPERLINK "http://gnso.icann.org/resolutions/#201102" �http://gnso.icann.org/resolutions/#201102�
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