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The Vertical Integration Working Group (VIWG) created a Compliance and Enforcement sub team to draft an outline about compliance and enforcement issues that may be germane to the newTLD round.  Since there is no consensus position on vertical integration, a specific compliance and enforcement regime cannot be articulated at this time.  However, elements of a compliance and enforcement regime can be identified to assist the ICANN Board in assessing risk and resource allocation depending on the final recommendation regarding vertical integration in the newTLD round.
The starting point in developing a compliance and enforcement regime is to identify the rules that are to be enforced.  The rules can take a variety of forms including, among others: 1) mandates; 2) prohibitions or restrictions; 3) permitted, yet circumscribed behavior; 4) permitted behavior, if threshold requirements have been met.
It should be noted that, unlike a governmental agency, ICANN is a not-for-profit California corporation whose relationship with registries and registrars is based on contract.  ICANN does not have certain governmental powers (e.g. subpoena power) to utilize in a compliance and enforcement program.
A critical element in building a compliance and enforcement program is timing.  An enforcement and compliance program that targets specific behaviors or acts must be properly resourced and operationally effective at the time such behaviors or acts are likely to manifest themselves in the market.  In the case of newTLDs potentially anti-competitive or consumer abuse behaviors (in fact a significant percentage) can be anticipated during the launch phase of newTLDs.  An Enforcement Bureau and compliance program that relies on third party surveillance or competitors “dropping a dime” on abusive practices would not be timely for purposes of enforcement.

Among the elements of an effective compliance and enforcement program are the following:

Compliance
Risk analysis -  a risk analysis of anti-competitive practices and consumer abuse practices must be undertaken
Geographic scope – given the global nature of the DNS, compliance and enforcement would be expected to be global in scope and reach
Formal written compliance program – a compliance program must be formalized in writing; for a compliance program to be effective it must be: clear; communicated; corrective; and compelling (will be followed)
Companies (or actors) subject to the compliance and enforcement program must make a clear designation of responsible officers

Senior Management Involvement/Commitment to Compliance – Senior Management must be accountable and responsible for violations; compliance should be a corporate value
Bottom-up compliance – training of employees is critical to establishing bottom-up compliance
Screening – active screening for potential problems 
Recordkeeping requirements – covering data handling and transactions
Internal reporting systems – opens a dialogue between management and employees 
Chinese walls – effective Chinese walls with ongoing verification tools
Documented Training

Audits
Remedial actions – corrective action; internal disciplinary action
Advice line – resource for companies/actors attempting to institute and maintain compliance
Enforcement

Monitoring and Detection  

use of data and information systems to identify trends

prioritizing investigations and promote efficient use of resources

system for “public assistance” in monitoring and detection
voluntary disclosures – opportunity and process to self-report violations to mitigate penalties
Investigation and Collection of Evidence 

Standards of Proof

Penalties

Mitigating and Aggravating Factors

Deterrence

Resources – human (e.g. investigators; attorneys; auditors); data systems; document collection and handling
 In developing a compliance and enforcement program, ICANN’s past history and present structure and resources must be taken into account.  A “reactive” approach to compliance and enforcement will not sufficiently serve the purposes of a new compliance and enforcement regime for the newTLD round.  It cannot be overstated, based on skepticism of historic enforcement challenges, that a new compliance and enforcement program should be in place and operationally effective prior to changes that would open the door to potential anti-competitive conduct and abusive practices.  ICANN’s staffing requirements, internal structure, reporting lines (senior management responsibility; report to the CEO) and oversight (who will watch the “watchers”) are important issues that would need to be addressed and formalized to create a new, proactive “culture” of compliance and enforcement.  
