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BRUSSELS OPTION #1 

(BRU1)

1. LIMITS SHOULD APPLY ACROSS ALL TLDS.    

There was strong consensus that rules and limits should apply across all TLDs, regardless of the TLD offered by the registry or registrar in question.   For example, BRU1 does not believe the .COM registry operator should be allowed to own more than 15% of, or control, a registrar offering TLDs other than .COM.   BRU1 opposes any exception that would allow a registrar to own >15% of a registry if that registrar promised not to offer its registry’s TLD (or vice versa).    In this respect, BRU1 supports the Nairobi Board/ DAG 4 provision that places restrictions across all TLDs. 

The basis for this position is the strong belief that making such an exception would be close to allowing 100% cross-ownership in the same TLD.  Also, it reflects a belief that ICANN staff are not resourced or trained to properly control the many and varied gaming scenarios affiliated registrars could employ to promote or sell the names in their registry's TLD (or attempt to damage the names of another registry’s TLD).   In BRU1’s view it would not just be a matter of trying to identify and monitor all the varied registrar and reseller operations owned by the registrar's parent company.   There would also be myriad bundling, cross-marketing and promotional methods by which the affiliated registrar could circumvent the safeguard.     BRU1 believes this is why existing contracts effectively limit cross ownership of registries and registrars at 15% -- regardless of the TLDs they offer. 
2.     NO CONTROL REGARDLESS OF OWNERSHIP PERCENTAGE.  There can be no control (as defined by DAG 4 – essentially the ability to direct policy) between a registrar and a registry, or between a registry and a registrar, regardless of cross ownership percentages.   

3.     15% OWNERSHIP LIMIT.    In addition to 2. (above),  there can be no more than 15% ownership of a registry by a registrar,  or a registrar by a registry.   This limit recognizes that, even absent control, a registry may be incented to favor a registrar with whom they have significant cross-ownership  (BRU1 defined significant as 15%).   This limit applies regardless of the TLDs offered by the registry/ registrar combination in question.
4.     SINGLE REGISTRANT/  SINGLE USER TLD EXCEPTION.   A Single Registrant Single User (SRSU) TLD is one where the registry sets a policy where second level names can only be registered to the registry (i.e.  the registry is the registrant for all names). Also, the use of those names in terms of website content,  email control,  or any other application associated with the domains, is exercised only by the registry.  As 
a practical matter this means the registry is not providing second level names to other parties (who would have control over website content,  email use,  etc).      We believe the registry contract in the current DAG already provides for this type of registry via the schedule of registry reserved names (which could be added to as the registry and ICANN agree).   If there is perceived ambiguity about the applicability of this contract provision we believe the contract should be amended to explicitly allow for this type of SRSU TLD.   If the DAG cannot be amended in this way, we believe there should be an exception to rules 1. to 3. (above) that allows the SRSU registry to have: (1) 100% ownership/ control of a registrar in their TLD;  and (ii)  no obligation to provide equal access to other registrars. 

5.    Registry Service Providers (RSPs – also known as back-end technical providers).   BRU1 did not have consensus about the applicability of rules 1. to 3. to RSPs.   A proposal was made that if RSPs undertook a form of RSP accreditation with ICANN, and agreed to a set of significant sanctions directly with ICANN (should they be in breach of their obligations for such things as data integrity) that BRU1 might recommend  an exception for 100% control of RSPs by registrars (or vice versa).     Such an 'amendment' is not yet agreed by BRU1 - but there is  considerable interest in it.

QUESTIONS:

 
What is the best way to prevent gaming in a cross-owned entity -- percentage ownership caps, restrictions on control, both or something else?
· The most effective way to reduce gaming and prevent harms is to have clearly defined and easily understood ‘bright-line’ rules regarding ownership and control.  BRU1 does not believe, in the context of a very largely expanded universe of TLDs/registries/ registrars/ new issues,  that ICANN have the resources or capabilities to properly manage compliance unless ownership and control rules are extremely clear-cut.    Exceptions should be minimal and only when justified by strong evidence in support of registrant interests.   In particular, BRU1 does not believe ICANN has the ability to properly manage an exception based on registrars not offering the TLD of their affiliated registry.

  

Do the benefits of increased competition (registrars becoming registries or back-end service providers) outweigh the potential risks of gaming from a cross-owned entity, or vice-versa?

 

· BRU1 believes there will be significantly increased competition (as compared to the current marketplace) regardless of the ownership restrictions applied to new TLDs.  For example, BRU1 believes that even with very restrictive rules, such as the DAG 4 language, there will be significantly improved competition over the current marketplace.  Given this, and the absence of precise studies regarding harms, BRU1 favors a continuation of the current, 15% convention in cross-ownership across all TLDs.

 

 Should a registry be able to own a registrar, and vice versa, provided it doesn't distribute its own TLD?

 

· No.   As detailed above,  BRU1 strongly believes that limits should apply regardless of the TLDs offered by the registry or registrar. The basis for this position is the strong belief that making such an exception would be equivalent to allowing 100% cross-ownership within the TLD, and a belief that ICANN staff are not resourced or trained to properly control the many and varied gaming scenarios affiliated registrars could employ to promote or sell the names in their registry's TLD (or attempt to damage the names of competing registry’s TLDs).   
· In BRU1’s view it would not just be a matter of trying to identify and monitor all the varied registrar and reseller operations owned by the registrar's parent company.   There would also be myriad bundling, cross-marketing and promotional methods by which the affiliated registrar could circumvent the safeguard.     BRU1 believes this is why existing contracts effectively limit cross ownership of registries and registrars at 15% -- regardless of the TLDs they offer. 
 

What is an acceptable level of cross-ownership (0 - 100%) if self-distribution is permitted?

 

·        15%, which is consistent with the majority of existing contracts.  For the reasons detailed in the preceding paragraphs we do not view rules limiting self-distribution as enforceable.   In addition, there are potential harms from such cross-ownership unrelated to whether or not the affiliated registrar distributes its own registry’s TLD. 
 

What is an acceptable level of cross-ownership (0 - 100%) if self-distribution is prohibited?

 

·        15%, which is consistent with the majority of existing contracts.  For the reasons detailed in the preceding paragraphs we do not view rules limiting self-distribution as enforceable.   In addition, there are potential harms from such cross-ownership unrelated to whether or not the affiliated registrar distributes its own registry’s TLD. 
 

Should a registry be able to control a registrar, and vice versa, provided it doesn't distribute its own TLD?

 

· No,  for the all reasons detailed in  responses to the questions above,  BRU1 believes any exception for ‘doesn’t distribute in its own TLD’ is both unwise and unworkable.

Absent an arbitrary restriction on percentage of cross-ownership, what constitutes control?

 

· BRU1 did not discuss this in detail,  but there is a sense that the DAG4 definition of control is workable  (i.e. – the ability to set policies or direct management).

What restrictions should be put in place to prevent control?  Do these vary if self-distribution is prohibited?

 
· Establishing a 15% baseline maximum for cross ownership across all TLDs will prevent the overwhelming majority of likely control situations.  Although it is possible to have control below 15%, in practice this limit is likely to prevent the majority of control situations.    

 

 

Is ICANN capable of enforcing contract compliance to prevent gaming in a cross-owned entity?

 

· BRU1 believes that in the greatly expanded universe of TLDs/registries/ registrars/ new issues,   ICANN will not have the resources or capabilities to properly manage compliance unless ownership and control rules are extremely clear-cut.    Exceptions should be minimal and only when justified 

· by strong evidence in support of registrant interests.   In particular, BRU1 does not believe ICANN has the ability to properly manage an exception based on registrars not offering the TLD of their affiliated registry.

Specifically, should Registry Service Providers be required to enter into contracts with ICANN?

 

·        BRU1 considered, and has some support for, an exception under which RSPs could become accredited.  If this exception was granted,  and we recognize there is work to be done on this,  BRU1 might endorse an exception that allowed >15% cross ownership between RSPs and registrars.  I should also note that there were some members of BRU1 who were strongly opposed to such an exception.
 

Should other entities (eg Resellers) also be required to enter into contracts with ICANN?

 

·        BRU1 did not consider or recommend reseller contracts with ICANN.

 

Permitted for Single-Registrant, Single-User (SRSU) TLDs?

 

·        Yes,  per Section 4. of BRU1 proposal
 

Permitted for "orphaned" TLDs that can't get registrar distribution?

 

·        Not discussed in detail, but some support for this exception.
 

Permitted for "community" TLDs?

 

·        Not discussed in detail, but some support for this exception.
Should there be numeric caps for any or all of these?

 

·        Not discussed.
 

Should the results of this first-phase VI-WG PDP be limited to the first round  of new TLDs only?

 

·        Yes,  lessons will be learned and applied to the second round.
