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[Note: The following was prepared on an expedited basis as a discussion draft in response to the request to provide a list of harms for the Vertical Integration Working Group or VI WG.  The author has provided limited citation of references and has relied heavily on several primary sources due to limited time.  It is drafted based on the premise that the harms listed must be placed in context and that legal precedent is relevant here because society establishes laws in response to harms, both social and economic.  As such, the harms are juxtaposed against the laws and legal guidelines established to address them to provide analogs for the development of policy points as well as a foundational framework for compliance and enforcement provisions. This draft is not intended as legal advice or opinion and the author’s comments are his own and not to be taken as representative of any client, firm or stakeholder group] 

This is an attempt to list in greater detail potential harms resulting from a change in ICANN’s policy strictly prohibiting cross-ownership of generic top level domains between registries and registrars. For purposes of this analysis harms are generally defined as those actions which would negatively impact the ability of a consumer to have fair access to obtain an unrestricted (i.e., non-generic) top level domain (“TLD”) or its second level domains at reasonable cost in an efficient market that maintains competitive pricing under the forthcoming program for TLDs proposed by ICANN
To identify such harms, one option is to consider existing legal precedent that has been established to assure reasonable access to products and services in efficient markets under policies adopted to sustain them. Using this approach it becomes the burden of the past to assist in the development of standards for the future and to help define the competitive landscape of the “new economy” on the issue of access to the Internet under the new TLD program.
To support the development of policy based on the analysis of existing precedent  this overview looks at the harms addressed by current laws dealing with anti-competitive practices in the marketplace and the spectrum of measures taken to address them.  These measures range from antitrust statutes used for decades to break up monopolies and price fixing agreements, to more recent cases and FTC guidelines dealing with cutting edge issues on e-commerce collaboration such as computerized reservation systems, B2B-exchanges and peer-to-peer networks.
Since the rules relating to these anti-competitive measures are complex and their penalties for violating them substantial, it is no wonder that our VI WG has taken a significant amount of time to identify these issues, much less agree on how to address them.  This is especially true when one considers the markets we are dealing with.  It is suggested that by looking at these analogs in this brief overview of both terrestrial harms and harms expressed in recent Internet innovations and e-commerce collaborations may provide some guidance for a policy framework.  Given the limited time to research and prepare this draft, the author has had to rely on a limited number of resources from which many of the concepts and references cited have been obtained. See, e.g., Richard Raysman and Peter Brown, Computer Law:  Drafting and Negotiating Forms and Agreements, Chapter 14 (Antitrust Law) (2008).  
The two fundamental concepts in analyzing the overall harm of restraint of trade or anti-competitive behavior are “markets” and “market power”. A market traditionally is measured based on product and geography. 
The market for TLDs generally may be more difficult to measure because the geography or territory for the location of consumer applicants and the use of the TLD services for the Internet is essentially the world. Yet because each TLD represents a unique string of characters, some of which may represent terms too generic or descriptive to be protected by trademark law, each TLD may represent a unique market, based solely on the number of prospective applicants that can derive economic utility from a specific TLD and may, therefore, be much more limited (e.g., a TLD restricted to registrants speaking a particular language, or associated with a community limited by geographic, religious, political, tribal or socioeconomic factors). 

The product aspect of a market for antitrust analysis includes not only the primary product, service or technology in demand by consumers, but also products, services or technologies that are its reasonable substitutes within a given area.  For example, in Steve Weber v. National Football League, 112 F. Supp. 2d 667 (N.D. Ohio 2000), the Sixth Circuit Court of Appeals held that the relevant market with respect to an antitrust claim arising from a dispute over a domain name was the set of all domain names. 
 Under the new TLD regime, however, the market for this never before available product, whether it is .[brand], .[nontrademarkeable generic term], .[language] or .[identifiable community] may be extremely difficult to determine based on traditional analysis of reasonable substitutes (.com?, .org?) and a limited geography and limited consumer base.  This also would increase the difficulty in determining market share which is traditionally viewed as the portion, usually expressed in a percentage of the relevant antitrust market, that is comprised by a particular entity or entities. 
For purposes of this analysis, “market power” is defined as an entity’s ability to engage in conduct that would not be possible in a highly competitive market.  Essentially, market power exists only when an entity has the ability to act in a marketplace in a way in which it would not if the market were very competitive, i.e., efficient.  Thus, to determine whether a specific harm under the general harm of anti-competition or restraint of trade violates antitrust laws requires a determination of market power.
The following is a short list of harms addressed by specific laws and regulatory agencies in the United States in an effort to provide a framework of harms to help develop  the VI WG’s PDP.  

The Sherman Act.  The harm addressed by Section 1 of the Sherman Act is to prohibit agreements between two or more entities to “unreasonably restrain” trade in any market by agreement, contract, combination through a trust or conspiracy.

The harm of restraining trade can be based on “horizontal” or “vertical” agreements. Horizontal agreements are between competitors for the same goods or services.  Under the TLD scenario, a contract between two or more registrars, two or more registries, or two or more registry service providers would be an example of a horizontal agreement in restraint of trade.
On the other hand, a vertical agreement occurs when it affects activities among entities that are considered to be in a complementary relationship such as a registrar who sells second level domain names for the owner of a new TLD registry. This is the scenario of primary interest to the VI WG, that is, the vertical integration or cross ownership of a new TLD by a registrar and registry. Other examples would be a licensor who engages in research and development of a particular technology or who has entered into a license with a licensee who is a manufacturer of products utilizing that technology.  It would be vertical because the two parties’ activities are complementary.  See e.g., United States v. American National Can Company, Civ. No. 96-01458 (D.D.C. filed June 25, 1996 (Complaint alleging that license between horizontal competitors constituted illegal market allocation scheme). 
The specific harms fostered under agreements used to produce the general harm of restraining trade, include agreements to fix prices or price levels or to allocate customers, potential customers or territories. These harms are considered so inherently anti-competitive and produce such harm to market competition that they are all deemed “per se” unlawful.  Those agreements that do not qualify under per se unlawful categories of harms are instead analyzed under a more elaborate “rule of reason” analysis that includes the parties’ market power, the nature and business purpose of the contractual collaboration and various other factors regarding the effect of the collaboration on the parties’ incentive to compete aggressively.  
The U.S. Supreme Court has indicated in at least one case that vertical agreements, that is those between entities that are in a complementary relationship, are usually subject to the more complex rule of reason analysis than a per se analysis. 
To sum up, the harms covered by this section of the Sherman Act are based on agreements between direct competitors or entities in a complementary business relationship used to engage in anti-competitive and market controlling behavior. This behavior includes fixing prices, allocating customers, potential customers, or dividing up territories as well as boycotting competitors. Translating these harms to the TLD context, anti-competitive harms that could occur where a registry operator and registrar enter into a joint venture agreement for cross ownership of a TLD and use their control over the market for second level domain names to boycott the sale of certain domain names to competitors, holdback or “reserve” certain highly sought after (valuable) domain names, or reduce access to the TLD by unaffiliated registrars (who may be better suited to assist TLD applicants due to language, currency, familiarity with local laws and customs, etc.).
Section 2 of the Sherman Act is to address the harms of monopolization of a market or attempts to monopolize that market for any product, service or technology.  This harm may be best articulated through a look at the means employed to reach monopolization of the market,.  Harms such as exclusionary, predatory or otherwise anti-competitive conduct, specifically the harms in cases addressed under Section 2 of the Sherman Act, include those involving predatory pricing; that is, the harm of willfully using market dominance to acquire or maintain monopoly power through exclusionary, predatory or otherwise anti-competitive behavior.
The U.S. Supreme Court  has described a test for characterizing a firm’s behavior as predatory if it has been “attempting to exclude rivals on some bases other than efficiency.”  Thus, the policies adopted for vertical integration of registrars and registries should consider whether they address potential harm of dominant firms in the registrar or registry space attempting to exclude rivals on some bases other than efficiency. The harm addressed by Section 2 of the Sherman Act, i.e., abuse of monopoly power or willfully acquiring or maintaining that power must be distinguished from those instances where the mere growth or development of the firm exists as a consequence of a superior product, business acumen or historic accident.  See United States V. Grinnell Corp., 384 U.S. 563, 570-571 (1966). 

Predatory pricing is a harm. Tying the sales of multiple products together and other forms of leveraging market power from one market into another are additional harms under this type of anti-competitive harm addressed by Sherman Act Section 2.  
Another harm to be noted under this Section in the TLD context would be the use of exclusionary agreements between registrars and registries or restrictions by those parties to deprive competitors of access to essential services, products or technology. One question this raises is whether there is a separate market for registries under the new TLDs versus a market for registrars and whether the extension of power from one market to the other would constitute a violation.  The key harm Section 2 attempts to address is the denial of access to an essential facility.  Would a TLD owner who uses its market power to deny a second level domain name appended to a unique one of a kind TLD violate this law by denying access to an essential facility if the applicant for the proposed second level domain name was in fact a competitor of the owner of the TLD or of its vertically integrated registrar?  
The harms addressed under the Clayton Act are stock or asset acquisitions (e.g., mergers) that may “substantially lessen competition.” The Department of Justice and the FTC, which share jurisdiction over enforcement of this Act, are usually called in to challenge mergers of horizontal competitors or potential competitors but vertical acquisitions between an entity and its suppliers may also be challenged. In the TLD context, although this may now appear remote if a currently existing dominant registry operator decides to join forces in cross-ownership of a TLD with a dominant registrar this could require pre-merger notification if the merger would result in the harm of a substantial lessening of competition.  It should be noted that many foreign jurisdictions also require pre-merger notification to their competition authorities if a transaction reaches a certain threshold established by that country.
Robinson-Patman Act.  The harm addressed by Section 2 of the Clayton Act as amended by the Robinson-Patman Act is essentially price discrimination by a seller between two competing customers over the price of a product or price favoritism between two competing customers.  It also addresses the harm of a seller favoring one competing customer over another by favoring one customer with a grant of promotional services, facilities or allowances without a recognized legal justification for such differing treatment.  The Clayton act has been applied, for example, to address harms from a firm charging discriminatory prices to different resellers for products or services when such discrimination has an adverse effect on competition.  See e.g., Texaco, Inc. v. Hasbrook, 496 U.S. 543, 556 (1990).
Determining whether these harms and others are present requires an analysis of market power which also requires consideration of other factors beyond the scope of this paper but still important in considering the relationship between registrars and registries.  These would include barriers to entry and the “network effect.”

Barriers to entry can reduce a likelihood of anti-competitive harms even when a company has a very high market share if its market power is attenuated by the fact that it is easy for competitors to enter the market.  In other words, if it attempts to engage in anti-competitive behavior such as raising prices or requiring onerous contract terms.  It would be easy for others to enter the market and maintain competition.  It has been said that market power is rare in Internet-based and technology markets because of the ease of entry into information or intellectual property based industries.  However, whether this would be true under the new TLD system is uncertain because once obtained, a specific string comprising a new TLD may be so unique it is without economic substitute.  Failure to obtain second level domain under the new TLD or, once obtained, the inability to efficiently switch to a substitute, i.e, high switching costs, could result in substantial market power and potential for anti-competitive harms to develop.
Likewise, registry service providers may require substantial investment in technology providing access to the Internet backbone and local Internet access services that may be limited in number to economies of scale needed to make such businesses profitable.  If a number of new TLDs are all tied to one registry service provider or their contracts to continue operation based on their application rely upon that registry service provider, it could increase the potential for anti-competitive harms to develop.  
The “network effect” is a phenomenon whereby the value of a product increases as others use the same product.  In the new economy, operating systems and business to business exchanges are examples of network effects whereby the product becomes more valuable to any one user as more users adopt the same product.  For example, as an operating system grows more programmers develop programs compatible with that operating system.  Likewise, the course of history has been that antitrust analysis of network industries must account for the fact that market power can grow at a faster rate in these network industries than in traditional markets.
In 1995 the Department of Justice and the FTC issued antitrust guidelines for licensing of intellectual property (the “IP Guidelines”). The IP Guidelines were created long before the development of TLDs, and as noted below the issue of domain names as intellectual property varies by jurisdiction and has been the subject of much debate. In the event however, that the IP Guidelines were deemed to apply, it could be argued the TLD owners decision to grant access to a second level domain serves as a form of license for example when a TLD registry is granting a second level domain through its affiliate registrar.  The harm to be addressed here is essentially the denial of a second level domain to someone perceived as a competitor or to use exclusionary price fixing or abuse market power based on these domains as intellectual property. While domain names have been analogized to a telephone number or mere contractual right by some and as intangible intellectual property rights by others, the issue remains undecided for new TLDs.
To the extent the domains are deemed intellectual property, the complexity here is that Section 271 of the Patent Act provides, for example, that a patent owner cannot be denied relief for infringement merely because they refuse to license or use any right to the patent.  The IP Guidelines are vague and really do not address the key harm question and that is, whether an intellectual property owner’s refusal to license intellectual property rights can violate antitrust laws under denial of an essential facility.  So, for example, the FTC challenged Intel’s refusal to provide advance technical information about future microprocessors to three customers, all of whom had asserted patent claims against Intel.  The FTC said the refusal to these essential facilities was an attempt to extract an intellectual property license and related fees. See, In re Intel Corp., No. 9288 (FTC Mar. 17, 1999) (Analysis to Aid Public Comment) A decision in related private litigation, however, found no wrongdoing on Intel’s part in refusing to license its materials to plaintiffs.  Intergraph Corp. v. Intel Corp. 195 F.3d 1346, 1362 (Fed. Cir. 1999).
While this raises issues whether a TLD owner of a particular brand would be able to deny a second level domain to a competing brand, there could also be harms in the sense of a particular registry refusing to sell or dragging its feet in selling second level domain names to customers of registrars other than those sold by its cross ownership affiliate registrar and could serve as a basis for violation of FTC guidelines based on unlawful exclusionary conduct, also creating liability under the antitrust laws.  
Additional licensing harms:  Exclusive licensing and exclusive dealing.

Another harm addressed by the antitrust laws is the concept of exclusive licensing The IP Guidelines define this as one or more exclusive licenses which restrict a licensor from licensing to others and possibly also from using the technology itself.  Thus, the perceived anti-competitive behavior or harm addressed here would be the market power generated by the licensee to obtain an exclusive arrangement as the sole registrar for a particular TLD registry. The harm regarding exclusivity is a determination whether competitors of any party to the arrangement are denied access to resources that are necessary for competition. 
In contrast, exclusive dealing is a restriction imposed on the licensee; that is, in the case of a TLD the registrar would be restricted from selling second level domain names of any other registry, for example, or distributing or using competing technologies however those terms may apply to a new TLD.  In evaluating the legality of an exclusive dealing relationship the relevant issue is how difficult it would be for owners of similar competing technology to exploit their technology if access to the particular licensor is foreclosed by the exclusive dealing arrangement. 
Another harm addressed by anti-competition laws is “tying” where a seller conditions the sale of one product upon the buyer’s purchase of another product or service.  In the TLD context, this harm could occur when a registry operator conditions the sale of second level domain names by registrars upon the purchase of additional second level domain names to a second TLD the registry operater. Or perhaps the registrar must influence the purchaser of the second level domain to use the registry’s affiliated hosting, maintenance or web design services.  
For example, in 1998 the Department of Justice brought suit against Microsoft stating that Microsoft’s Internet Explorer web browsing software was tied to its operating system in violation of a 1995 consent decree.  Although previous rulings had allowed software engineers to combine functionalities and all products that were previously distributed separately to be treated as a single product for antitrust evaluation, a more stringent standard was ultimately applied that defines products according to the character of the demand for constituent components, not their functional relationship.  As a result, the District Court found Microsoft liable for violating antitrust laws through this technological tie. And while the District of Columbia vacated the District Court’s ruling, it did allow the Department of Justice to pursue its claim under a rule of reason for antitrust violations.  The question is whether a new harm may be created through technological ties between the operation of a registry for a new TLD and the goods or services operated through a registrar or one of its affiliates providing hosting or shopping carts, merchant relationships, etc.  

Recent cases have considered antitrust principles applicable to nearly every aspect of doing business on the Internet which in addition to sales, distribution and advertising of products would also include unique business models such as the formation of e-commerce alliances and mergers and acquisitions of Internet related companies.  It also must be recognized that the Internet provides unique opportunities for the network effect, allowing marketplaces to grow rapidly, including the growth of possible anticompetitive levels of market power.  This effect has also been countered to a certain extent by the ability of new technologies to “leapfrog” over existing companies to allow new competitors to compete with dominant market players, especially since the Internet allows entry on a global basis.  Thus, the anticompetitive harms addressed by the foregoing laws have additional wrinkles that must be considered.

E-commerce Alliances.  The Internet by its nature often requires alliances amongst companies that may overlap in areas of competition including software developers, web hosting companies and a variety of other technology collaborators.  This could often be the case with registry service providers and registry operators.  Even if registry operators may be permitted to function as registrars for domain names other than their own, competing with existing registrars, any alliance which results in the harm of significantly foreclosing competition will be subject to antitrust scrutiny and possibly run afoul of the antitrust laws.  Because of the international nature of the Internet as well, what may be seen as a hosting company on one side of the world may in fact engage as a registrar in other locations and while not seen as a competitor in one jurisdiction, could through collaboration essentially allow multiple competitors to ally to compete for a top level domain or for the contract to operate the registry as a registry service provider and foreclose competition by other firms. 

An alliance among competitors to jointly purchase a TLD could create antitrust concerns if the harm resulting is that the coalition is used as a vehicle for exchanging competitive information concerning prices or inputs that has the effect of stabilizing or setting prices or price levels.  A coalition could also run afoul of Section 2 of the Sherman Act if it has sufficient buying power to effectively control the market price for the goods it purchases.  

Collaboration Guidelines. According to the FTC/DOJ jointly promulgated Antitrust Guidelines for Collaborations among Competitors (“Collaboration Guidelines”) available at http://www.ftc.gov, competitor collaborations can include research, development, production, marketing, distribution, sales or purchasing collaborations.  While later cases may have altered its initial decisions over the past ten years, the initial reaction of the FTC on well structured e-commerce collaborations has been that they present little anti-competitive risk and offer large pro-competitive benefits.  These, however, were of course in an environment where registrars and registries, for example, were still subject to cross-ownership restrictions and when registries and registrars are part of the same entity, there may be more opportunity for collaborations to become vehicles for collusion or price fixing, key harms that the antitrust laws are created to address. 
In analyzing e-commerce collaborations including vertical integration of registrars and registries could be considered one raise important initial questions:   (1)  Has significant market power been created through the collaboration; (2)  Does the collaboration structure reduce anticompetitive effects; and (3)  Are there marketplace rules or policies in existence that have anti-competitive effects such as standards which promote one type of registry technology or TLD being accepted and another being denied. 
The following are the key harms in e-commerce collaborations have been raised by antitrust enforcement agencies:  

That a single dominant market entity, unconstrained by competitors, will extract large fees for the use of the marketplace, (e.g., second level domains), collude as to prices charged for second level domains or other goods sold on the marketplace and set rules or standards for doing business that have unfair consequences for that marketplace, its registrants or consumers generally.  
The collaboration also could essentially constitute an oligopoly or a group of dominant players banded together to manage and maintain control over a marketplace.  In this manner the harms would be operating the marketplace in a way that favors only the large dominant players and disfavors or excludes the smaller industry players.
While joint buying by collaboration participants could result in pro-competitive benefits of economies of scale, it could also result in sufficient market power to drive the price of a good or service to be sold below competitive levels and the ability for a coalition of companies to dictate purchase prices in a marketplace, a harm known as “monopsony power.”  
Given the unrestricted character of domain names and the creativity that should ensue in selecting them, it appears unlikely that a collaboration could corner the market on a significant number of TLDs especially given the expense of each. It is of course possible that a group of registrars could team together with one registry to control key second level domain names within that registry and possibly agree to force those who are not a member of the collaboration to pay a toll to access to the marketplace for that top level domain. 
Another harm from collaboration, including vertical integration of registries and registrars, is the information exchange and the risk of collusion. In the TLD context, the elimination of vertical separation by cross-ownership of a TLD could provide a mechanism for a TLD registry’s affiliated registrars to access sensitive registry data, such as domain name availability and other competitively sensitive information such as the availability of expired second level domain names or even WHOIS lookups to determine what businesses may be considering for their next brand, trademark application or even patent application. 
As noted in the comments submitted on DAG version 3, “with access to this sensitive data, an affiliated registrar could have the unfair competitive advantage to identify potentially high value names and monetize them through auctions, traffic sites or by selling them at higher prices to consumers through an affiliate on the secondary market. Moreover it could do so at little or no incremental transaction cost.” 
Another harm that has been raised with collaborations is that an online marketplace can preclude entities from accessing that marketplace by either setting standards or fees so high that they preclude many entities who are deserving of access.  Prices and standards should be set based on requirements to cover cost and create a level playing field and not to exclude legitimate business ventures seeking entry to a competitive marketplace. 
A final harm is the creation of standard setting that is favorable to only a limited number of participants or is directly created based on proprietary intellectual property or technology to favor only those setting the standard to be able to participate or have access to technology.  In a sense, this is the role of the VI WG in developing its policy as well as others participating in the development of the DAG.  
If the harm of restraining competition is the result of efforts to create agreements in the context of standard setting, those efforts may violate Section 1 of the Sherman Act.  More specifically, the harms under this category include the use of standards to allow some firms to favor their own technology and disadvantage other firms and consumers; the use of the standard setting forum as a vehicle for collusion or the exchange of competitively sensitive information.  As such, the efforts of those working in the standards setting should be to develop intellectual property policies and use policies for TLDs aimed at minimizing the risk that one or more participants will come to control or dominate based on a particular standard.

In conclusion, the foregoing harms have been presented with background on related laws to address them to place them in context and provide a meaningful framework for collaboration and effective discourse in the development of the PDP for the VI WG. The goal is to support ICANN’s efforts to protect consumers and provide a roll-out for the new TLDs that will provide fair access at reasonable cost in an efficient, competitive market.  
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