Area 6: Proxy registrar compliance with law enforcement and dispute resolution requests  (Study submissions #3, #20, Metalitz comment, #12)
as amended by Steve DelBianco & Steve Metalitz - 28-Jul-08

	Study Submission # 3 [submitted by Steve DelBianco, NetChoice]   Of ICANN-accredited registrars who offer their own proxy services, some are failing to reveal shielded registrant data in accordance with the Registrar Accreditation Agreement (RAA) and/or their own Terms of Service. 
…by obtaining empirical data already collected by requesting parties and consumer protection agencies.   

More likely, we will need to conduct tests by submitting properly constructed inquiries and measuring the time to relay and/or reveal true registrant information to the requestor.
	Previous hypothesis: Registrars do not comply with RAA Whois requirements, and Communication to registrants and/or revealing the identity of underlying registrants per RAA 3.7.7.3 are significantly delayed when proxy services are used.
Proposed:  Some registrars are not revealing registrant data that is shielded by proxy services when presented with requests that provide reasonable evidence of actionable harm, as required under RAA 3.7.7.3. 

	Study Submission # 20 [submitted by Claudio DiGangi, INTA] 
Proxy services are untimely and unreliable conduits of communications to registrants, …and/or proxies are in breach of RAA 3.7.7.3
	Previous hypothesis: Law enforcement agencies’ ability to fight crime is significantly hampered when privacy services are used.

Proposed: 
1. Some proxy services do not reliably relay information requests to and from actual registrants

2. Some proxy services are failing to adhere to RAA 3.7.7.3

	Study Submission using UDRP data [submitted by Steve Metalitz, Coalition for Online Accountability]  
Ask UDRP providers (WIPO, NAF) to identify cases involving proxy/private registrations and indicate whether the registrar revealed actual identity/contact information for the registrant.  Also determine whether registrants use of proxy service reduced registrant’s ability to contest a UDRP proceedings.
	Previous hypothesis: A registrant's use of a proxy/private registration service reduces the registrant’s ability to contest a UDRP proceeding.

Proposed:
1. Some registrars operating proxy services are not revealing actual registrant data when requested in a UDRP proceeding.

2. A registrant's use of a proxy/private registration service reduces the registrant’s ability to contest a UDRP proceeding.

	Study Submission #12:  [submitted by Wout deNatris, Telecom Authority, Netherlands] 
Assess & compare needs for Whois from both the law enforcement and privacy perspectives.

	Previous hypothesis: none
Proposed: 

Registrations can become more accurate if sensitive information of private persons can be secured while giving law enforcement proportional access. 


RAA 3.7.7.3 Any Registered Name Holder that intends to license use of a domain name to a third party is nonetheless the Registered Name Holder of record and is responsible for providing its own full contact information and for providing and updating accurate technical and administrative contact information adequate to facilitate timely resolution of any problems that arise in connection with the Registered Name. A Registered Name Holder licensing use of a Registered Name according to this provision shall accept liability for harm caused by wrongful use of the Registered Name, unless it promptly discloses the identity of the licensee to a party providing the Registered Name Holder reasonable evidence of actionable harm.  http://www.icann.org/registrars/ra-agreement-17may01.htm 
