ICANN GNSO new TLDS report 2007 – impact statement on behalf of the Commercial and Business Users Constituency (BC)
Background

Under ICANN existing guidelines within the Policy Development Process constituencies are asked under section 11c to provide: “an analysis of how the issue would affect each constituency, including any financial impact on the constituency”. 
There are innumerable uncertainties to the outcome of the PDP for TLDs including:
· the number of TLDs

· the nature of the TLDs

· the ability of ICANN to implement the safeguards discussed by the GNSO

· the number of those safeguards that reach consensus support within the GNSO

· the weight given by the Board to those safeguards.

For this reason the BC impact statement is necessarily written in terms of what the impact may look like given certain implementation scenarios.

A world of healthy competition and good faith
If the outcome is the best possible there will be a beneficial impact on business users from:

· a reduction in the competitive concentration in the Registry sector

· increased choice of domain names

· lower fees for registration and ownership
· increased opportunities for innovative on-line business models.

A world of increased opportunity for abusive competitive practises and fraud

There are a number of recommendations that seek to control abusive competitive practices as well as opportunities for consumer and business fraud such as cyber-squatting, typo-squatting, phishing and other forms of bad faith activity:
· graduated sanctions for contract compliance by Registries and Registrars
· avoiding confusingly similar domain names
· avoiding infringement of third party prior rights especially trade mark rights

· clear, quick and low-cost procedures for dispute resolution and the removal of bad faith registrations
· measures to prevent abuse of personal data or other commercially-valuable data.

If ICANN fails to implement the above recommendations there will be a negative impact on business users from:
· user confusion about site ownership and subsequent reputational damage to well-known businesses
· costs from diminished user confidence in e-commerce

· wasted costs of defensive registrations and online brand monitoring and enforcement
· wasted costs in legal and other actions to prevent avoidable criminal and cyber-squatting activity

· wasted costs and fraudulent losses to businesses and their customers from phishing and malware sites.

In the worst case scenario the negative impact on business users globally both directly and indirectly from reputation and confidence-related loss could be billions of dollars.
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