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We welcome the opportunity to comment on the Draft Guidebook, and appreciates the great deal of resources that have gone into its preparation.  We have General Comments applicable to several or all Modules, and also comments specific to each Module.
General Comments:

As stated by the BC in April, 2007, we support only those new TLDs that would add value to the namespace, on condition that better mechanisms be employed to deal with abuse.  See BC Position, “Adding Value to the Namespace while Avoiding Unfairness”, April 2007, attached as Annex A.

Economic Studies

ICANN has stated repeatedly that the internet community will benefit economically from the introduction of new gTLDs.  However, ICANN has not produced any study to suggest this, nor any study to demonstrate beneficial economic impact from the prior rounds of new gTLDs.  Such studies have specifically been requested by many stakeholders over the past several years, and should be produced by ICANN as justification for this new gTLD program.

Of equal importance, ICANN has never undertaken to study the significant, negative impact to the community, created by prior gTLDs and likely to be worsened by still more new gTLDs.  Businesses, organizations and individuals who have trademark and other rights have paid huge amounts of money to registries, registrars, ICANN and a number of businesses who provide online infringement monitoring and takedown services.  They have spent enormous resources to investigate and enforce rights against blatant cybersquatters.  To gain better credibility in the business community, we suggest that ICANN study and consider these costs, and begin policy development to mitigate them. 

Rights Protection Mechanisms

ICANN and its contracting parties have allowed large-scale cybersquatting to persist for many years, while taking revenue from every abusive registration.  Now ICANN is likely to make the situation dramatically worse with hundreds or thousands of new gTLDs -- if stronger rights protection mechanisms are not developed to address abusive registrations.  We believe there should be a phased implementation of new gTLDs.  Only community-based gTLDs with registrant verification mechanisms should be allowed before better rights protection mechanisms are developed for unrestricted gTLDs.
We support the notion of a standardized sunrise validation process that permits interested rightsholders to validate their rights one time, and then that validation would be accepted by all new TLD operators.  The past experience, of each new TLD with its own unique rules and costs for validation of rights, must be avoided with new gTLDs.  However, this is not nearly enough of a solution, because few businesses will be interested in defensively registering in many new TLDs, and should not feel obligated to do so (or else face a costly cybersquatting dispute).  Therefore, we urge ICANN to consider stronger mechanisms to protect existing legal rights, both before and after those rights are infringed.  
A standardized validation process could be extended to also provide warnings -- to the registrant, registrar, registry, ICANN and the rightsholder -- of any registrations which are likely to conflict with validated rights.  Such a non-binding process would be easy to implement, would provide all relevant parties with advance notice of a potential conflict, and thus could have a strong chilling effect upon abusive registrations.  ICANN could also consider a more binding process, which would block evidently conflicting registrations unless approved by the rightsholder.  This particularly might make sense for globally famous brands.
In any event, abusive registrations will surely continue.  So ICANN must empower its contracting parties with the clear contractual right to suspend resolution to any abusively registered domain.  This right is in many of the existing registry agreements, but not all, and is absent in the proposed new registry agreement.  This right is also incorporated in nearly all registration agreements between registrars and registrants, and in most registry-registrar agreements.  
However, the lack of consistency has created confusion about the ability of contracting parties to take action against abuse.  This confusion causes delayed response by contracting parties, everyday as private and public law enforcement battle online crime.  Of course, that causes inordinately more harm to the internet community, particularly to all of the various victims of that crime (including the contracting parties themselves).  Therefore, this ability must be clarified and strengthened by ICANN, particularly by requiring it in the new registry agreement.

ICANN could go still further, and consider a notice and takedown system for abusively registered domains.  ICANN should review how such systems have worked in some TLDs and in analogous implementations.  It is likely that some contracting parties would adopt such a system voluntarily, if there is devised a clear and objective process for handling abuse complaints.  It is also probable that TLDs that adopt such systems would experience far less abuse.
Transliteration of Strings from ASCII to Other Scripts, 

and Translation of Strings from English to other languages
The simultaneous advent of IDN TLDs among many new TLDs will cause a great amount of user confusion, particularly if different registry operators control different language and/or script versions of the same ASCII/English TLD string.   We believe that allowing a different entity to apply for and secure the right to manage a transliteration or translation of another TLD string would violate the GNSO recommendation that new TLDs must not be confusingly similar -- in sound, sight or meaning ​​-- to any existing TLD.  

ICANN must not force TLD operators and applicants to spend inordinate financial and human resources on needless challenge processes.  Both money and time would be much better spent on development of their TLD on behalf of the global internet community.

We encourage ICANN to make it easier for new and existing gTLD applicants and operators to offer multiple variations of their ASCII TLD string, so long as 1) the variations are legitimate translations or transliterations of the applied-for string, and 2) all pre-existing and new registrants in these TLDs have the opportunity to bundle their second level names along with all of the other variations offered by that TLD.  For example, .travel should be allowed to pay one application fee for .viajes, and perhaps a small additional fee for “travel” translated or transliterated into Japanese, Korean, German, etc.   Furthermore, the registrant of [trademark].travel should be given the opportunity to register the equivalent in any additional scripts offered by the TLD operator.

Lack of Detail in the Guidebook
Our final, general comment is that the Draft Guidebook still lacks a great amount of detail.  Specifically, there is very little detail about the various objection processes that may disrupt an application, and there is very little detail about any rights protection mechanisms that ICANN purports to require of new TLD registries.  We hope there will be ample time for comment, and revision, once those critical details are published. 

Comments on Modules 1-6

Module 1
1.1.2.7 We agree with the standard for confusingly similar gTLD strings, which will not be allowed if they are deemed “so similar that they create a probability of detrimental user confusion if more than one is delegated.”  But much more detail is needed as to how ICANN will make this determination.

1.2.2.2 It should be made clear that there will be no material changes to the community-based nature of new gTLDs for at least five years, and a presumption against them generally thereafter.

1.2.3 ICANN should clarify which portions of the application are to be confidential, and should further specify its methods for maintaining the confidentiality of this information.

1.2.4 We applaud ICANN’s efforts to publicize these Technical Acceptance Issues.

1.5.1 The Dispute Resolution Filing Fee should be refunded to the prevailing party, as with the Dispute Resolution Adjudication Fee.  ICANN must make every effort to keep these both of these Fees to a minimum.  Much more detail is needed as to the costs of the Dispute Resolution Fees, and refunds of Application Fees if withdrawn in response to a Dispute Resolution.


Module 2
2.1.1.1 Much more detail is needed as to the String Confusion Review, and particularly the qualifications and duties of String Similarity Examiners.  Will there be opportunity for public comment before they render a decision?  Are there fees associated with this review?  Decisions of the String Similarity Examiners should be subject to an appeal process.

ICANN should clarify the role of the String Similarity Algorithm, and also should consider qwerty and/or other relevant keyboard proximity as an element of the calculation.  What algorithmic threshold will trigger a review by an Examiner?  

Also, the Standard for String Confusion is inaccurately limited to “visually” similar.  Instead string confusion should be deemed to exist where they are “so similar – in sight, sound or meaning – that they create a probability of detrimental user confusion if more than one is delegated.”  
2.1.1.2 Criteria for placement on the Reserved Names List must be specified, and also a procedure should be developed for challenge and removal of names from the List.  There should be transparent justification for each string placed on the List, as to why it should be reserved.  Are these only reserved in ASCII, but not IDN equivalents?  

It concerns many famous brand owners that ICANN protects its own trademarks and the marks of other entities via the Reserved Names List, yet refuses to extend that protection to globally famous brands.  Many of those brands may have greater justification for placement on a Reserved Names List than do the ICANN-related names that are reserved.

3.2.1 Objections and Responses should not be limited to 2500 words, as this is unreasonably short.  We suggest at least 5000 words, but do not see need for arbitrary limitation.

3.4.4 ICANN should state a Conflicts of Interest Policy for all Panelists.

3.4.5 It is stated that panel decisions “will be considered by ICANN in making a final decision.”  We believe the panel decisions should not be subject to further review by ICANN, but should be subject to an appeal process by a third party provider of dispute resolution services and/or a court of competent jurisdiction.

3.5.1 Again it should be clarified that the appropriate standard is confusing similarity in sight, sound or meaning.  This would be consistent also with Section 3.5.2 as stated.
3.5.3
Obviously, some detail is required before anyone can comment on the Morality and Public Order Objection.

3.5.4
The “Defenses” section should be removed or clarified.  The objector must have the burden to prove all four elements of the stated test.  If they have done so, and the applicant has also met the Community requirements at 3.1.2.4, then ICANN intends to award the TLD to the applicant.  Even despite a finding that there is a likelihood of detriment to a community?  ICANN should clarify how the community objection might be accommodated, if in effect there are two or more valid community claims to same or similar strings.  
Module 4

4.1 Again, it must be clarified that confusing similarity in sight, sound or meaning will create string contention.

4.1.3 It is unclear why applicants should may not resolve string contention situations by creating a joint venture to operate one string.  This would seem to further ICANN’s interests in resolving contention situations amicably, and anyway could easily be avoided through other corporate structural mechanisms with similar effect.

4.2.1 We believe that community-based applications should prevail over open and unrestricted applications for the same or similar strings.  ICANN has raised the bar too high for community-based applications to prevail in contention circumstances, by requiring a nearly perfect 11 of 12 score in any comparative evaluation.   If the community-based applicant is competing against open application(s), then a lesser score should prevail.  We suggest that 10 points ought to be enough to prevail, as the criteria are set out in Section 4.2.3.  Of course if another community-based application had a higher score, then it ought to prevail.
4.4
90 days for execution of a contract may be a very short time in many circumstances, particularly where non-English speaking parties are involved.  Prior registry applicants have been afforded wide latitude in negotiating their contracts, even over periods of years.  We note that Section 5.1 says that applicants “are expected to enter into the agreement substantially as written”, yet this has not been the case for prior applicants, and it is unclear what proposed amendments would be deemed “substantial.”  So ICANN should clarify its intent with this provision with respect to the scope of negotiation that is expected to be allowed for new gTLD registry applicants. 
Module 5
We are concerned about the relation between existing registry contracts and these new gTLD registry contracts as proposed by ICANN.  Our biggest concern is that existing operators will use provisions in their contracts to demand “best terms” from the new registry agreements be amended into the existing agreements.  In particular, this could lead to the elimination of negotiated price caps in existing registry agreements, which in turn could lead to differential pricing.  Furthermore, it could lead to extortionate renewal pricing once registrants have invested time and money in domain names with expectation of a reasonable price.  In order to preclude this sort of behavior, ICANN should have mechanisms to review, and then approve or disapprove, any renewal price increases over a certain threshold.  
2.7 of proposed Registry Agreement should clarify that only changes that might decrease the effectiveness of Rights Protection Mechanisms shall be subject to prior ICANN approval.  Changes intended to increase the scope or effectiveness of Rights Protection Mechanisms should not be subject to prior review.

Module 6
10
Applicants should have the ability to assign their rights in any application under commercially reasonable circumstances, such as when all of the assets of their business are sold to another going concern.  ICANN should retain discretion to approve or reject any such assignment -- in order to prevent any sort of market from developing for TLD applications, and in order to ensure that any assignee also meets all of the applicant criteria previously satisfied by the assignor.

ANNEX A

Business Constituency Position
Adding value to the namespace while avoiding unfairness
April 2007

Background
The document draws on existing positions of the ICANN GNSO Business Constituency (BC), and adds detail on the concepts of community support, transparency and rights protection in light of the 2007 process for new generic top-level domain names (gTLDs).

Five principles to determine future expansion  

Name space expansion should create added-value. Where there is added-value there will be user demand. In this way expansion will enhance choice, competition and be in the public interest. In a global market economy added-value means differentiation and a practical way to achieve this is if all new names meet five principles:

	1
	 Differentiation 
	a gTLD must be clearly differentiated from other gTLDs

	2
	 Certainty 
	a gTLD must give the user confidence that it stands for what it purports to stand for

	3
	 Good faith 
	a gTLD must avoid increasing opportunities for bad faith entities who wish to defraud users

	4
	 Competition 
	a gTLD must create added-value competition

	5
	 Diversity 
	a gTLD must serve commercial or non-commercial users


Community support

The BC supports the concept of top-level domain names that are targeted towards a community as the optimal way to expand the name space because they create this sort of added-value competition. Such names may include chartered and sponsored TLDs. 

Chartered TLDs are ones proposed by an applicant registry where the registry does not represent the community targeted but seeks to define and appeal to a targeted community. The public interest justification in awarding a monopoly-like right on the TLD is thus lower than that for a sponsored TLD and so allocation criteria for competing applications may be different to those appropriate for sponsored TLDs.

Sponsored TLDs are ones proposed by a sponsor (with or without plans to provide the back office and front office functions of the registry) where the sponsor defines and represents the community targeted. This ability to represent the community is the public interest justification for the awarding of a monopoly-like right to a unique domain name. Example: Tralliance was awarded the .travel TLD because it was able to show the sponsor was representative of the world’s travel trade community. 

Such community supported or targeted TLDs have five key benefits:

· they establish competition with .com because they provide TLDs that have an identity: companies are provided an incentive to migrate to the TLD to take advantage of a form of brand identity within their sector, 

· they identify a community that has reason to maintain and encourage registration in the TLD space, 

· they provide improved searchability with more relevant results,

· they identify a community that has reason to maintain an accurate and authenticated WHOIS,

· they prevent cyber-squatting, phishing and other forms of consumer harm because there is control and validation of who registers in the space.

The 2006-7 process for new TLDs: maximising the benefits

It is highly likely that the next round of TLDS will attract mostly open TLD applications. Should the BC therefore consider the concept of registrant-verification for all TLDs? The paper seeks to explore this issue.

The 2006-7 process for new TLDs: transparency versus confidentiality

An unforeseen issue in the 2006-2007 round of TLDs has been the lack of transparency of certain applicants as to who exactly their backers are. The paper seeks to explore this issue.

The 2006-7 process for new TLDs: the concept of community
During the first half of 2007 ICANN’s GNSO is completing work on a recommended process for new gTLDs. The process will allow open, chartered and sponsored top-level domains.  Where in any round of applications two or more applicants apply for the same string (the alphanumeric characters to the right of the dot), one recommended way to resolve the conflict is to prefer the applicant that can demonstrate community support. The paper seeks to explore this issue.

The 2006-7 process for new TLDs: rights protection mechanisms

A significant concern of most members of the business community in the forthcoming  process for new TLDs is the likelihood of bad faith use of trade marks or other reputational identities and the absence of practical remedies. The paper seeks to explore this issue.

Recommendations

1. Maximising the benefits

It is highly likely that the next round of TLDs will attract mostly open TLD applications. The BC recommends that all new registries be obliged to verify the initial registration information of registrants. The screening protocols used by .travel or .cat and other sponsored TLDs may be appropriate mechanisms for this purpose. Additionally, a system of voluntary registrant certification could be established (by a third party) as a simplified means of verification for users who have multiple domain registrations. The BC notes that should registrant-verification be applied to all new TLDs then at least two of the four benefits of sponsored/chartered TLDs would be achieved, namely:

· the maintenance of an accurate and authenticated WHOIS.

· the prevention of cyber-squatting, phishing and other forms of illegal activity because there is control and validation of who registers in the space.

Recommendation
The BC recommends that all new TLD registries adopt a means of registrant-verification in order to reduce illegal activity.
2. Transparency versus confidentiality

The award of a TLD is akin to the award of a monopoly right, which under current proposals will be a right with a strong presumption of indefinite renewal. An application claiming community support and to be representative of that community should have to demonstrate the claim. 

The BC foresees two possible exceptions under which confidentiality of certain parts of an application may be reasonable:

· to prevent copy-cat competition of a unique business model;

· to prevent a declared expectation of physical harm or imprisonment of a sponsor.

Recommendation

Subject to the above, the BC believes that there should be full transparency and disclosure in any TLD application including the full list of the names of the sponsors, proposers and investors behind any application. 

3. TLDs and the concept of community
One GNSO recommendation for resolving string contention is to give priority to the applicant that can demonstrate a level of support of the community. Staff Evaluators would devise criteria and procedures to investigate the claim.

Recommendation 

The BC supports this means of resolving string contention and proposes that the evaluation of level of support be based on a standardised and simplified version of the existing ICANN experience with the evaluation of sponsor and sponsored community in previous sTLD application rounds.

4. Rights protection mechanisms
A significant concern of members of the business community in the forthcoming process for new TLDs is the likelihood of wide-spread bad faith use of trade marks or other reputational identities and the absence of practical remedies. Rights holders consider this issue an unfair business practise for two key reasons. 

a) Harm without compensation and profiting from bad faith
Rights holders have significant experience of a variety of bad faith use of their trade marks and associated reputational identifiers in new TLDs. These practices include but are not limited to:

· cyber-squatting – the bad faith use of the reputational identifiers of another to misappropriate traffic intended for popular web sites, or to otherwise take unfair advantage of business reputation;

· typo-squatting – the bad faith use of a common misspelling of another’s reputational identifier to misappropriate traffic intended for popular web sites, or to otherwise take unfair advantage of business reputation;

· phishing – the bad faith use of the exact or a common misspelling of a reputational identifier of another in order to commit fraud on the web user.

The above are unfair business practises by registries because in each case, while there is harm to the pre-existing reputation, and harm to the Internet user, the party enabling the harm (the registry), not only bears no cost nor offers compensation nor remedy, yet actually profits from the harm through the registrant’s fees.

b) Defensive registration or coercion ?

The above situation has meant that affected company’s have been forced to seek the one available remedy, that of defensive registration. In some cases the costs of these even can reach hundreds of thousands of dollars.  Sometimes this has been assisted by an early registration privilege (sunrise period) or a dispute resolution policy to transfer ownership of the offending domain name. This remedy is in effect an unfair business practise because a third-party’s business opportunity (the registry) has added cost to a large number of third parties without any corresponding benefit.

The solution

The regional registry running .eu offers a cost-free take down mechanism where there is such reputational harm. The .asia registry is considering a similar mechanism. Once harm is established the domain name is removed from the root. Subject to seeing how it operates in practise, the BC supports this type of mechanism.  (The community is considering additional mechanisms and the BC may propose these at a future date.)
The process for evaluating reputational harm needs to be robust and proportional to the harm. Such a mechanism should not be abused for competitive reasons nor in cases where there is an absence of bad faith or reputational harm. Consideration will be necessary when similar or identical trade marks co-exist or where the name is a common word: the test should be use in bad faith.

Recommendation

The BC believes the solution is to have a take-down mechanism for bad faith use that is cost free to the company whose reputation is being harmed in all TLDs both existing and future, both generic and country-code. The BC calls on all existing registries to implement such a mechanism within the next 6 months. The BC calls on ICANN to add such a requirement to all future and existing registry contracts.
