Melbourne IT response to the IRT report 
======================================= 

Melbourne IT will respond to each of the 5 proposals in the IRT report, and briefly comment on the other proposals identified in the report as worthy of further consideration.
1.0 IP Clearinghouse 
==================== 

- Melbourne IT strongly supports the concept of the IP Clearinghouse 

- Note that ICANN has been very successful in getting compliance from registrars with respect to data escrow since ICANN established an escrow service at no additional cost to the registrars (note registrars already pay substantial accreditation fees to ICANN in addition to the domain name transaction fees)
- The IP Clearinghouse should have a web based interface for consumers and the business community to review the information, and should have an automated interface for access only be accredited registries and registrars at no charge.  The registries and registrars should be bound under contract to ICANN to only use the data for the purpose of validating trademark issues.   Other organisations involved in trademark protection may be allowed automated access, but only after their bona fides have been verified by ICANN, they pay some form of accreditation fee, and they are bound by contract to ICANN.
1.1 Globally Protected Marks List ("GPML") 
========================================== 

- Melbourne IT supports the creation of the Globally Protected Marks List. 
It should be noted that the top level already has extensive protections, so the creation of the GPML while useful at the top level, is really only justified if it is implemented as primarily a protection mechanism at the second level.
- The bar of 200 trademark registrations in 9 countries seems very high.   How was this standard set? 

- It is also stated that no other party can own a trademark registration for the applied-for GPM, without a further higher bar being set.   Is this extra step necessary?   Really the protection should be around the use of the mark, and not necessarily making it exclusive to one party.   Any party wishing to register the name would need to show that they would not infringe the legal rights of the GPML holder, and evidence of an existing trademark would assist in that process.  If a single trademark registration does result in a higher bar, then there needs to be a minimum bar on the single registration - e.g must have been validated by an examining authority with the applicant showing evidence of use.
1.2 Non-GPM marks and IP Claims service 
======================================= 

- There is a big change in the level of protection for a GPM mark and other marks stored in the IP Clearinghouse. 

- The IP Claims service states that registrants should represent and warrant that the registrant has a right or legitimate interest in the domain name, and that the registrant will not use the name in bad faith.   However there are no requirements around the authentication of the registrant making those claims, and would add little additional protection beyond that which is already in the registrar-registrant agreement.
- Recommend an additional category of protection for non-GPM marks that meet a minimum criteria - e.g pay an additional fee, the trademark has been examined by an examining authority, the trademark is protected in at least 10 countries.  Maybe call this a "Regional protected mark - RPM".  The registrant must first be authenticated at a level similar to an extended validation website digital certificate, prior to agreeing to the terms of registration.   A registrant need only be authenticated once through an authenticating body, and can still register multiple names.
2.0 Uniform Rapid Suspension System (URS) 
========================================= 

- Melbourne IT supports the creation of the URS service 

- the criteria for URS should exactly match the criteria used in the existing UDRP process 

- the pre-registration process should be managed as part of the IP Clearinghouse registry 

- copies of the WHOIS record and website submitted as part of the complaint must be date stamped at the time the copy was made
- in addition to email, there should be automated mechanisms for registries and registrars to query the third party dispute resolution provider to retrieve details of a URS complaint (e.g similar to the methods used to advise registrars of domain name transfer requests).  Email is not effective for high volume operations.
- Melbourne IT supports the concept of an answer fee where the registrant is the subject of multiple URS complaints. 

- a registrant subject to a URS complaint that submits an answer should also be subject to an authentication process to verify the identity of the registrant, at the time of submission of the answer.
- there is little detail on what constitutes an abusive complaint by an aggressive trademark holder.   This needs to be clarified, but at a minimum if there are three findings against the trademark holder within say a 30 day period they should be blocked for one year.
3.0 Post-Delegation Dispute Mechanism 
====================================== 

- Melbourne IT supports the general approach, as there does need to be a clear process established for a rights holder to request ICANN to investigate a breach of the registry agreement related to the rights of the rights holder.  It is likely that various dispute procedures used in the new gTLD process, would result in various contract restrictions on a new gTLD manager, and there needs to be mechanisms of follow-up if these conditions are not complied with.
4.0 Thick WHOIS 
=============== 

- Melbourne IT supports the concept around a thick WHOIS service operated at the registry, as it provides a reliable service that holds the gTLD WHOIS data in a consistent format.
- the WHOIS service should provide a free web based access to the information with mechanisms to prevent computer based data mining
- Automated access to the thick WHOIS service should be restricted to those parties that are accredited registrars for the purpose of managing transfers, or other parties that have been accredited by ICANN, pay an accreditation fee, and sign an agreement that the information can only be used in connection with domain name operations, and may not be used for marketing purposes.
- Melbourne IT does not see a need for a central, universal WHOIS database to be maintained by ICANN.  This raises risks associated with all data held in one place that may be used for purposes other than domain name operations.  Instead ICANN should focus on improving standards around data formats for queries, and for managing non-latin language scripts.
5.0 Process for evaluating string confusion 
=========================================== 

- Melbourne IT supports the consideration of aural and commercial impression on those strings that are previously identified as visually similar by the string check algorithm
- Melbourne IT does not support the use of aural or commercial impression, without first the visual similarity check being done.   E.g .voyage and .travel can mean the same but there is no visual confusion, whereas .com and .kom both are visually similar and also sound similar.   .mate and .make may look similar but sound and mean something different.   
6.0 Comments on other protection proposals 
========================================== 

- Melbourne IT supports separately identifying corporate brand/single registrant TLDs, and identifying the requirements for selecting one or more registrars
- Melbourne IT supports a fee structure that recognises IDN/ASCII equivalents of the same string provided that each second level name is managed by the same registrant and maps to the same Internet location.
