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July 6, 2009

The United States Council for International Business (USCIB) appreciates the opportunity to provide comments to ICANN on the IRT Final Report. USCIB is a business association whose membership includes some 300 leading U.S companies, professional services firms and associations, representing a wide array of Internet stakeholders, including general business users, ISPs, IP Rights Holders, registries, and registrars. USCIB is a founding member of the ICANN Generic Name Supporting Organization (GNSO) Business Constituency and was very active in the formative stages of ICANN. The technical coordination of the Internet is of critical importance to all of our members given the amount of their business that is conducted over it. 

USCIB recognizes ICANN’s efforts to engage the Internet community in determining policy surrounding new gTLDs.  We also recognize the challenges this presents overall, given the array of factors to be considered in introducing new top level domains.  USCIB’s comments to ICANN on the first Draft Applicant Guidebook (DAG1) put forward general principles, questions, and concerns, including several relating to trademark and brand protection.  

USCIB applauds ICANN for responding to our and others’ requests for additional guidance on how new registries should evaluate and implement mechanisms to protect brands, given the important role these mechanisms play in both upholding the intellectual property rights of brand owners, as well as protecting consumers from fraud.  USCIB appreciates the IRT Report’s guidance for both top and second level domains protections, as well as pre- and post-delegation protection initiatives.

USCIB supports robust intellectual property protections within any proposed rollout of new gTLDs. As such, we generally support  the IRT Report recommendations, as we consider them, as a general matter, in keeping with the priorities we suggested in past comments to ICANN regarding new gTLD introductions:

· The process for introducing new gTLDs should be deliberate, in keeping with the goals of increasing competition and choice in the DNS, maintaining differentiated space, and ensuring DNS security and stability;

· Adequate protections must be established to protect brands and trademarks and reduce consumer confusion;
· New applicants must demonstrate clearly that the particular new gTLD,is sustainable, contributes to innovation in the domain name system, and is reliable so as to prevent registry failure and the resulting negative impact that such a failure would have to users; 
· Objective criteria must be developed against which applications should be judged, including technical and operational requirements for applicants, as well as criteria to assess gTLD sustainability concerns; and
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· Introduction of non-ASCII domain names must balance complex issues, including technical considerations, demand for internationalized domain names, and continued security and stability of a single authoritative root.

We recognize steps by ICANN and its community to attempt to address some of these principles through the IRT process and its recommendations.  ICANN must ensure that intellectual property protections are included in any rollout of new gTLDs.  Such protections are critical to the integrity of brand owner rights, guard both consumers and other businesses against fraud, and contribute to a secure and stable Internet. Thus USCIB welcomes the report and its recommendations.  
USCIB acknowledges that the work of the IRT and its consultative process is addressing one of four overarching issues that ICANN has acknowledged must be addressed prior to any introduction of new gTLDs.  Trademark protection, malicious conduct, TLD demand and economic analysis, and security and stability concerns are interrelated issues that must be thoroughly analyzed and addressed in a holistic manner.







