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Introduction:

I appreciate this opportunity to communicate a proposal to the members of the Joint SO/AC Working Group on New gTLD Applicant Support, and I use this moment to formally thank the ICANN Board for their charitable resolve.
In Nairobi, the ICANN Board put forward the following resolution
: 
Resolved (2010.03.12.47), the Board requests stakeholders to work through their SOs and ACs, and form a Working Group to develop a sustainable approach to providing support to applicants requiring assistance in applying for and operating new gTLDs .
The proposal put forth herein focuses upon assistance measures specific to certain operational costs (that which some in the Working Group have termed as “on-going costs”
).
Background:

The Draft Applicant Guidebook
 (DAG) [at question #50 in the scoring section] establishes this requirement:
“Documented evidence or detailed plan for ability to fund ongoing critical registry operations for registrants for a period of three to five years in the event of registry failure, default, or until a successor operator can be designated. Evidence of financial wherewithal to fund this requirement prior to delegation. This requirement must be met prior to or concurrent with the execution of the registry agreement.”

At a bare minimum (for scoring purposes), ICANN seeks the following: 
 

“(1) Costs are commensurate with technical plans and overall business approach as described in the application; and

(2) Funding is identified and instrument is described to provide for on-going operations of at least three years in the event of failure.”
At issue is whether this particular funding requirement is justified and reasonable.

Discussion:
ICANN has laid out its rationale (and additional details) for this funding requirement as follows:
“Registrant protection is critical and thus new gTLD applicants are requested to provide evidence indicating that critical functions will continue to be performed even if the registry fails. Registrant needs are best protected by a clear demonstration that the critical registry functions are sustained for an extended period even in the face of registry failure. Therefore, this section is weighted heavily as a clear, objective measure to protect and serve registrants.  The applicant has two tasks associated with adequately making this demonstration of continuity for critical registry functions. First, costs for maintaining critical registrant protection functions are to be estimated (Part a). In evaluating the application, the evaluators will adjudge whether the estimate is reasonable given the systems architecture and overall business approach described elsewhere in the application. Second (Part b), methods of securing the funds required to perform those functions for at least three years are to be described by the applicant in accordance with the criteria below. Two types of instruments will fulfill this requirement. The applicant must identify which of the two methods is being described. The instrument is required to be in place at the time of the execution of the registry agreement.”
While I concur that registrant protection is critical and that critical registry functions must be sustained for an extended period of time in the event of registry failure, I take issue with the timeframe established (three to five years) as it does not comport with the recommendations delineated in the ICANN gTLD Registry Failover Plan
 presented on 15 July 2008.

The Failover Plan:
The gTLD Registry Failover Plan contemplates a number of scenarios that could well unfold soon after a registry “event” has transpired that may potentially impact a registry’s business continuity.   These scenarios include timeframes established for purposes of examination, situation handling, communications and crisis response, for invoking temporary agreements with a backup operations provider or for invoking the registry’s continuity plan, for locating a buyer for the TLD delegation within the transition timeframe for the remainder of the registry’s contract, for a call for expressions of interest and for seeking input from the community, and finally a possible timeframe for an auction process if there are indeed multiple qualified applicants. 
So, how much time are we really looking at?

The Failover Plan states:

8.2 If possible, the registry or backup registry operations provider will maintain operations for a designated period of time (30 to 90 days or more) in order to ensure that registrants have sufficient time to locate alternatives to the TLD.
Quite clearly this Failover Plan recommendation, crafted by some of the best minds available to ICANN, calls for a timeframe of highly limited duration (in keeping with the general principle of “acting to ensure confidence in the DNS” as well as respecting ICANN’s Core Principle of “acting with a speed that is responsive to the needs of the Internet”).

Further, the Failover Plan recommendation plainly stands completely at odds with the DAG’s requirement for a financial surety instrument to guarantee continuity for critical registry functions for three to five years subsequent to a registry failure.
Unfortunately, what we have here is a case of the left hand not knowing what the right hand has already indicated.  

The Preliminary Proposal:
Throughout the DAG one notes the concerted Staff effort to make “conservative” assumptions, and we can also see that in response to earlier comments Staff has unabashedly expressed willingness to reconsider positions earlier taken.  For example, consider this statement from the Benchmarking of Registry Operations
 document:
A comment inquires whether it would be reasonable to change the financial instrument requirement to two years of funding for registry operations rather than three. This is being considered by ICANN as the critical registry functions and the mechanics of the financial instrument are being refined for the next draft of the Applicant Guidebook. It is possible that the objectives of ensuring continuity and registrant protection can still be met with a slightly reduced reserve requirement.
The first step in reducing the financial instrument requirement has already been taken.  It is now up to the Working Group to press home the point that timeframes (and consequent costs) may logically be reduced further based on earlier communitywide Failover conclusions.  
Taking a conservative approach, it would not be unreasonable as a first step to stipulate to a financial instrument that serves to support critical registry functions for 180 days subsequent to the declaration of a registry “event” – it’s realistic and graciously exceeds the recommendations of the Failover Plan that was generated after extensive collaboration and consultation with experienced gTLD registries, ccTLD managers, SSAC, and other members of the community.

Additional Proposal Elements & Closing Thoughts
The Working Group is advised that one must not overlook the fact that the timeframe cited in the financial instrument requirement may be totally circumvented by the designation of a successor operator:

“…a period of three to five years in the event of registry failure, default, or until a successor operator can be designated.”

At issue is whether we can formulate a way by which a potential successor operator can be pre-designated so that the extended financial surety obligation may be completely waived.

As ICANN already has experience with a pre-designation process (as evinced by the earlier Draft Procedure for Designating Subsequent .net Registry Operator
 and by the re-assignment of .org
), what is now called for is to utilize that experience in the establishment of a new procedure to prepare for a possible successor operator as part of each support-requiring-registry’s Continuity Plan
.  
I leave the mechanics of such an effort in the capable hands of the Working Group who may take some guidance from the provisions of ICANN’s own Contingency Plan pertaining to Business Failure or Insolvency.

If we can reduce or eliminate the DAG’s required financial surety instrument, we will go a long ways toward providing real support to new gTLD applicants.

Thank you for considering this proposal.
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