Protecting Registrant Research
Issue: 

Prohibiting registrar use or sale of registrant domain name research 

Background:

Registrants will regularly avail themselves of the services of a registrar to research the availability of domain names; oftentimes registrants will not complete the registration process in a single session, but will return at a later time to complete the transaction only to discover that their unique domain name has already been registered by another party.
Statement of Problem:
The limited opportunities for profit in the domain name registration industry coupled with intense competition allow for the prospect of registrar mischief.  Whenever registrants go through the process of researching a domain name and/or semi-completing the registration process, registrars can log such activity and determine which investigated domain names were not ultimately registered by a prospective registrant.  That data may either be used by the registrar to register such domain names in its own behalf, or the data may be sold to third party speculators – such potential actions threaten the integrity of the domain name registration system (as communications between a registrant and his registrar should remain as private as words spoken in a church confessional).
While it remains true that registrant research performed by way of a browser’s address bar can lead to Non-Existent Domain (NXD) data that can be captured and sold by ISPs to domain name speculators, ICANN does not have a contractual regime in place with ISPs to address this issue. 
  On the other hand, such NXD data can also be captured by registry operators (whom ICANN permits to sell such data:  “Nothing in this Agreement shall preclude Registry Operator from making commercial use of, or collecting, traffic data regarding domain names or non-existent domain names”). 

Potential Outcomes:

· If no registrars are engaged in this activity, then no registrars will be impacted by the proposed RAA language

· If registrars have been engaging in such activities, then they will need to desist or face the prospect of contract breach and/or penalties and injunctions
· ICANN’s registry traffic data policies will need to be changed so that ICANN isn’t accused of discriminatory treatment by the registrar community

· ICANN will commission a study to investigate the scope and magnitude of this problem

� http://blog.domaintools.com/2007/03/stealing-domain-name-research/


� http://www.icann.org/tlds/agreements/verisign/registry-agmt-com-01mar06.htm





