Caution is strongly advised…
-- the comments of Danny Younger

Dear members of the ICANN Board,

You have already approved a number of registry requests for the release and allocation of single and two-character names (most recently the request tendered by RegistryPro was granted), so one would expect the Board to routinely grant all such future requests as a matter of rote.  
Please, do not fall into that trap – routinely granting the Tralliance Corporation request would be a serious mistake.

Over one year ago, on 1 June 2008, I wrote this note to ICANN Staff and to the Chair of the ALAC:

	Subject: .travel Policy Concern

Dear Cheryl and Staff,

I would appreciate the opportunity to discuss with you the subject matter presented below:

"During the period from December 20, 2007 through December 31, 2007, Labigroup registered 164,708 “.travel” domain names under the Co-Marketing Agreement. As of December 31, 2007, Labigroup has paid $262,500 and is obligated to pay an additional $412,050 in fees and costs to Tralliance under the Co-Marketing Agreement. Such amounts, which are equal to the amount of incremental fees and costs incurred by Tralliance in registering these bulk purchase names, have been treated as a reimbursement of these incremental fees and costs in the Company’s financial statements. The Company plans to recognize revenue related to this Co-Marketing Agreement only to the extent that Labigroup Royalties are earned. No such revenue has been recorded as of December 31, 2007."
http://www.secinfo.com/d12TC3.thd6.htm

What this paragraph is detailing is an arrangement whereby a company owned by the owner of the .travel registry (and having the same address, right down to the suite number) has agreed to pay $674,550 to register 164,708 .travel domains (at an approximate unit cost of $4.09 -- essentially at what it costs .travel to register the domains via the NeuLevel back-end registry).  The arrangement, for the sake of legal correctness, somehow consumates the registrations through the third-party registrar namesbeyond.com.  The end result is a massive amount of monetized .travel domains that have turned 86% of the .travel namespace into a giant parking lot.

This is a very bad precedent.

This registry has managed to legally skirt around the requirement that Registry Shall Not Act as Own Registrar and is acting to bolster its revenues through advertising in a fashion that is certainly detrimental to all the other legitimate .travel registrants (that typically pay $100 for their registrations).

From a policy perspective I don't think it appropriate for registry operators to be able to commandeer the namespace entrusted to them in this fashion.  Would you want to see VeriSign, for example, using this methodology to completely monetize .com?

I'm not happy with what I'm seeing here.  I'd appreciate getting your take on this matter.

regards,
Danny



A few months later, on 13 August 2008, I received a note from Stacy Burnette in your Compliance Department that stated:

	Dear Mr. Younger: 

I am writing to inform you that ICANN is pursuing the concerns you raised below.  The matter below is being pursued concurrently with another Tralliance matter.  However, I wanted to assure you that the concerns you raised are being investigated. 



Not having heard anything further from the Compliance Department, on 10 December 2008 I sent out a new message to the North American At-Large Discuss list:

	
“In the context of discussions about new gTLDs, we need to talk about the malicious practices of old gTLDs in order to avoid making the same set of mistakes with the new batch of TLDs. Let's consider the .travel TLD.

After putting in place a bulk purchase program this registry went private. It then registered through namesbeyond.com 164,708 domains (normally going for $99 at retail) at an insider unit price of $4.09 and proceeded to monetize this namespace. 

Of course, there are acceptable forms of monetization, and then there are those forms which can only be described as cybersquatting. WIPO has recently ruled that "many of the domain names it has registered are well-known trademarks, thus evidencing a clear pattern of abusive domain name registration." -- see http://www.wipo.int/amc/en/domains/decisions/html/2008/d2008-1161.html

So now we have a registry operator apparently engaged in cybersquatting.

What has this experience taught us?

1. Neither registry operators nor their subsidiaries, affiliates, or other related shell corporations should be permitted to register domain names unless such registrations comport with narrowly drafted guidelines.

2. Registry ownership can change. You might think that you are approving an applicant's bona fides, yet the applicant's undisclosed intent is to immediately turn over the registry operation/management to another entity upon receipt of the delegation. You might think that you are approving an application on the part of a publicly-listed firm, only to see shenanigans start when the firm thereafter goes private. Changes in ownership should require some type of re-accreditation/re-certification or ICANN-approval process.

3. Cybersquatting on the part of registries and/or registrars should be punishable through a sanctions program. When contracted parties go off the deep end, the community needs to be protected.”



Tralliance’s application to ICANN to allow it “to release and allocate all single and two-character domains on the second level in an equitable manner…. The Release will increase awareness of the .travel TLD among registrars and potential registrants as well as making the Registry competitive with other registries that have received approval for such allocation“ is disingenuous at best; a set-up at its worst.  
When the registry proposes to retain 10 names for its own use, one can hear the community cringe…there comes a point when we can no longer allow bad actors to continue to game the system.

WIPO Decisions: Bad Faith Squatting on Other’s Intellectual Property

Multiple WIPO decisions affirm that Tralliance (it’s president, CEO, Chairman and Directors) have repeatedly acted in bad faith by ‘squatting’ on other’s intellectual property rights, and in one documented case actually redirecting a cyber-squatted site to the site of the squatted victim’s competitors.

While the WIPO Arbitration Panel draws a distinction between the Respondent (Labitrav) from the Registry (Tralliance), it should be noted that – in point of fact – both companies are owned and operated by the same officers and directors.  See Michael Egan http://people.forbes.com/profile/michael-s-egan/79474; Ed Cespedes http://people.forbes.com/profile/edward-a-cespedes/79472  and Robin Lebowitz http://investing.businessweek.com/research/stocks/people/person.asp?personId=8015147&ric=TGLO.OB 

1. WIPO ADMINISTRATIVE PANEL DECISION 
Traveljungle Limited v. Labitrav, Case No. D2008-1168

 “…As discussed under section B above, by engaging in a bulk registration process, the Respondent [Labitrav] registered the disputed domain name with no investigation of the possibility of trespassing on third-party rights, and with apparent disregard whether the domain name it was acquiring for a website which ultimately contains links to other websites, corresponded to the trade mark of another. A simple Google search of the terms “travel” and “jungle” would have disclosed the Complainant’s .com and .co.uk websites.”

“It is also evidence of bad faith that the Respondent used the disputed domain name to link to websites that competed with the Complainant’s site….”

“The Panel concludes, in light of all of the factors discussed above, that such actions on the part of the Respondent constitutes bad faith under the Policy…” 
2. ADMINISTRATIVE PANEL DECISION

The Pensions Advisory Service Ltd v. Labitrav, Case No. D2008-1161

 “The Respondent [Labitrav] contends that “pensions advisory services” is generic when applied to services of that description and can be attributed to any number of entities who advise on pensions. Even if that were true as a general proposition (and in this case the Panel concludes that, while the expression can be descriptive, the Complainant has demonstrated in this case that the expression has acquired secondary meaning for purposes of the Policy), in any event, it does not address the fact that the Respondent has registered the domain name in the “.travel” gTLD, which has nothing to do with pension advisory services…. Standing alone, the Panel might give credence to the Respondent’s bald assertion that it had no knowledge of the Complainant. As the Complainant points out, however, the inclusion of links to or about the Complainant in the Respondent’s website casts doubt on that claim….” 

“Secondly, the Panel has already mentioned the Respondent’s arrangement with Tralliance to register 25,000 names in the “.travel” gTLD within one year. Annex 10 to the Complaint contains a non-exhaustive listing of names which the Respondent has in fact registered in the “.travel” gTLD. Some of them are clearly travel oriented; some could, if used in a particular way, arguably have a travel orientation. It is very difficult, however, to characterize many, or the sheer volume of names, in this way. For example, the names include <barbie.travel>, <beatles.travel>, <beckham.travel>, <britneyspears.travel>, <facebook.travel>, <ferrari.travel>, <iphone.travel>, <ipod.travel> and <toysrus.travel>.”

“The Respondent claims it is unreasonable to saddle it with a burden of investigating whether or not a name it registers is someone’s trademark. The Policy, however, does in fact throw that burden on everyone who registers a domain name. Thus, paragraph 2 of the Policy concludes:

“It is your responsibility to determine whether your domain name registration infringes or violates someone else’s rights.”

“The volume of names registered by the Respondent, and the character of many of them as discussed above, adds particular force to the Respondent’s obligations in this regard…” 

“While the present case arguably has some difference to those cases which involved “click-through” arrangements, the Respondent’s agreement with Tralliance clearly states in recital 4:

“[the Respondent] desires to purchase large blocks of ‘travel’ domain names under Tralliance’s Bulk Purchasing Program and to develop websites containing contextually relevant information about the domains on which they reside for the purposes of generating advertising revenue from third parties; and in recital 6:

“the Parties wish to enter into a mutually beneficial cost and revenue sharing arrangement ….

[bold emphasis supplied]. Thus, the Respondent’s objective, like the more typical class of domainers, is to register and build websites for the purposes of generating advertising revenues. Moreover, the Respondent does not point to any good faith attempt to ascertain whether or not it was registering and using someone else’s trademark.”

“In these circumstances, the Panel finds that the domain name has been registered and used in bad faith.”
MySpace v. The Globe.com 
Labitrav Holdings / Tralliance, .travel Registry / The Globe.com owners and executives – all the same individuals – violated the Can Spam Act with MySpace.   The result of the June 2007 court ruling was The Globe.com paying MySpace $5.5 million in damages and being given a permanent injunction from accessing or using MySpace for any commercial purposes.  Many links detail the lawsuit (e.g., http://bnablog.bna.com/techlaw/2007/06/myspace_ruling_.html), and the Judge’s decision in favor of MySpace can be found here: http://pub.bna.com/eclr/06cv3391_022707.pdf   
The following summarizes the case: 

Los Angeles-based MySpace and The Globe.com announced today that the two have settled a spam lawsuit that MySpace had filed against The Globe.com. The lawsuit, which was filed by June 2006, contended that The Globe had violated California and federal law by sending 400,000 unsolicited email messages to MySpace users, in violation of the CAN-SPAM Act and the California Business & Professions Code Section 17529.5. Terms of the settlement were not disclosed. According to the firms, The Globe.com was found liable by a Federal Court for $5.5M in damages, and was handed a permanent injunction from accessing or using MySpace for any commercial purpose. 
SCRUTINY REQUIRED

In light of the facts noted herein, ICANN needs to freeze consideration of Tralliance’s request to offer single and two-character .TRAVEL domain names, until such time as its officers and their activities pursuant to .TRAVEL have been thoroughly scrutinized.  

Before any determination on Tralliance being given the right to release single and two-character domain names, ICANN Compliance must first:

1. ensure that the Registry has maintained all of the policies and practices exactly as detailed in its application to run the .TRAVEL registry;

2. ensure that The Travel Partnership Corporation (TTPC) Board of Directors is contacted directly (not via Tralliance) to confirm that TTPC has, and continues to, follow its charter and all policies as detailed in the .TRAVEL registry application;

3. review the Bulk Registration Policies and all of the names registered under this policy by Labitrav to determine how many intellectual property rights they are currently infringing;

4. review the relationship between the various shell companies (Labitrav Holdings Group LLC; Tralliance, the .travel Registry; The Globe.com) and their respective executives that run each of these companies to ensure that the various transactions that have taken place between these entities adhere policy as well as to general, standard, arms-length business practices;

5. make a determination as to who the proposed auctions would actually serve and ascertain who will benefit from the proceeds of the auction; and finally, 

6. consider the track record of the individuals who own and operate the .travel Registry.  ICANN must ensure that they will not have the ability to (once again) abuse the .travel Registry and the travel and tourism community it was intended to serve for the personal gain of its executives through the issuance of single and two-letter domains.
It is also recommended that ICANN consider the long list of violations and abuses amassed by Tralliance owners, executives and directors in light of the IRT Post-Delegation Dispute Mechanism recommendation.  The recommendation notes: 

…the IRT wishes to stress that the Post-Delegation Dispute Mechanism is

designed to combat (i) Registry Operators that operate a TLD in a manner that is

inconsistent with the representations and warranties contained within its Registry

Agreement, or (ii) Registry Operators that have a bad faith intent to profit from the systemic registration of infringing domain names (or systemic cybersquatting) in the Registry Operator’s TLD. 
Final thoughts

When contracted parties use their registry operations for personal gain, rather than for the benefit of the community they represent, ICANN needs to step up so that the community may be protected.  The history of the operation of the dot travel registry is such that a strong case for redelegation to another operator could well be made.  Do not reward this operator any further.
Ask yourselves this question:  
(1) If you approve this request, how many single and two-character dot travel domains do you anticipate will somehow ultimately be acquired by the above-named entities and their shell companies exclusively for their own personal gain?
