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These submissions are made on behalf of LES Britain & Ireland, the local chapter of the Licensing Executives Society International (LESI). LESI is the world's leading association of licensing and technology transfer professionals, with over 11,000 members worldwide. The membership is mixed, not only geographically, but also in terms of members' backgrounds, including business people, professionals (lawyers, accountants and patent agents) and academics, drawn from a broad range of industry sectors. The local chapter here is one of the largest, with over 600 members.

2.
Background
LES (Britain and Ireland) (“LES (B&I)”) has considered the Preliminary Whois Task Force Report published on 24th November 2006 and is writing to set out its concerns at the reduction of publicly available "Whois" information that appears to under contemplation by the Task Force.
3.
LES Comments on the Draft Report.
The "Whois" service has, since its inception, been widely used and relied upon in dealing with legal and commercial issues relating to domain names and their use.  Access to clear and comprehensive "Whois" data is of central importance to the protection and enforcement of intellectual property and other rights in the on-line environment and to the detection and prevention of Internet fraud.  Trade mark and copyright infringements, passing off, cybersquatting and related on-line frauds are commonplace on the Internet.  They may involve criminal acts and can affect IP rights holders at all levels, whether multinational corporations, small businesses or academic and other institutions. It must not be forgotten or overlooked that IP frauds can also seriously adversely affect private individuals. 
Without access to adequate "Whois" information, the ability of IP rights holders to identify and pursue infringers will be seriously impeded.  The basic information on domain name registrants that is currently available from the "Whois" service (most particularly the name of the domain name registrant and their full address) can be critical in founding the jurisdiction of the relevant courts, in allowing the pursuit of urgent interim relief against apprehended future infringements, in facilitating proper and speedy service of proceedings, and in notifying infringers of orders obtained from the courts. 
The removal of any part of this information from public access would mark a serious and retrograde step. Significant hurdles would have to be overcome in pursuing enforcement action which would, in turn, lead to delay and greater costs. At the very least, the removal or reduction of the availability of such information is likely to increase the number of requests filed with registrars, by legal process or otherwise, for disclosure of full information needed to identify infringers, determine jurisdiction and serve proceedings. At the worst, it is foreseeable that some legal rights may simply become incapable of enforcement.  For example, UK law recognises that, in certain instances of cybersquatting, the act of registering a domain name may in itself be actionable without that domain name having been put into use. The practical effectiveness of such jurisprudence, which was formulated by the UK courts in response to a real and significant legal need, stands to be nullified if a rights holder cannot himself access or adduce adequate evidence in relation to the particular domain name registration.
These concerns are particularly stark in relation to the "Operational Point of Contact" proposal considered in the Preliminary Report. That proposal appears to contemplate that the OPoC should in effect become the only route of communicating with a domain name registrant, without the OPoC being under any obligation to pass on or accept responsibility for legal communications. Equally, there is clear potential for manipulation or abuse of the carve-outs from public access envisaged by the "Special Circumstances" proposal by persons who seek to register domain names with malicious intent. 
The narrowing of publicly available "Whois" information would also have negative implications beyond the arena of legal enforcement action. The dispute resolution procedures operated by WIPO and domain name registrars, including Nominet in the UK, are predicated on the availability of "Whois" information for the proper identification of the domain name registrant and their contact information.  Without access to the currently-available level of "Whois" information, it may also be harder to identify the providers of website hosting and other similar services, who, once notified of an infringement, may themselves be under certain statutory obligations to intervene to bring the infringing activity to an end. In the commercial context, full "Whois" data is necessary to facilitate dealings in domain names and to allow domain name portfolio management.  
It is an underlying matter of principle in IP registration and similar systems, such as company and trade mark registration, that there should be public disclosure of the persons or entities who own and enjoy the benefit of the registration in question. This is the quid pro quo of participation in the registration system. To limit the data available on the "Whois" service would undermine the transparency that the application of this principle has until now also afforded the domain name registration system. This lack of transparency would be further compounded by any moves to empower domain name registrars or third party appointees as the arbiters of the information that should be published or as the decision-makers on the question of who should be granted access to "Whois" information. 
4.
Conclusion
LES (B&I) is strongly of the view that the current system of making available “Whois” data should continue in the future.
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