Comments from the National Arbitration Forum regarding 
ICANN’s Preliminary Task Force Report on Whois Services.

The National Arbitration Forum (the FORUM) is a dispute resolution provider accredited by ICANN to resolve Domain Name disputes worldwide.  The FORUM utilizes Whois data to determine, per ICANN’s domain name dispute policies and rules, the correct respondent for domain name disputes and the correct contact information for that respondent.   

The FORUM alleges if the information available in the Whois database changes, portions of the UDRP and related Policies would have to be re-written to accommodate for those changes.
The FORUM makes no comment on the purpose of Whois contacts.

The FORUM makes the following comments regarding the OPoC (Operational Point of Contact) Proposal.

We would like to comment on three things we ask the Task Force to keep in mind as critical decisions are made that could effect the availability of the information currently in the Whois database.

First, if the complainant to a domain name dispute is unable to ascertain who the actual registrant of a domain name is, it could become difficult or impossible to make a fair assessment of the complainant’s case with respect to the elements of the various Policies.  

Second, under the current UDRP (and other Policies), a respondent has 20 days from commencement of a case to respond to a UDRP complaint.  If the National Arbitration Forum and other providers are obligated to serve respondent through an OPoC, it is not only possible, but likely, that delivery of important commencement documents would be at best, delayed and at worst, withheld.  We are aware that some registrars do not pass on mail received on behalf of their clients.
Third, ICANN has made it clear that the Whois database is the authoritative source for determining the identity of the Respondent and for where to send case documents.  If the information in the database is replaced with OPoC information, we ask that the Task Force consider the implications on the UDRP and related Policies and consider that some of the Rules would become moot or impossible to follow.

Some commentators and Task Force participants have proposed that law enforcement and (presumably) domain name dispute resolution providers would be able to get the “correct” information from the Registrars.  In the FORUM’s experience, there are at least two problems with that, in addition to comments in the preceding paragraph.  We are aware of these problems because the Policies require us to obtain a respondent billing address for service and we are already asking for that from the registrars.  
First, a great number of Registrars either do not receive our emails, disregard our emails, or delay in responding to our emails for weeks at a time.  During this period, some of these Registrars appear to notify their clients of the pending UDRP so that the domain name can be transferred or deleted in spite of our request for an immediate LOCK.  Many domain names in dispute are transferred to a third party or deleted after we have notified the registrar of the dispute.
Second, there is no incentive for Registrars to respond.  There is no penalty for failure to respond to a provider, and ICANN has no means for enforcing delays in this response time.  As the respondents in UDRP cases are clients of the Registrars, good customer service would necessitate helping the Respondent avoid a UDRP rather than complying with the Policies and Rules, particularly where what is requested is perceived as merely a toothless suggestion.
The FORUM therefore requests and recommends that if an OPoC system is used, the UDRP Policy and Rules be modified to accommodate the changes.  Furthermore, the FORUM therefore requests and recommends that if an OPoC system is used, all Registrars be required to unblock provider email from their system and be required, under penalty, to respond with correct registrant information and a LOCK within a proscribed period of time.  Finally, the FORUM requests and recommends that Registrars be required, under penalty, to forward all correspondance to registrants so that the interests of justice may be served.
The FORUM makes the following comments regarding the Special Circumstances Proposal.
It would appear that the Special Circumstances proposal will change the nature of the Whois database the least.  However, for those individuals who would qualify as a “special circumstance,” the same dangers listed above would exist.  Particularly, if the individual were not to receive notice that a UDRP case had been commenced against them, their ability to defend against a complaint would be compromised or eliminated.
The FORUM therefore requests and recommends that if a “Special Circumstances” system is used, all Registrars providing a data suppression service would be required, under penalty, to respond with correct registrant information and a LOCK within a proscribed period of time and to forward all correspondance to registrants so that the interests of justice may be served.

The FORUM makes no comment regarding improvements to the process for correcting inaccurate Whois information, but notes that accurate Whois information is necessary for fair, efficient dispute resolution under the current Policies and Rules.

