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White Paper:  WIPO II & ICANN 
A.  Summary:

1.  HISTORY:

On 30 April 1999, the World Intellectual Property Organization (WIPO) published its Report on the First WIPO Internet Domain Name Process, focusing on the problems caused by the conflict between trademarks and domain names. The recommendations that emerged from this process led to the formulation of ICANN’s Uniform Dispute Resolution Procedure (UDRP) which functions as an administrative system for resolving trademark-related domain name disputes. 

On 28 June 2000, WIPO received a letter of request from the Government of Australia and 19 of its other member Governments to initiate a Second WIPO Process to address certain domain name intellectual property issues that were originally considered to be outside the scope of the First WIPO Process – these issues pertained to bad faith, abusive, misleading or unfair use of identifiers related to:

· personal names 

· tradenames

· International Nonproprietary Names (INNs) for pharmaceutical substances
· names of international intergovernmental organizations
· geographical indications, indications of source or geographical terms

The Second WIPO Internet Domain Name Process addressed these outstanding issues through a process of consultations that resulted in a Final Report that was published on 3 September 2001 -- written comments received and physical participation at the meetings involved 51 government agencies of 28 countries, 18 intergovernmental organizations and agencies, 44 non-governmental organizations, 201 corporations and professional firms and 184 individuals.
This final Report produced recommendations regarding two of the above-cited issues – it recommended that the names and acronyms of IGOs and country names (being one particular type of geographical identifier), should be protected against abusive registration as domain names. 
Subsequent to the issuance of this Report, WIPO Member States at their meeting held from 24 September to 3 October 2001, decided to subject the Report of the Second WIPO Internet Domain Name Process to a comprehensive analysis by the Standing Committee on the Law of Trademarks, Industrial Designs and Geographical Indications which met in two Special Sessions for this purpose. The first Special Session was held from 29 November to 4 December 2001, the second from 21 to 24 May 2002; these Special Sessions generated a series of working documents.  

At their meeting from 23 September to 1 October 2002, WIPO Member States, by way of the WIPO General Assembly (the highest organ of WIPO), took a decision based on the recommendations of the Standing Committee on the Law of Trademarks, Industrial Designs and Geographical Indications that the Uniform Domain Name Dispute Resolution Policy (UDRP) should be modified:

· to allow IGOs to file complaints in respect of the abusive registration of their protected names and acronyms. 

· so that the short and long names of States, as set out in the United Nations Terminology Bulletin, should be protected against identical and misleadingly similar registrations as domain names by persons unconnected with the constitutional authorities of the States concerned. 
The decision was supported by all Member States of WIPO, with the exception of the United States of America, which dissociated itself from the decision, and this decision was then transmitted to ICANN in the form of a letter from Francis Gurry to Vint Cerf and Stuart Lynn.

Note:  The Standing Committee on the Law of Trademarks, Industrial Designs and Geographical Indications has subsequently held ongoing discussion on issues relating to country names and geographical indications (at its ninth, tenth and eleventh sessions).
Subsequent to the receipt of the WIPO decision, the ICANN Board on 12 March 2003, resolved in Special Meeting to inform the Governmental Advisory Committee, the Supporting Organizations, and the other Advisory Committees of the 21 February 2003 letter from WIPO, to provide those bodies with a copy of the text of the letter; and to invite them to provide (no later than 12 May 2003) any comments that they might formulate, according to their processes, concerning the matters discussed in the WIPO letter.
Comments were thereafter received from the At-Large Advisory Committee (ALAC), the GNSO Council, the Governmental Advisory Committee (GAC), and the Intellectual Property Interests and the Commercial and Business Users Constituencies of the GNSO; the ICANN Board also received a comprehensive analysis from ICANN Counsel Louis Touton in the 1 June 2003 General Counsel's Briefing Concerning Policy-Development Process on WIPO-2 Recommendations.

Upon review of these documents, the ICANN Board on 2 June 2003 resolved to direct the President to form a working group for the purpose of analyzing the practical and technical aspects of implementing the WIPO recommendations (and notably the implications for the UDRP), and further resolved to investigate and analyze legal aspects of the relationship between ICANN's mission and the WIPO recommendations -- among topics to be considered was whether implementation of the WIPO recommendations would require ICANN to prescribe adherence to normative rules, not based on established laws, for the resolution of competing third-party claims to rights to register names. 
The Joint Working Group for WIPO-2 Process Issues forwarded its report to the ICANN President prior to the 23 July Kuala Lumpur ICANN meeting (and publicly published its report on 2 December 2004).  In Kuala Lumpur, the president's WIPO II joint working group was unable to deliver a report indicating that it could achieve consensus in its recommendations regarding the issues.
At the Kuala Lumpur Session the ICANN Board resolved to direct President and Staff to produce their recommendation (regarding the aforementioned legal aspects of the relationship between ICANN's mission and the WIPO recommendations) before the Cape Town Meeting. 

On 23 November 2004, WIPO submitted a follow-up letter (in response to an unpublished request from ICANN staff), offering an informal summary of the WIPO2 Recommendations and an amended form of the UDRP for consideration.
At the Capetown Meeting on 5 December 2004, ICANN CEO Paul Twomey reported that “pursuant to two board resolutions, 04.61 and 04.62, ICANN staff was directed to investigate and analyze the report and has commenced such a review and investigation; it has also commenced additional consultation but has been unable to obtain enough information to be able to make a recommendation at this time”.
The ICANN Board subsequently resolved to direct staff is to undertake further analysis of the comments expected during the public comment period, to undertake to consult the community members with the purpose of drawing up a report based on all the elements of the recommendation to be submitted to the public for comment, and that the Board be informed of the results of these efforts including the appropriate recommendation at its meeting in Mar Del Plata in April 2005.

It was noted that the purpose of the resolution was to see whether staff consultations with the full range of people in the community, would be able to find some space for middle ground and to determine that which might be feasible, practical and pragmatic.
2.  The Nature of the WIPO Request Regarding International Intergovernmental Organizations (IGOs)
The WIPO2 Process recommended that the Uniform Domain Name Dispute Resolution Policy (UDRP) should be modified to allow IGOs to file complaints in respect of the abusive registration of their protected names and acronyms (an IGO could bring a complaint that a domain name was the same or confusingly similar to the name or acronym of the IGO, that it has been registered without legal justification and that it was likely to create a misleading association between the holder of the domain name registration and the IGO in question).  
This recommendation was reached by WIPO in view of considerations pertaining to Internet risk factors, the insufficiency of currently available legal remedies, perceived inadequacies with respect to registrations in the .int domain, and in view of current registrations that carry the potential for abuse.
· The WIPO decision argues that the Internet poses a risk that individuals and entities might attempt to capitalize, through unauthorized association, imitation, deception or fraudulent activity, on the standing of international intergovernmental organizations.  If an IGO’s name or acronym is used on the Internet by unauthorized parties, it may lose its distinctive power of identification, while the public, by virtue of the false associations, may be misled as to the information or products or services offered by the unauthorized party.  WIPO argues that the potential for abuse in open gTLDs is illustrated by the fact that the United Nations Organization has registered ‘un.org’, whereas ‘unitednations.org’ has been registered by a private California-based company.  
· The WIPO process acknowledges that while the foundations for their recommendations are grounded in international law (notably the Paris Convention for the Protection of Industrial Property to which 162 States are party), domain names per se are not cited within such international law.  Further, there have been no recent revision conferences that have been undertaken to amend the relevant treaties with respect to domain names (note:  Article 6ter was introduced into the Paris Convention by the Revision Conference of The Hague in 1925, and additional protections were afforded to IGOs by the Revision Conference of Lisbon in 1958).  Even the Paris Union Assembly, the competent treaty organ of the Paris Convention, which in 1992 adopted a set of “Guidelines for the Interpretation of Article 6ter(1)(b) and (3)(b) of the Paris Convention” (designed to clarify which IGOs may qualify for protection under the Paris Convention) failed to offer interpretations specific to domain names.  Finally, the WIPO Secretariat has advised that “normally, at the international level, the legal basis for the action under consideration would take the form of a treaty. However, there was a widely held view that the treaty process was too lengthy and inflexible…”
· While WIPO recognizes that the restricted .int gTLD serves the dual purposes of designating a space in the DNS for the registration of IGOs’ chosen identifiers, providing a measure of protection through registration requirements which restrict that space only to those international organizations that qualify (i.e., those that are established by treaty), it notes that the .int domain has several shortcomings, namely:

a).  only one registration is allowed for each organization (denying IGOs the ability to register domain names corresponding both to their name and acronym and to their integral programs, activities or initiatives). 
b.)  the .int domain space assists in determining when a domain name registration is legitimate, but it does not assist in determining when other registrations in the broader gTLD space are fraudulent.  It is the risk of predatory and parasitical practices in these domains (as well as in the ccTLDs), which raises most concern for IGOs 
· The Second WIPO Process provided evidence of what it deemed to be a sizeable problem of abuse of the names and acronyms of IGOs in the DNS.  Commentators described the registration of their names or acronyms that had resulted in deception or confusion to the public, and that required constant and resource-wasting vigilance.  
a.) The International Labour Office stated:  “there exists a German medical company that has established a web site located at ilo.com, as well as a Canadian internet company that can be found at ilos.net.   A brief internet search indicates that internationallabour.org, internationallabour.com, and internationallabour.net were registered by a private individual in the year 2000.”   

b.) The International Monetary Fund indicated that its name and acronym had been registered by third parties in a manner that is misleading fraudulent and abusive.  
c.) The Preparatory Commission for the Comprehensive Nuclear-Test-Ban Treaty Organization (CTBTO) stated:  “The Commission is aware of two domain names that, although not in bad faith, abusive, misleading or unfair, may create confusion:

(I) http://www.clw.org/coalition/ctbindex.htm 

This site, called 'Comprehensive Test Ban Treaty Site', was established by a non-governmental organization, the Coalition to Reduce Nuclear Dangers. The word 'ctbindex' contains the letters 'ctb' referring to the Comprehensive Nuclear- Test-Ban Treaty (CTBT), the treaty establishing the Comprehensive Nuclear- Test-Ban Treaty Organization, and it is possible that the impression may be created that the site contains official information on the CTBT. This site was thus mistakenly cited in an article in CNN-online instead of the official web site of the organization (www.ctbto.org). 
(2) http://www.ctbtcommission.org 

This site was established as the site of the Independent Commission on the Verifiability of the Comprehensive Nuclear- Test-Ban Treaty (CTBT).  The funding for the project was received from various private sources and the governments of Germany and the United Kingdom, with the secretariat of the commission being provided by a non-governmental organization, the Verification Research, Training and Information Centre (VERTIC). It is possible that the domain name 'ctbtcommission' may be confused as that of the CTBTO Preparatory Commission, although upon opening the site, it is clear that it is not the organization' s official site.

d.) The United Nations Framework Convention on Climate Change (UNFCC) commented:  “The secretariat had established the practice of using cop3.org; cop4.org for each of its Conference of the Parties. For the fifth Conference of the Parties (COP 5), however, cop5 had been taken by an NGO group critical of the climate change process. The secretariat therefore stopped this practice and now uses tertiary domain names e.g. cop6.unfccc.int. Also, the travel agent for recent sixth session of the Conference of the Parties in The Hague, Netherlands COP 6 adopted the domain name cop6.com. Such use could cause confusion”. 

e.) The World Health Organization (WHO) stated:  WHO's attention has been drawn to the following examples of the registration and use of its name in the DNS: worldhealthorganization.com, worldhealthorganization.org, healthwho.com, and oms.org.  In WHO's opinion, the registration and use of the Organization's name and acronym in the first three examples is parasitical and misleading, may easily give rise to confusion as to the source of the information provided by the domain name holder and could potentially adversely reflect on WHO (i.e. bearing in mind that these domain names are used to sell commercial, health-related products and/or to provide health-related information to the public and health care professionals). The fourth example relates to an organization (the Oklahoma Metaphysical Society) which has the same acronym as WHO (i.e. in French "OMS").
f.) Comment of the World Trade Organization (WTO):   “We currently have a domain user who uses "gatt.org" to provide misleading information to the general public. The problem with this domain is that people who conduct serious research, both academic and professional, will often refer to "GATT", which of course is our former name and the name of a treaty we administer, to search any information they may require on trade matters involving the WTO. Perhaps because this site so closely resembles the "wto.org" homepage containing the official photos of the WTO Director-General, people genuinely believe that "gatt.org" to be the valid WTO site. We have had professors call to complain that their students have been misled by the "gatt.org" site.”

g.) The United Nations Office of Legal Affairs has stated:  “In certain cases in which such an infringing or abusive domain name registration was actually being used to operate a site on the World Wide Web, we have requested the registrant to de-activate the site and to relinquish the registration.  Thus far, the concerned registrants have cooperated with the Organization”.
3.  The Nature of the WIPO Request with Respect to Names of Countries
The World Intellectual Property Organization is seeking protection for the long and short names of countries in the official language(s) of the country concerned and in the six official languages of the United Nations.  
The WIPO request was reached in view of considerations pertaining to the inadequacies of protection under current international law, the commercial exploitation in the DNS by private parties of country names (which are regarded by some as the inherent property of sovereign States), and the inequities inherent in the “first-come, first-served” principle that allowed for some country name registrations by private parties to the exclusion of the respective States. 
· The World Intellectual Property Organization concedes that “a plain reading of the relevant provisions and the negotiating history of the Paris Convention leads to the conclusion that it does not offer protection to the names of countries”. The international intellectual property instrument that is most relevant to the discussion of the protection of country names in the DNS is the Paris Convention.  Article 6ter of the Convention provides for the protection of certain State-related symbols against their registration and use as trademarks.  The Convention does not, however, expressly mention country names.

Note:  It is further stated [285] “that any protection offered in the gTLDs to country names (as well as any other place names), as such, would amount to the creation of new law, at least from the international intellectual property perspective.  A recommendation to adopt such measures consequently would be a departure from one of the fundamental principles underlying the Report of the first WIPO Process, namely, the avoidance of the creation of new intellectual property rights or of enhanced protection of rights in cyberspace compared to the protection that exists in the real world.”  
The Report of the Second WIPO Internet Domain Name Process also states [266] that commentators have noted that “there exist no international intellectual property norms protecting country names and names of places within countries and that, in the absence of such norms, no protection should be provided through the ICANN system”.
However, “Notwithstanding the considerations expressed in the preceding paragraph, we strongly believe that, as a matter of policy, country names and the names of administratively recognized regions and municipalities within countries should be protected against abuse in the gTLDs.”
[288].   “It is recommended that the question of the protection in the gTLDs of country names and the names of administratively recognized regions and municipalities be further considered in the appropriate intergovernmental fora, in particular with a view to a discussion on the need for new international rules for the protection of country names”.
[289].   “Our reluctance to recommend the introduction of new protective measures for country names in the gTLDs principally stems from the view that the international intellectual property framework offers insufficient basis therefor at the present time.”  
· Current registration policies in the open gTLDs allow persons or entities to appropriate for themselves, as domain names, terms with which they otherwise have no, or only a loose, connection, to the exclusion of countries and peoples whose history and culture are deeply and inextricably linked to the terms in question.  It should come as no surprise that such registrations are a source of concern for these countries and peoples, particularly if the domain names are exploited commercially or used in a manner that is deemed inappropriate or disrespectful. 
· WIPO argues that the “first-come, first-served” principle assumes an equal playing field between potential domain name registrants, in terms of awareness of the Internet and the DNS in particular, and the ability to access it and register domain names.  However, it is now currently well accepted that such an equal playing field does not exist throughout the world.  Persons residing in countries where the Internet is broadly known and used are therefore in a much more advantageous position in terms of securing their interests in the DNS than those in countries where the Internet has made little or no penetration.  This point of view is underscored by the fact that many of the names of countries whose populations have benefited less from exposure to the Internet appear to have been registered as domain names by parties from countries that are at the forefront of Internet developments.

Examples of Names of Countries Registered as Domain Names 
 

	Country 
	Domain Name 
	Domain Name Holder 
	Country of Domain Name Holder 
	Activity 

	Albania 
	albania.com 
	Albanian Connection 
	United States of America 
	Server error 

	Afghanistan 
	afghanistan.com 
	Carribean Online, Inc. 
	Bahamas 
	afghanistan.com offered for sale 

	Algeria 
	algeria.com 
	Virtual Countries, Inc. 
	United States of America 
	Information on Algeria 

	Armenia 
	armenia.com 
	Com Highway 
	United States of America 
	Information on Armenia 

	Australia 
	australia.com 
	Australian Tourist Commission 
	Australia 
	Information on Australia 

	Cameroon 
	cameroon.com 
	Caribbean Online, Inc. 
	Bahamas 
	cameroon.com offered for sale 

	El Salvador 
	el-salvador.com 
	El Salvador Data Centre 
	Malaysia 
	General Information/Portal unrelated to El salvador 

	France 
	france.com 
	France.com, Inc. 
	United States of America 
	Information on France 

	Gabon 
	gabon.com 
	Carribean Investments 
	Canada 
	gabon.com offered for sale 

	Haiti 
	haiti.com 
	Col.com Corporation 
	Bahamas 
	Web site of Col.com Corporation 

	Iceland 
	iceland.com 
	DigiMedia.com, L.P 
	United States of America 
	Information on Iceland 

	India 
	india.com 
	India.com, Inc. 
	United States of America 
	Information on India 

	Indonesia 
	indonesia.com 
	Communicate.com, Inc. 
	Canada 
	Information on Indonesia 

	Israel 
	israel.com 
	Maximum Telecommunication Services 
	United States of America 
	Information on Israel 

	Italy 
	italy.com 
	P A Gordon 
	Canada 
	Information on Italy 

	Jordan 
	jordan.com 
	Logyx Computer 
	United States of America 
	General Information/Portal unrelated to Jordan 

	Kenya 
	kenya.net 
	Kenya Networking 
	Netherlands 
	Server error 

	Kuwait 
	kuwait.com 
	Mahyar Rezvani 
	United States of America 
	Information on Kuwait 

	Lesotho 
	lesotho.net 
	Information Engine, Inc. 
	United States of America 
	General Information/Portal unrelated to Lesotho 

	Mali 
	mali.com 
	Caribbean Online 
	Bahamas 
	mali.com offered for sale 

	Mauritania 
	mauritania.com 
	Caribbean Online 
	Bahamas 
	mauritania.com offered for sale 

	Morocco 
	morocco.com 
	Virtual countries, Inc. 
	United States of America 
	Information on Morocco 

	Mozambique 
	mozambique.com 
	CIC 
	Canada 
	mozambique.com offered for sale 

	Nepal 
	nepal.com 
	Virtual countries, Inc. 
	United States of America 
	Information on Nepal 

	Nicaragua 
	nicaragua.com 
	Virtual countries, Inc. 
	United States of America 
	Information on Nicaragua 

	Pakistan 
	pakistan.com 
	Ahmad Technologies 
	United States of America 
	Server error 

	Panama 
	panama.com 
	Masud & Associates 
	United States of America 
	Server error 

	Rwanda 
	rwanda.com 
	JC Black 
	Canada 
	rwanda.com offered for sale 

	Senegal 
	senegal.com 
	Sapex 
	Belgium 
	Server error 

	Seychelles 
	seychelles.com 
	P A Gordon 
	United States of America 
	Information on Seychelles 

	Sierra Leone 
	sierra-leone.com 
	Sierra Leone Data Centre 
	Malaysia 
	General Information/Portal unrelated to Sierra Leone 

	Singapore 
	singapore.org 
	WebMagic, Inc 
	United States of America 
	General Information/Portal unrelated to Singapore 

	Somalia 
	somalia.com 
	CIC Black, Inc. 
	Canada 
	somalia.com offered for sale 

	Swaziland 
	swaziland.com 
	NA Global Link LTD 
	Hong Kong, SAR of China 
	Server error 

	Togo 
	togo.com 
	Intership Limited 
	Sweden 
	General Information/Portal unrelated to Togo 

	Tunisia 
	tunisia.com 
	MediaNet, Inc. 
	United States of America 
	General Information/Portal unrelated to Tunisia 

	Turkey 
	turkey.com 
	Virtual Countries, Inc. 
	United States of America 
	Information on Turkey 

	Ukraine 
	ucrania.com 
	Highland International Investment LTD 
	United States of America 
	General Information/Portal unrelated to Ukraine 

	United Kingdom 
	united-kingdom.com 
	UK Data Centre 
	Malaysia 
	General Information/Portal unrelated to United Kingdom 

	United Republic of Tanzania 
	tanzania.com 
	Informations Centers, Inc. 
	United States of America 
	Information on Tanzania 

	Uruguay 
	uruguay.com 
	Alberto Saavedra Enterprises 
	United States of America 
	Information on Uruguay 

	Venezuela 
	venezuela.com 
	Venezuela.com, Inc. 
	United States of America 
	Information on Venezuela 

	Yemen 
	yemen.com 
	JC Black 
	Canada 
	yemen.com offered for sale 

	Yugoslavia 
	yugoslavia.com 
	Yugoslavia 
	United States of America 
	Server error 

	Zimbabwe 
	zimbabwe.com 
	Lambda Software Solutions 
	Switzerland 
	zimbabwe.com offered for sale 


4. Overview
The World Intellectual Property Organization has argued that new protections within the domain name system are warranted.  They have presented their case, providing examples of that which they deem to be the scale of the problem faced, and have asked for ICANN’s assistance in this matter; they have also proposed possible solutions.
It is not the intent of this paper to comment upon either WIPO’s case or their proposed solution-set; the community has already provided ample commentary. Rather, this paper seeks to examine alternatives -- feasible, practical and pragmatic -- which might satisfy the parties in this debate.
B.  Proposals to Consider:
1. The .int Domain
At present, the .int registration policies mandate that “Only one registration is allowed for each organization”.  This policy could be changed to allow for multiple registrations (thereby accommodating both the name of an international intergovernmental organization as well as its acronyms).  
Note:  Even so, problems will still inevitably emerge as bodies such as the World Trade Organization and the World Tourism Organization will vie for the right to the acronym “WTO”. 

It is recommended that IGO programs, activities and initiatives be located at the lower level (as in tfi.who.int for the Tobacco Free Initiative of the World Health Organization).

2. The .mark Domain

The World Intellectual Property Organization should be encouraged to sponsor an sTLD over which they would have complete policy control – an official home for the world’s trademarks.  Once the general public comes to realize that this particular namespace is unequivocally the official home for trademarks, then it puts to rest arguments of infringement or deception in the remainder of the gTLD namespace.  
3. The Waiver of Immunity
Proposals put forth by WIPO have been constructed in good measure to avoid the necessity of waiving the immunity that is customarily granted to IGOs. 

“[93] The UDRP and its requirement that complainants submit to the jurisdiction of national courts in respect of challenges to administrative decisions, would require a compromise in the customary immunity granted to international intergovernmental organizations, which is also problematic.”

Immunity, however, is only “customary” and may indeed be waived (as is noted in Article II, Section 2 of the Convention on the Privileges and Immunities of the United Nations):  

“The United Nations, its property and assets wherever located and by whomsoever held, shall enjoy immunity from every form of legal process except insofar as in any particular case it has expressly waived its immunity”.
ICANN should consider asking WIPO to hearken back to the uniform consensus first noted in the Green Paper process and realize that proposals regarding trademarks in the domain name system “were designed to provide trademark holders with the same rights they have in the physical world, to ensure transparency, and to guarantee a dispute resolution mechanism with resort to a court system”.

All registrants have a right to recourse to the courts.  This is a fundamental principle that should never be abridged.   WIPO should be asked to re-formulate their proposal with this principle in mind.  IGOs should be advised that ICANN will not dispose of the rights of registrants in the domain name system just to accommodate “customary” practices.

4. The .gov Domain
RFC 2146 anticipates the migration of the .GOV domain into the .US domain.  Such a migration, with the cooperation and support of the U.S. government, would result in the .gov domain being vacated.  A vacant .gov domain could then be utilized as the official home for the long and short names of countries, and could provide a utility to their respective governments as well.
5. Treaty Revisions
ICANN is advised to recommend to WIPO that member States consider revising relevant treaties so that agreed-upon international law may hold sway.
