

Comments of Time Warner Inc. 

November 20, 2009

Page 2

COMMENTS OF TIME WARNER INC.

November 20, 2009 

Time Warner Inc. appreciates this opportunity to comment on version 3 of the Draft Applicant Guidebook (DAG v.3) for the proposed launch of new generic Top Level Domains (gTLDs), as well as on related aspects of the new gTLD launch.  See http://www.icann.org/en/topics/new-gtlds/comments-3-en.htm.   Because this comment addresses in some detail the explanatory memorandum on “Mitigating Malicious Conduct,” see http://www.icann.org/en/topics/new-gtlds/mitigating-malicious-conduct-04oct09-en.pdf, we are cross-posting it to the public comment forum on that document as well.  
Before turning to the issues addressed in DAG v.3 and the accompanying memoranda released by ICANN, we comment on two highly relevant developments that have occurred since those documents were released for public comment.  

First, ICANN has dispensed with issuance of a revised proposed timetable for the new gTLD launch.  Time Warner commends this responsible and realistic decision, especially to the extent that it is reflective of a serious commitment that the significant and complex unresolved issues surrounding the launch will be satisfactorily addressed before the application window opens.  These issues include, but are not limited to, the growing list of “overarching issues” that ICANN staff first identified earlier this year.  By lifting the artificial deadline inherent in the previous timetables, ICANN has given itself and the larger community the time and space to grapple meaningfully with these difficult questions.  

Second, we applaud ICANN for moving forward with the launch of “fast track” new country code Top Level Domains using non-Latin scripts (IDN ccTLDs).  As Time Warner has long maintained, the new TLD process should focus first on “those IDN TLDs needed to satisfy documented demand from users who employ non-ASCII scripts as their primary means of communication.” See http://forum.icann.org/lists/gtld-guide/msg00152.html (submitted 12/15/08).  The ICANN Board’s approval of fast track IDN ccTLDs is fully consistent with this approach.  The launch of a limited number of these new ccTLDs will also provide a critical testbed for identifying any technical problems that must be surmounted before a larger number of IDN gTLDs can prudently be rolled out.  

We now offer the following brief comments on the status of the unresolved “overarching issues.”  

1.
Trademark Protection.  Time Warner was disturbed and disappointed by the reception accorded by ICANN to the report of the Implementation Recommendation Team set up by the Intellectual Property Constituency at the Board’s request.  While we had a number of serious concerns about the IRT report, we viewed it as an essential baseline for the needed solutions to protect consumers against risks of fraud and confusion arising from trademark infringement in the new gTLD environment.  http://forum.icann.org/lists/irt-final-report/msg00182.html.  By contrast, ICANN seems to have mistakenly viewed the report as a trademark owner “wish list.”  It rejected some  of the main IRT recommendations, and cut a few others down into a hobbled version, which it then asked the Generic Names Supporting Organization (GNSO) to review.   Since the GNSO review is not scheduled to conclude until December 14, we withhold any detailed comment on the ICANN staff recommendations at this time.  We look forward to the chance to provide input on whatever consensus view emerges from the GNSO process
, and we note again that ICANN’s prudent decision not to impose an artificial deadline for launch of new gTLDs will make such an opportunity feasible.  
2.
Economic studies.  Time Warner commented extensively on this issue in its July 20 submission. http://forum.icann.org/lists/competition-pricing-final/msg00007.html.  Since this point is barely mentioned in the DAG v.3 materials, we simply reiterate here our view that this is “in many ways the most important” of the overarching issues, and that “it is incumbent on ICANN to base its decision on whether to launch new gTLDs, and if so how and when to launch them, on the best possible empirical data about the domain name marketplace, and on a wide range of informed analyses of that data.”  We understand that ICANN staff, from the CEO on down, made a number of potentially conflicting oral statements at the Seoul meeting about the next steps to be taken.  Thus, we look forward to reviewing, and to having the opportunity to comment on, a written plan from ICANN about how it plans to resolve this critical threshold issue. 
3.
Malicious conduct in new gTLDs.  Time Warner welcomes the explanatory memorandum on “Mitigating Malicious Conduct” that was released in conjunction with DAG v.3. See http://www.icann.org/en/topics/new-gtlds/mitigating-malicious-conduct-04oct09-en.pdf.   It spells out a number of proposals for additional requirements that new gTLD registries must meet in order to reduce the risk that bad actors will be empowered to run registries; to ensure more effective efforts against identified forms of malicious conduct; and to improve the quality of domain name registration and resolution services as a safeguard against abuses. It also proposes that a High Security Zones Verification Program be established, but on a wholly voluntary basis, and that an applicant’s decision not to participate in this voluntary program should have no adverse impact on evaluation of its application, regardless of the nature or sensitivity of the online activity that the new registry is designed to foster. 

While the malicious conduct paper is a good first step, Time Warner believes that it does not go far enough in several important areas.  These include: 


a.  Pass-through obligations to registrars.    The paper recognizes that a comprehensive defense against abusive behaviors requires the full cooperation of both registrars and registries.  See, e.g., page 11 of the explanatory memorandum (“Abuse contacts and policies at both registry and registrar levels will be a fundamental step in allowing future efforts to combat malicious conduct to continue and scale with the addition of new operators.”) However, it pulls up short of translating this recognition into anything of practical value, stating merely that “these new registries are encouraged to negotiate stronger standards for business and security practices with accredited registrars,” that they “will have the ability to require registrars to implement specific measures to reduce malicious conduct in order to register labels within their zone,” and, more specifically, that they “may require of all registrars with whom they contract for services that they provide an abuse point of contact [and] … may also require registrars to public a documented abuse policy… .”  Id. at pages 5-6, 10-11.  Of course, if ICANN says that registries “may” do these things, it is equally clear that they “may not” do so.  If these practices are needed to protect registrants against an increased risk of abuse in the new gTLDs, there is no reason why ICANN should not require registry operators to include provisions on these points in their agreements with registrars that sponsor registrations in the new gTLD.   In this regard, we urge ICANN to reconsider its refusal to require registries to  “pass-through” to registrars any obligations with regard to Whois data accuracy, or even – as Time Warner proposed eleven months ago –simply  to require new gTLD applicants “to disclose their policies for ensuring the accuracy and currency of Whois data, and the steps they will use to enforce this requirement with registrars and resellers of domain names in the new TLDs.”  See http://forum.icann.org/lists/gtld-guide/msg00152.html.  

b.  Due diligence.  Time Warner is pleased to see that ICANN proposes to do more to vet potential registry operators, and to specify some of the misconduct for which an applicant can be disqualified (see pages 7-8 of the explanatory memorandum), including a pattern of bad faith activities with regard to domain name registration.  However, the disqualification of any applicant, officer, partner, director or manager who has been, in the preceding ten years, “convicted of a  felony or of a misdemeanor related to financial or corporate governance misconduct” should be expanded.
 In particular, an application should be disqualified if any of these parties has a criminal conviction for copyright or trademark infringement, product counterfeiting, or other offense against the intellectual property laws, whether or not the crime is labeled a felony.


c.   High security zone program.  By making this program “entirely optional,” and stating that an applicant who shuns it will not see its evaluation scores affected, ICANN’s proposal negates whatever value there might be in the enhanced safeguards summarized in section 9 of the explanatory memorandum, and spelled out in more detail in the separate memorandum entitled “A Model for a High Security Zone Verification Program.” See http://www.icann.org/en/topics/new-gtlds/high-security-zone-verification-04oct09-en.pdf.  Of course these more rigorous safeguards might not be necessary for all new gTLDs, but that is no reason not to require them for those new gTLDs for which they should form part of the required minimum standards. 
This is an especially troubling example of the shortcomings of ICANN’s policy of steadfast refusal to draw any distinctions among applications, or to classify them in any way.   Ordinary Internet users will be most at risk if ICANN does not, because of this refusal, require safeguards that it knows to be necessary in order to make a subset of new gTLDs sufficiently secure against crime, fraud or other abuses.  While it may be challenging to define the category of new gTLDs in which the high security zone requirements must be applied, ICANN is not free to shirk that challenge if its newly articulated commitment to “ensure that [its] decisions … are made in the public interest” is to be meaningful.  See Affirmation of Commitments by the United States Department of Commerce and the Internet Corporation for Assigned Names and Numbers,  paragraph 3(a) (September 30, 2009) at http://www.icann.org/en/announcements/announcement-30sep09-en.htm.  
4.
Root scaling.  We have reviewed with great interest the report of the Root Scaling Study Team and note its well-reasoned recommendation that, in order to minimize risks to DNS stability, a large number of new TLDs should not be added to the root until DNSSEC has been fully deployed there.  See http://www.icann.org/en/committees/dns-root/root-scaling-study-report-31aug09-en.pdf. We understand that two ICANN advisory committees are currently reviewing this report, and look forward to the opportunity to comment once they have reached their conclusions about how plans for the new gTLD launch should be modified to take account of security and stability concerns.  
Thank you for considering our views, and please let me know if there are any questions.  . 

Respectfully submitted,

Sandra M. Aistars

Assistant General Counsel

Time Warner Inc.

1 Time Warner Center

14th Floor

New York, NY 10019 USA






� We note with dismay that when the ICANN board chair was asked,  in the public forum at the Seoul meeting on October 29, whether there would be an opportunity to comment on the output of the GNSO’s Special Trademarks Issue team, he answered “Not at this stage, no.  We don't plan to have public comment on that.”  We hope that this does not represent ICANN’s settled position.  


� In addition, adding a comma after the word “felony” in the quoted passage would remove any doubt that any felony conviction in the past 10 years is disqualifying.  It is also worth exploring whether the distinction between a felony and a misdemeanor is meaningful in all major legal systems. 
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