To:  The GNSO .net subcommittee

From: VeriSign, Inc.

VeriSign appreciates the opportunity to be part of this important process.  Developing the criteria for the bidding process on the .net generic top level domain (gTLD) is fundamental to a successful decision by ICANN.  The following comments are in response to the .net subcommittee draft report (the “Draft Report”) of the ICANN Generic Name Supporting Organization (GNSO) .net subcommittee.  We welcome the discussion this process will bring to the .net re-bid criteria and want to thank the committee for its contributions to this process.
Our comments have three main points and are organized as follows:

1. Comments with regard to the Draft Report

2. Comments on the .net criteria process
3. Comments regarding PDP procedures

1. Comments with regard to the Draft Report.
The current criteria to be considered in the Draft Report have been divided into “absolute” and “relative” criteria by the Committee.  We understand this to imply that all bidders would have to meet certain minimum (“absolute”) criteria after which, if they passed that threshold, they would be differentiated based on evaluation of “relative criteria.”  
For sake of clarity in our comments we assume this is an accurate understanding of the intentions of the .net subcommittee. We believe it is critical that minimum performance measurements be identified by this committee and are well defined and calculated to ensure the minimum threshold is fully met by each participant in the bidding process.  

VeriSign recommends that minimum (“absolute”) criteria should include (as more fully described in Appendix A as): 1) Internet stability; 2) Stability of Resolution System; 3) Scale of Resolution System; 4) Stability of Registration System; 5) Scale of Registration Systems; 6) Security of Infrastructure; 7) Operational Expertise; 8) Track Record; 9) Demonstrated Commitment to Performance; 10) Migration Plan; 11) Standards Compliance; 12) Support of New and Emerging Technologies; 13) Network Coverage/ Geographic Footprint; 14) Customer Service; 15) Feature Functionality; 16) Track Record of Opening New/Underserved Markets; and 17) Financial Stability. 
Meeting or exceeding the minimum criteria should allow a bidder to be subsequently judged according to the relative criteria.  However, the degree to which a bidder exceeds the minimum criteria must be taken into account in the subsequent evaluation.  That is to say, the minimum criteria establish the baseline for competing bidders.  If one bidder far exceeds the baseline, according to the identified performance metrics, that bidder’s “score” on absolute criteria should be factored into the bidder’s overall performance in the relative criteria evaluation.  Otherwise, all bidders who move on to the relative criteria evaluation will be incorrectly treated as capable of delivering identical levels of performance as the subsequent .net registry operator.
The minimum criteria we cite above should also be included in the category of “Relative criteria related to stability, security, technical and financial competence”.  Performance measurements in this category should be based on the current operating criteria of .net and should be most heavily weighted of all of the relative criteria.   Any other relative criteria would be of little or no consequence to the operation of .net if the stability of the registry or security of the operating system were compromised, if technical qualifications are sub-par, or if the registry operator cannot provide the financial resources to provide service at the scale necessary to accommodate ongoing growth of the TLD.

The criteria need to be weighted to show the importance of  “relative criteria related to stability, security, technical and financial competence” otherwise it would require assuming one of the following: 1) all bidders would be able to demonstrate the competence to deliver identical levels of stability, security, technical and financial competence; or 2) the variations in bidders’ competence levels in these four areas would reasonably be expected to be insignificant with regard to the .net registry operator selection.  These assumptions are unrealistic and adopting such an approach would prejudice the ability of this process to select the operator that is best able to preserve the stability of the registry.  

The Draft Report needs to define a numerical scoring method to be used to rate each proposal against ICANN’s requirements and against each other, as well as a clearly defined evaluation process to ensure that the evaluation criteria, associated sub factors, and scores for each bidder are fairly applied through a transparent, fair and objective process.  The scores for each bidder and each bidders’ relative scores should be provided to all bidders upon the decision of the bid.  In addition, it must be possible for all bidders to earn a perfect score under the scoring system and for each category (i.e., for each criterion, no bidder automatically loses points prior to the objective application of the scoring system to that criterion). We have previously outlined additional elements of the process in a letter to ICANN’s General Counsel.

Specific comments regarding “Absolute Criteria” are provided here:

Absolute criteria related to stability, security, technical and financial competence
Because of the high level of importance of each of these four items, stability, security, technical and financial competence, we recommend that each one of these criteria be considered as a separate subcategory for evaluation purposes.  
In addition to separating out these four criteria, specific minimum measures of performance should be required along with objective evidence demonstrating the experience, the expertise, and the resources to meet the minimum measures.  
Annex 3, noted in the subcommittee’s Draft Report, contains a reference to a document submitted by VeriSign titled "Evaluation and responsibility criteria for the .net TLD." Minimum performance measures are proposed in that document relating to each of the categories that we recommend be included in the.net criteria.  These criteria are spelled out in Appendix A of this document.

Any of the bidder’s proposals, as required by an RFP, should objectively demonstrate that minimum performance standards can be achieved in all four of these criteria.   Our concern is that often, in an attempt to win a bid, performance is subjectively described without any demonstration of real performance capabilities.  Because of the critical nature of the .net TLD, evaluators should verify the bidders’ ability to fully satisfy objective requirements through further investigation and testing.  This is consistent with the requirement in Section 5.2.4 of the .net registry agreement that ICANN select a party that “demonstrated ability of the party to manage domain name or similar databases at the required scale.”
An on-site audit should be performed and prior performance of similarly sized directories should be evaluated by an independent, technically qualified firm for any finalists in the bidding process. This verification is critical to ensure .net maintains current operating functionality.
These are common procedures in a complex procurement such as this one.  They are especially necessary here due to the important role of the .net registry for the stability of the DNS, as we discuss in Section 2 below.  Requiring anything less than the procedures proposed here would impact the accountability of the parties bidding for .net as well as the openness, transparency and accountability of the decision-making process.

Absolute criteria related to “equitable” treatment of registrars

The proposed requirement for  registry operators to treat registrars “equitably” would be inappropriately broad and ambiguous.  The established concepts of “equivalent access” and “preferential treatment” should be used in lieu of the term “equitably.”
Specific comments regarding “Relative Criteria” are provided here:

Relative Criteria related to promotion of competition

The proposed relative criteria regarding the promotion of competition needs to be defined.  As a general matter, any consideration of competition in the selection of a specific operator must be based on: 1) experience and strength of the bidder to ensure the continued competitive viability and strength of the .net registry; 2) objective and quantifiable considerations aimed at continued investment in and innovation of the registry; 3) valid data; 4) well supported professional economic analysis; 5) compliance with applicable antitrust laws; and 5) the requirements of the existing registry agreement.  ICANN must define any criteria related to the promotion of competition in such a way as to ensure that their application would not adversely affect consideration of VeriSign's proposal due to the fact that VeriSign is the current operator of the registry, due to subjective theories of competition not supported by economic analysis, or due to other improper considerations, including, without limitation, the number of domain name registrations serviced by VeriSign (alone or in relation to any other company), VeriSign's size, or VeriSign's incumbency as the registry for the .net and certain other TLDs.
Relative criteria relating to stability, security, technical and financial competence

As we discuss above this sub-category would ideally be a separate category that is heavily weighted to show the importance of these items to the functional stability of the .net gTLD.  


We suggest a category should be added for each of the items, ordered as the top four subcategories in this section.  Specific performance measures as suggested under “Absolute Criteria” should be required for each category and minimum performance requirements must be met to qualify as a bidder for the contract.  
Under “relative criteria,” demonstrated capabilities to achieve performance levels at or beyond the minimum should be compared and evaluated for all bidders who satisfy the “absolute criteria” with the goal to ensure the selected registry operator has the highest levels of expertise, resources, experience and plan to maintain exemplary performance in the near and long-term.  This should include, among others, resolution availability, response times, packet loss statistics, registration system availability, and operational performance statistics.
Due to the importance of the .net registry to the stability of the DNS, only a bidder who has maintained a substantial registry operation will be able to produce a reasonably supported and reliable record sufficient to establish that it can in fact fulfill these important requirements.  At a minimum, any bidder without such a record of proven success at operating a registry must be required to produce other compelling evidence, based on a proven track record, of its ability to fulfill these critical requirements and must be subjected to an in-depth investigation prior to any transition being made in the operation of the .net registry.
Relative criteria related to existing registry services
It seems inconsistent to have an “Absolute Criteria Related to Continuity” (“grandfathering”) while at the same time not placing a high priority on maintenance of existing services, especially those that impact large numbers of users such as internationalized domain names.  A lesson can be learned from the Public Interest Registry in their transition as the .org TLD registry operator: they decided to not continue supporting previously registered IDNs only to later reverse their position because of strong customer objections.

This category should be weighted higher than promoting the concerns of consumer choice and registry price because discontinuance of existing services would have a direct impact on consumers whereas:  1) consumers have little or no choice with regard to the registry operator except in the selection of the TLD; and 2) there is not a documented correlation between registry price and the registrar price that consumers pay.
2. Comments on the .net criteria process
In his 31 March 2004 letter to GNSO Chair, Bruce Tonkin, Paul Verhoef suggested “As an additional reference point, the GNSO may want to consider the work of the DNSO with respect to the reassignment of the .org registry.”  We disagree; the Subcommittee should not take into account any elements from the dot org “re-assignment,” as the process used by ICANN to select an operator for the .org registry is neither applicable nor sufficient for the selection of an operator for the .net registry, and therefore, not relevant to this process.  
VeriSign has previously expressed some of its specific concerns about ICANN’s .org process and would have objections to any continued reference to the .org bid.  We have a concern that association with the .org process will mislead the potential bidders on .net to consider the .org criteria relevant to the current process.  
In view of the fundamental differences of the contracts, any relevance to the .org process should be explained in detail by the committee with the relevance to the .net contract explicitly spelled out. VeriSign has made prior objections to association with the .org process in a submission to ICANN and restates those objections here (attached as Appendix C).
A short summary of our concerns are as follows: 1) The contractual terms relating to the termination of the .org registry agreement are significantly different than those in the existing .net registry agreement; 2) In contrast to the .org TLD, the .net TLD is used globally by large numbers of Internet infrastructure providers and therefore is especially critical from a security and stability point of view; 3) Any efforts to use the .org reassignment as a reference point should include a careful analysis of the problems associated with the .org reassignment  (e.g., functional transition) along with efforts to mitigate those problems as applicable to the .net effort.

With regard to the Mission of the Subcommittee, while the criteria for .net certainly should to be consistent with ICANN's mission and core values, it is even more critical that they be in compliance with the requirements of the current .net registry agreement, other associated agreements such as the Registry Registrar Agreement, and the operational requirements necessary to maintain current performance levels. These agreements define the scope of obligations and responsibilities of ICANN with respect to the current registry operator and are critical to establishing appropriate criteria for evaluating the .net registry assignment process.  
3. Comments regarding PDP Procedures 
Annex A of ICANN’s By-laws, as amended, purports to prescribe the procedures by which the Generic Names Supporting Organization (GNSO) must conduct its policy development process (“PDP”).
  The Draft Report and the actions of the .net sub committee of the GNSO have not complied with these requirements. The procedures in the Bylaws exist in part to ensure the openness, transparency and objectivity of ICANN’s decision-making process.  
These developed procedures should not be ignored nor changed, absent proper consideration and lawful process.  If the Draft Report is intended to serve another purpose, such purpose should be stated by the GNSO subcommittee referencing its authority under ICANN’s Bylaws or other relevant policies.  
Regardless of the GNSO’s reasons for disregarding the PDP, the GNSO must strictly adhere to the PDP provisions, particularly in light of the importance of the issues and policies being considered.  We suggest further, that anything less, distorts the process, decreases the legitimacy of the GNSO’s work, casts doubt on any “consensus” position that may result from that work, and exposes the process to claims of lack of transparency and fairness.
We note that, in addition to the specific comments below, it is not clear whether the GNSO Council decided to form a task force or decided to respond to ICANN’s request for a consensus “policy” statement without forming a task force.  
The Council purported to form what it has referred to as a “subcommittee”. The GNSO Council is not a committee of the Board of Directors, and therefore we question whether it is technically capable of forming a subcommittee.  Indeed, ICANN’s Bylaws do not appear to authorize the GNSO Council to form any committees. Moreover, a review of the actions of the “subcommittee” to date leads to the conclusion that it has functioned more like what the PDP process calls a task force.  We therefore request that the Draft Report be amended to cite the relevant authority under which the subcommittee is acting and specifically address the deficiencies therein.
Specific cases where the PDP procedures were not followed are listed here in summary (without limitation) and described in further detail in Appendix B, citing the applicable section from the ICANN Bylaws, Annex A:
· Section 2 describes the process by which an Issue Report shall be created, its scope, required deadlines, and purpose.  We note, at a minimum, the following deficiencies:
(1) The request of ICANN staff was sent to the GNSO Council 25 days after Board action instead of the required 15 days;
(2)There is no evidence that the required Issue Report, containing even the minimum information and instruction required by Section 2, was created or transmitted to the GNSO Council; and 
(3)The request sent to the GNSO Council was not accompanied by an opinion of the ICANN General Counsel.

· Section 4 (and by reference Sections 7 and 8) describe the manner in which a PDP shall be initiated.  We note, at a minimum, the following deficiencies:
(1) We have not been able to locate any public posting of the minutes of the GNSO Council meeting that allegedly took place on 1 April 2004 authorizing the creation of the “Subcommittee” notwithstanding the fact that under the Bylaws those minutes should have been posted by 22 April; and
(2) There does not appear to be any public record of a vote by the Council.

Sections 5-7 describe the composition and selection of task forces, their role and the collection of information, and the public notification of the PDP.  We note, at a minimum, the following deficiencies: 

· Section 5
(1) There appeared to be a lack of involvement of the ICANN Staff Manager; and
(2) There appeared to be a lack of transparency in requesting appointment of representatives to the Subcommittee.
· Section 6

(1) The first request for public comment did not occur upon initiation of the PDP but rather 57 days later.

· Section 7(b)

(1) There is no evidence of a charter created by the GNSO Council; and
(2) No specific directions to the “Subcommittee” were published by the GNSO Council or any specific guidelines developed to assure that the Subcommittee does not deviate from instructions of the GNSO Council.

· Section 7(d)
(1) The one constituency statement received failed to contain even the minimum disclosures required by Section 7(d) for the Subcommittee’s consideration of those statements (i.e., voting results, how the constituency arrived at its position in the statement, dissenting or opposing positions of constituency members to the position submitted as the consensus position in the constituency statement, any analysis of time or impact on the constituency, etc.).
· Section 7(e)

(1) The GNSO Subcommittee draft, if intended as a Preliminary Report as specified in the Bylaws, does not contain most of the disclosures or information required; and
(2) None of the following dates were met:
· The Preliminary Report was due not later than 12 May.

· A Final Report was due not later than 17 May.

· The Final Report was supposed to be posted by 22 May.

· The GNSO Council should have called for a meeting of the full Council to consider the Final Report by 2 June, 2004.

Section 8 describes the procedure if no task force is formed.  We note at a minimum, the following deficiencies: 

· Section 8

(1) GNSO constituencies did not appoint representatives within 10 days;
(2)  Representatives generally did not solicit comments from their constituencies;
(3)
Constituency statements were only received from one constituency, and that statement was wholly deficient in that it is reasonable to assume that  statements received by the GNSO Council should contain disclosures similar to those required of constituency statements submitted to a task force; and
(4) The ICANN Staff Manager did not compile an Initial Report and post it within 50 days of the PDP initiation.
In light of the above inconsistencies in following procedure, additional steps should be taken to identify all conflicts of interests by GNSO members.  Any member of the GNSO whose business or other affiliations stand to benefit from any recommendation to be made to the ICANN Board concerning substantive policies relating to the competitive process of assigning .net should be recused from this process and abstain from any participation of voting. 
Again, we appreciate this opportunity to participate in the committee’s process and we hope that the comments above are useful to the GNSO Council and its .net subcommittee.  We would be happy to respond to any questions the comments might generate or to provide additional information if it is needed.  We sincerely hope that our input assists ICANN and the GNSO in its responsibility to comply with the ICANN Bylaws and meet the requirements of the current .net registry agreement with regard to selection of a successor operator.  VeriSign looks forward to providing any additional information the GNSO may find helpful as it finalizes its guidelines.
Respectfully,

Charles A. Gomes

VeriSign, Inc.
Appendix A
Evaluation and Responsibility Criteria for the .net TLD

1. Internet Stability:  Internet stability should be the key evaluation criterion when deciding upon a Registry Operator.  Additional criteria relating to Internet stability are set forth below.  

2. Stability of Resolution System:  The successful resolution of .net domain names is critical to the stability of the Internet.  Applicants should be required to demonstrate past and current performance against key metrics of performance.

Key metrics of .net performance, by way of standards, should include:

· Response times from .net authoritative servers measured from various points around the globe. This should be measured in accordance with current ICANN DNS Registry Operator Specifications. However, in order ensure that current performance is maintained, the performance target set should correspond to performance levels currently being achieved on .net.

· Response times should be equal to current performance, which is averaging 40ms. 

· Packet loss target should be less than 1% 

· 100% availability of .net authoritative name servers. 75% of name servers should be available at any given time.

· 100% accuracy of .net zone data for resolution (no data corruption). The data that resolves is an exact replica of data in the data base. Applicant should demonstrate processes, tools and automated monitoring in place to ensure this is continuously achieved.

· Diversity of DNS resolution infrastructure with no single point of vulnerability due to vendor equipment, design, implementation methodology or zero-hour security exploits.

· Demonstrated diversity and redundancy of network and DNS infrastructure to handle bandwidth congestion and network failure of ISPs and host providers.

3. Scale of Resolution system:  The operational system must be scalable to support ongoing performance of .net at all times.  Applicants should be required to provide specific volumes and performance measures that they will be capable of supporting, such as:

· Scale sufficient to handle the existing number of names and projected growth.

· Scale to handle existing DNS query loads including normal peaks and projected growth.

· Scale to handle events such as DDoS attacks and traffic generated by viruses, worms and Spam. RFC 2870, “Root Name Server Operational Requirements”, requires excess query capacity of three times the measured peak rate for those critical name servers.  In our opinion, this value would be the very minimum for any critical authoritative name servers in light of modern-day threats.  Attacks and malicious activity are on the increase and can generate as much as 10x -20x peak load. It is expected that these events will continue to grow in frequency.  A DDoS attack resulting from a worm infecting thousands of computers with access to high-bandwidth Internet connections is a very real possibility and must be anticipated.  The operator should have the scale to handle increase traffic caused by these attacks.  Excess capacity of at least ten times sustained average query rate is required.  

· Demonstrated restart capability from complete outage to avoid prolonged outage due to initial overload.

· Multiple geographically dispersed point of presence to handle simultaneous attacks across the network.
4. Stability of Registration System:  The applicant must possess the capability and infrastructure to support equivalent access to the shared registration system by all Registrars with response times equal to those that Registrars currently experience.  Among other things, applicants should be required to demonstrate past and current performance against key metrics of performance in terms of such factors as:

· The availability of the system with specific focus on unplanned outage time. This should not exceed 99.99% for unplanned outage time.

· Response time performance – the time to check the availability of a requested name and to add a requested name. The target should be less than 100ms for a check and 150ms for an add command.

5. Scale of Registration Systems:  Applicants should be required to demonstrate their capability to support a scaleable registration system, including demonstrating such capabilities as:

· Scale to handle current volumes and projected growth.

· 2x name base capacity to withstand a “registration add attack” from a compromised registrar system.

· Scale to handle through-put rates currently achieved by .net Registry 

6. Security of Infrastructure:  Applicants should be required to demonstrate their capability to establish the following: 

· A secure environment in which the registry infrastructure is to be operated.

· Failure/ Disaster Recovery Capability, including a plan and assets to support failure of any or all of the infrastructure, with a 4 hour disaster recovery time for registration and a 1 hour disaster recovery time for a gTLD site.

· An independent annual security audit (SAS 70 or comparable).

7. Operational Expertise:  Applicants should have staff in place with technical skills, expertise and experience to operate the Registry in order to maintain current levels of performance, including: 

· To operate at current and projected volume.

· To maintain operation during periods of increase traffic or activity such as DDoS.

· To identify and diagnose unusual activity such as DDoS attacks targeted at either the Registry operator or other critical Internet infrastructure.

· To minimize vulnerabilities in infrastructure.

· To completely mitigate security vulnerabilities before they are publicly announced.

· To manage any planned outages to minimize impact to Registrars and end users.

· To contribute to standards creation and other issues of Internet development. 

8. Track Record:  Applicants should possess a record of proven performance to handle operations comparable to .net, including: 

· Comparable performance levels.

· Comparable scale.

9. Demonstrated Commitment to Performance:  Applicants should have a track record of performance sufficient to demonstrate their ability to measure and perform against appropriate SLAs.

10. Migration Plan:  Applicants should be required to demonstrate a clear and sufficient plan to migrate from the existing operator, including a plan demonstrating that the migration will have:

· No impact on performance of registration system.

· No impact on performance of resolution system.

· Minimal impact and cost to Registrars. 

11. Standards Compliance:  Applicants should have a demonstrated commitment to compliance with applicable standards designed to improve the user experience on the Internet.

12. Support of New and Emerging Technologies:  Applicants should have the technical expertise and resources to support new technical initiatives, such as IPv6, designed to improve usability, performance and security of the Internet. A focus should be given to technologies which have a demonstrable demand and measurable user benefit. 

13. Network Coverage / Geographic footprint:  Applicants should demonstrate capability with respect to the following measurement standards:

· Number of name servers and points of resolution sufficient to provide 100% availability. Analysis has shown that this number should be a minimum of 8 physically diverse sites plus a minimum of two swing or hot standby sites for maintenance.

· Network coverage of key geographic centers of the Internet in the Americas, Europe and Asia Pacific, and providing .net resolution close to the end user. 

· The support of growing and emerging markets so that those people in these markets experience the same levels of performance as those in the developed world.

· Demonstrated efforts to expand stability in underserved markets.

14. Customer Service:  Applicants should possess: 

· Skilled staff operating 24x7 to support Registrars’ hours of operation.

· Sufficient staff to support current and projected registrar volumes.

· International language skills.

· Technical on-site assistance available (engineering) on 24x7 basis.

15. Feature Functionality:  Applicants should possess the following: 

· Ability to support current feature functionality of .net to avoid any feature regression. This includes

· Internationalized Domain Names

· Support of IPv6

·  Ability to provide real time updates

· DNSSEC.
· Demonstrated ability to support key product features and capabilities demanded by Registrars and end users, including IDNs.

· Demonstrated flexibility of system to incorporate new rules/ standards/ business practices with minimum negative impact on Registrars.

16. Track Record of Opening New / Underserved Markets:  The applicant should have a track record in successfully investing in underserved markets and new geographies even if financial return does not justify investment. For example, VeriSign has continued to expand the geographic footprint of its network outside the North American market.  In addition, the applicant should have a demonstrated willingness to support initiatives driven by market demand.

17. Financial Stability:  Significant investment will be required to establish the initial registry system to support the scale and performance levels of .net. This includes the people and capital required to establish a global resolution footprint, capable of handling traffic spikes caused by DDoS attacks and other non standard operational events. The applicant should be required to demonstrate resources sufficient to make an investment at levels required to scale the operation initially and maintain and grow the domain base and infrastructure.  The applicant also should possess substantial cash reserves and a record of sustained growth in revenue and profitability.

Appendix B
This section identifies some of the problems noted with the process to date with the intent of providing constructive feedback that we hope will be helpful going forward.
The observations below first of all reference the section of the PDP process followed by a description of what appeared to take place and then notes the deficiencies in cases where the actions have already occurred.  In the later instances included below, some of the steps are still in progress or are yet to be performed so no deficiencies are identified.
ICANN Bylaws - Annex A, GNSO Policy Development Process, Section 2 requires the creation of an Issue Report by the Staff Manager within 15 days after receiving an instruction by the Board to initiate a GNSO PDP.  The Issue Report must be accompanied by an opinion of the ICANN General Counsel regarding whether or not the proposed PDP is within the scope of the ICANN policy and GNSO.  Furthermore, the Staff Manager is required to distribute the Issue Report to ALL Council members for vote on whether or not to initiate a PDP.

What Actually Took Place
Paul Verhoef, Vice President, Policy Development Support, sent a letter to Bruce Tonkin, Chair of the GNSO Council, on 31 March, 2004 requesting that the GNSO prepare a “consensus policy recommendation” with regard to the .net successor registry procedure.  

Deficiencies

1.
The Board action instructing Staff to make the request of the GNSO occurred on 6 March 2004 at the ICANN Rome meeting.  That was 25 days, rather than 15 days as required by Bylaws.

2.
There is no evidence that an Issue Report outlining the minimum content to be considered was provided.
4.
The request did not contain an opinion of the ICANN General Counsel supporting the Verhoef letter.
ICANN Bylaws - Annex A, GNSO Policy Development Process, Section 4 requires that within 15 days of receipt of the Issue Report, the GNSO Council must hold a meeting to decide, by a majority vote, whether to appoint a Task Force to address the issue identified in the Issue Report. (Section 4, GNSO PDP, Annex A to ICANN Bylaws).  Pursuant to Article X, Section 3, subparagraph 8 of ICANN Bylaws, the GNSO Council meeting can be held by electronic or other means so long as all Council Members can actively participate.  Minutes of the GNSO Council meeting must be transmitted to the ICANN Secretary and posted on the ICANN Website no later than 21 days following the date of the GNSO Council meeting. (Article X, Section 3, subparagraph 8 of ICANN Bylaws). 

What Actually Took Place
Apparently a meeting of the GNSO Council was held on 1 April 2004 approving the initiation of the PDP.  

Deficiencies

As of 8 June 2004, no public posting of the minutes of the GNSO Council meeting that allegedly took place on 1 April 2004 could be found; the minutes have since been posted.  The minutes show that plans were made in this meeting to create a “Subcommittee” to produce the consensus policy “statement” requested by the ICANN Board.  The minutes should have been posted by 22 April 2004.  In summary, there does not appear to be any public record of a vote which raises questions about whether the process so far has been open and transparent.

ICANN Bylaws - Annex A, GNSO Policy Development Process, Section 5 requires the GNSO Council to invite each of the constituencies of the GNSO to appoint one individual to participate.  A constituency wishing to appoint a representative on the “Subcommittee” must notify the Staff Manager of its designee (note this is not the GNSO Chairman or other member of the GNSO Council).

What Actually Took Place
Apparently there was an email sent out by the GNSO Council asking the constituencies to appoint members to the “Subcommittee”.  We only know this because we received a copy as a result of receipt of an email addressed to the registry constituency requesting appointment of a member.  It is unclear who the constituencies notified of an appointment to the Task Force.  Involvement of the ICANN Staff Manager in the process is not known from any documentation on the Website.

Deficiencies
There appeared to be a lack of apparent involvement of the ICANN Staff Manager, a lack of transparency in requesting appointment of representatives to Task Force, etc. This is not consistent with or in compliance with the GNSO PDP Bylaws provisions for appointment of a “Task Force”.   (At the same time, the actions are not consistent with the requirements of Section 8 of the PDP when a task force is not used.)
ICANN Bylaws - Annex A, GNSO Policy Development Process, Section 6 requires that upon the initiation of a PDP, ICANN is required to post notification of the initiation of the PDP on its Website and offer a comment period for 20 days “after” the initiation of the PDP.  Note:  This section refers to an ICANN posting, not a posting for public comment by the GNSO “Subcommittee”.  The Staff Manager would subsequently add public comments to the Preliminary Task Force Report.

What Actually Took Place
No notice from ICANN was posted on the Website.  There was no apparent involvement of the Staff Manager.  The first public comment called for was in response to the GNSO Subcommittee draft report on 28 May, fully 57 days after the initiation of the PDP by the GNSO Council. 

Deficiencies
The public posting, the first of which was 57 days after the initiation of the PDP by the GNSO Council, is not compliant with the Bylaws requirements or the PDP process.

ICANN Bylaws - Annex A, GNSO Policy Development Process, Section 7(b) requires that a “Charter” be developed for a Task Force within 10 days of the initiation of the PDP.  The charter is developed by the GNSO Council in cooperation with the Staff Manager and must include: 1) the issue to be addressed as articulated by the GNSO Council authorizing the PDP and Task Force; 2) a specific timeline that the Task Force must adhere to; and 3) any specific instructions of the Council.  The Task Force report must be prepared and the Task Force must conduct its activities in accordance with the Charter.  Any deviation from the express provisions of the Charter requires the approval of the majority of the GNSO Council.  In other words, any deviation requires a GNSO Council meeting and vote.

What Actually Took Place
There is no visible evidence of a specific Charter being created by the GNSO Council or cooperation in the creation thereof by the Staff Manager.  No Charter could be located.
Deficiencies

There is no evidence of any Charter or the creation of such a document as required by the applicable Bylaws provisions.  Therefore no specific directions to the “Subcommittee” were published or any specific guidelines to determine whether the Subcommittee is deviating from instructions of the GNSO Council.  In fact, it appears that the only timelines published or visible for the process are those fixed by the Subcommittee Draft report and subsequently in the call for public comment of the GNSO Council on 2 June 2004.

ICANN Bylaws - Annex A, GNSO Policy Development Process, Section 7(d) enumerates the content requirements for constituency statements received and to be considered by the Subcommittee. Such statements must include an indication of whether the consensus vote on the statement was by a Supermajority Vote (i.e., more than 66% of constituency membership or executive committee).  In the absence of a Supermajority Vote the constituency statement must include a clear statement of all positions espoused by constituency members.  In any event, such statements must contain a clear statement of how the constituency arrived at its position (i.e., details of constituency meetings, teleconferences, other means of deliberating on the issues, list of members participating).  The statement must also contain an analysis of how the issue under consideration by the Subcommittee would affect the constituency including financial impacts, and an analysis of the period of time that would likely be necessary to implement the policy.  (It might be useful for constituencies to be informed of the content requirements of their statements.)
What Actually Took Place
As indicated by the Subcommittee Draft Report of 2 June 2004, one constituency, the Business Constituency, submitted a formal statement to the Subcommittee.  There were also 2 other statements submitted by interested parties, but not in the form of constituency statements, and apparently there was more informal input received and maintained by ICANN on the subcommittee’s net-com mail list.

Deficiencies
The Business Constituency statement failed to address even the minimum disclosures of voting, how the constituency arrived at its position in the statement or any analysis of time or impact on the Business Constituency.  It only contained summary conclusions with no information as to how those conclusions were reached or what level of consensus was achieved.  Given these serious insufficiencies, it is unclear what weight, relevance or consideration ICANN can give to the Business Constituency statement.  

ICANN Bylaws -  Annex A , GNSO Policy Development Process, Section 7(e) requires that the Chair of the Task Force working in cooperation with the Staff Manager, prepare and distribute a Preliminary Task Force Report and deliver it to the full Task Force within 40 days after the initiation of the PDP.  In this case, since the PDP was apparently initiated on 1 April, 2004, this should have been accomplished by 12 May, 2004.  Thereafter, within 5 days of the distribution of the Preliminary Report, the full Task Force is to meet to consider the Preliminary Report and try to reach a Supermajority Vote on the issues and wording of the Preliminary Report.  Within 5 days after the final Task Force meeting, the Chair and Staff Manager are required to create a Final Report and post it on the ICANN Comment Site.  The Task Force Report must include:  1) a clear statement of any Supermajority Vote on the Issue; 2) if no Supermajority, a clear statement of ALL positions of Task Force members submitted within the 21 day period for submissions of constituency statements; 3) an analysis of how the Issue under consideration by the Task Force would affect each constituency, including financial impact on each; 4) an analysis of the time period likely necessary to implement the policy; and 5) a detailed statement on advice from outside Advisers used. (Even if the GNSO did not intend to use a task force, it seems reasonable and consistent with the PDP that the content required in this section be included in any final report.)
What Actually Took Place
GNSO Subcommittee issued a draft proposal on the procedure for designating a successor registry, which draft proposal is dated 2 June 2004, and apparently requested comments from constituencies and any other interested parties.  On 28 May, 2004, the GNSO .net subcommittee published a notice of First Public Comment period specifying in summary form the process and time periods for developing the .net selection criteria and requesting comment on the GNSO Subcommittee draft report.
Deficiencies 

The GNSO Subcommittee draft, if intended as a Preliminary Report as specified in the Bylaws, is deficient and does not contain most of the disclosures or information required to be contained therein.  The Preliminary Report was required to be delivered for consideration by the full Task Force by 12 May, 2004, which then should have produced a Final Report by 17 May, 2004, which Final Report should have been posted for public comment by 22 May, 2004.   Thereafter the GNSO Council should have called for a meeting of the full Council to consider the Final Report by 2 June, 2004. (Section 10(a), GNSO PDP, Annex A, ICANN Bylaws).  None of these timelines have been met.
ICANN Bylaws -  Annex A , GNSO Policy Development Process, Section 8 requires the following if at a meeting of the GNSO Council organized to consider a PDP request from the ICANN Board, the Council elects not to organize a Task Force: 1) the Council must call for the appointment of representatives from the various constituencies within 10 days of the Council meeting; 2) the appointed representatives must solicit comments from their respective constituencies; 3) those constituencies desiring to submit statements for consideration by the GNSO Council must do so through the Staff Manager (consideration if the statements submitted is by the Council not a Subcommittee or other body); and 4) (it is reasonable to assume) that the constituency statements provide the same disclosure of information as required for constituency statements if a Task Force is used (see Section 7(d)).  Furthermore, the GNSO Council is to prepare an Initial Report and post it for public comment within 50 days of the PDP initiation.
What Actually Took Place

As indicated by the Subcommittee Draft Report of 2 June 2004, one constituency, the Business Constituency, submitted a formal statement to the Subcommittee, not to the Staff Manager for subsequent consideration by the GNSO Council.  There were also 2 other statements submitted by interested parties, but not in the form of constituency statements, and apparently there was more informal input received and maintained by ICANN on the subcommittee’s net-com mail list.  Once again, these documents or comments were submitted to and considered only by the Subcommittee rather than to the Staff Manager for consideration by the GNSO Council.

Deficiencies
GNSO constituencies did not appoint representatives within 10 days. Representatives apparently did not solicit comments from their constituencies except possibly in one case.  Constituency statements were only received from one constituency, and that statement was wholly deficient in that statements received by the GNSO Council should contain disclosures similar to those required of constituency statements submitted to a task force.  The ICANN Staff Manager did not compile an Initial Report and post it within 50 days of the PDP initiation.

Appendix C ( http://forum.icann.org/org-eval/final-report/msg00009.html)
	VeriSign Comment


· To: "'org-eval@xxxxxxxxx'" <org-eval@xxxxxxxxx> 

· Subject: VeriSign Comment 

· From: "Boggess, Jennifer" <jboggess@xxxxxxxxxxxx> 

· Date: Tue, 8 Oct 2002 19:02:29 -0400 

· Cc: "Cochetti, Roger" <RCochetti@xxxxxxxxxxxx> 

· Return-receipt-to: "Boggess, Jennifer" <jboggess@verisign.com> 



I am submitting the attached comments on behalf of Roger Cochetti and

VeriSign. 

----------------------------------------------------------------------------

---------------------------

To the Members of the ICANN Board of Directors: <?xml:namespace prefix = o

ns = "urn:schemas-microsoft-com:office:office" />

Having participated in and closely monitored ICANN's process for selecting a registry operator for the .org top-level domain, we wanted to take this

opportunity to voice our concerns about ICANN's handling of that process. As discussed more fully below, the design and administration of the proposal

process were fundamentally flawed, resulting in widespread criticism both from the participants in the process, all of whom invested significant time

and resources in preparing their bids, and by the greater Internet community.  ICANN's conduct not only has been, and continues to be,

inconsistent with the letter and spirit of its Memorandum of Understanding with the U.S. Department of Commerce, but also amounts to a breach of its

obligations under its Registry Agreements with VeriSign, Inc.   Perhaps more important, the absence of meaningful safeguards to ensure a fair, open,

competitive process is a disservice to the Internet community.

The .org Registry Agreement section dealing with the general obligations of ICANN require it, among other things, to exercise its responsibilities in

"an open and transparent manner," and to not apply "standards, policies, procedures or practices arbitrarily, unjustifiably, or inequitably..." 

We are not alone in these views. The various .org bidders have submitted more than 200 pages of questions, concerns and issues they have raised

associated with the flawed .org process. 

While there are a series of examples of ICANN's failure to meet its commitments, two in particular are illustrative. 

1. Disqualification of UIA after the fact 

VeriSign acted as a subcontractor to the Union of International Associations in their .org bid. Both UIA and VeriSign invested substantial resources in

preparing the bid and in all the myriad follow up questions and requirements associated with the bidding process, a period that has lasted more than 5

months. 

The ICANN staff final report, issued at the very end of the .org bid process, says that: 

The UIA proposal employs VeriSign as its registry operations provider, at least for the first three years of operation. As such, as detailed in the

General Counsel's report, it is the only proposal that ranks low on Criterion 3: Enhancement of Competition for Registration Services. Since

this is the overarching goal for the entire undertaking of re-assignment of the .org registry, we believe that UIA/VeriSign should not be favorably

considered, unless there was no satisfactory proposal of sufficient merit - which is clearly not the case. 

Criterion 3 is one of the 11 criteria laid out by ICANN. There was no information in the bidding process that any bidder would be disqualified if

they employed VeriSign as a subcontractor. In fact, ICANN actually contradicted itself in the final staff report, arguing that: 

The weights being given to the criteria were derived from the words of the criteria themselves. The Usage Evaluation Team weighted them equally because

there was nothing in the words to suggest otherwise. The Gartner team gave 70% of the weight to Criteria 1 and 9 because the words clearly stated that

primacy of consideration had to be given to stability of operation and transition. No weights were indicated in the draft RFP that was posted, and neither UIA nor any of its partners commented that this was a deficiency. 

A reasonable reading of this statement indicates that all of the criteria were weighted equally, with the exception of Criteria 1 and 9. If criterion

3 were weighted the same as the other criteria (with the exception of 1 and 9), then ICANN should not be arguing after the fact that UIA's bid "should

not be favorably considered." 

Both UIA and VeriSign have incurred the cost of a significant financial investment in the bid which ICANN is now telling us - after the fact --

never had a chance. 

2. Weighting of criteria 

Contrary to ICANN's assertion that UIA or its partner VeriSign did not comment that the lack of weighting of criteria was a deficiency in the bid

process, VeriSign sent a clearly-worded 9 page letter on May 13, 2002 laying out detailed and specific concerns associated with such an arbitrary

approach. The letter is attached. ICANN refused to respond to the questions and concerns, arguing that VeriSign was not a bidder on .org. However, ICANN

did respond to questions raised by other prospective bidders and their partners. At the time the letter was written - prior to the application

deadline - there were no official bidders or partners. ICANN had no basis for disregarding the legitimate concerns about the process expressed by VeriSign. 

As it turns out, the lack of weighting of criteria has caused the majority of bidders to believe the process was arbitrary and unfair. We have attached

quotations from many of the bidders illustrating their views. 

The non commercial domain name holders evaluation team was highly subjective, and in many cases just plain inaccurate. They decided how to

weight the criteria after the application deadline, during their review of the applications. In their report, they state: 

We considered positioning, lack of restriction, innovation, and relations to registrars to be the most important evaluation criteria in the

differentiation realm; these criteria were weighted at one. 'Defensive registration' and 'market research' were weighted at one half. 

In addition, the non commercial team decided to weight the support letters into "A" and "B" categories. None of this was made clear before the

application deadline. 

Further, it was never made clear whether or not letters of support arriving after the application deadline would be counted, and if so, how much weight

would be given to such expressions of support. It is ironic that the organization with one of the highest scores on this criterion did not appear to have a single letter of support prior to the application deadline. 

The staff report indicates that the Gartner technical evaluation also decided how to weight the criteria after the application deadline: "Gartner

also combined the criteria into a single overall assessment, using its own judgment as to what weight to assign the results of each individual criterion based on Gartner's reading of the RFP." 

Many bidding organizations also expressed concern that the Gartner team may not have had the required technical expertise to do such an evaluation.

While Gartner has argued that their team had expertise in certain areas, UIA has not received a specific answer to its questions on this front, and we

would like to see the names of the individuals involved in the evaluation, as well as information on their technical background. 

These are just a few examples of the arbitrary nature of ICANN's handling of the .org bid process. We have attached a table providing more detail, as

well as a list of some essential steps ICANN must take to prevent an arbitrary approach during their next RFP process. We believe that if ICANN

embraces these steps, it will go a long way towards a more fair, open and transparent process. 

Sincerely, 

Roger Cochetti

Senior Vice President and Chief Policy Officer  

ATTACHMENTS:

Analysis of RFP:  http://forum.icann.org/org-eval/final-report/pdf00001.pdf 
Bidders Comments:  http://forum.icann.org/org-eval/final-report/pdf00002.pdf 
� Although VeriSign expresses no opinion at this time as to the propriety of the PDP or whether it is consistent with applicable requirements, it reserves its right to do so.
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