Registration Abuse Policies Workshop

Main Points of Discussion

Please find below some of the questions, comments and suggestions made during the Registration Abuse Policies Workshop that took place at the ICANN meeting in Mexico City that the Working Group might want to discuss or review in further details.
· Can you tell with certainty at the point of registration that a domain name registration will be abused?
· What does abuse mean? What is the difference between registration abuse and use abuse?
· Is abuse by definition a criminal activity? How do you deal with the fact that certain types of abuse are not criminalized in certain jurisdictions?
· The outcome of any policy work should not be a limiting factor or an excuse for registrars not to do more.
· Further policy development work does not necessarily result in mandatory requirements; other outcomes such as recommended best practices are also an option.
· How do you deal with repeat offenders? Should they be blacklisted or forced to follow different rules for the registration of domain names?
· The group should focus on abusive practices in the registration process as separate from any subsequent use.
· What is the role of abuse provisions in registry/registrar agreements, and how do those registries that do not have provisions deal with abuse?
· A subset of best practices that have been recommended by the APWG and have been adopted by most players in the industry should be identified. These should be made mandatory so ICANN functions can take over when they are violated.
· It would be helpful to document these malicious activities, including their impact.
· Any policy should be flexible enough to deal with new kinds of abuses that have not emerged yet.
· One of the goals could be to develop a gold-seal standard that people can choose to comply with, have criteria by which they have to match to earn that status or ranking.
· Consider measuring the performance of a provider. Abuse is an area where a substantial amount of information exists and which would be able to tell us who the sponsoring registrar is and how many issued domains are within a particular registrar’s portfolio.
· Review the contractual obligations of the registrar vis-à-vis resellers and how they respond to abuse.
· In a dynamic environment like the Internet, it will not help to adopt fixed policies to deal with malicious practices.
· Registration abuse should not be defined in terms of specific types of conduct and response; we do not want to give a roadmap to bad actors as to how to circumvent it.
· Best practices are good, but a stick will be needed at the end of the day.
· What about ccTLDs and their policies; will they be indirectly affected by the new RAA provisions and see abusers moving there?
· You need to align the problem with best practices; a better understanding of the problem in detail is needed and work from there to create automated systems or systems that can be automated from the human perspective to perform the actions that are going to remediate the problem. 
· Is part of the problem that registrars are not responsive or do not follow best practices? It is important to document what the actual problem is and whether it requires a stick or new policy.
· Is there a single solution that would solve both the concerns of the IP community and some of the other issues that have been raised during the workshop?
· Proper thought needs to be given to what types of abuse are we trying to address, the appropriate solutions or recommendations and the scope.
