Enhancements to the current operational rules of the transfer policy
(Gomes comments in red)
In my comments and questions below one of my intents is to explore feasibility of a recommendation. My assumption is that if a recommendation is not feasible, then it might be futile to ask people to spend time doing a PDP on it.  In that regard I raised questions that might help us evaluate feasibility.  Another thing I tried to do with regard to feasibility is to try to envision possible solutions.
If we as a group agree that some of the recommendations may be unfeasible, we could delete them from the list with the provision that members of the community are welcome to provide data supporting demand and ideas that might work.
Please excuse my ignorance.  I do not work with transfers much at all so I have to rely on the registrar experts in our group as well as the VeriSign people who manage the IRTP dispute process for us.
1. j. Whether there could be a way for registrars to make Registrant Email Address data available to one another. Currently there is no way of automating approval from the Registrant, as the Registrant Email Address is not a required field in the registrar Whois. This slows down and/or complicates the process for registrants, especially since the Registrant can overrule the Admin Contact. (CT5.0)
· This would be helpful for registries in handling the dispute process but I have some questions to determine feasibility.
· Do all registrars have an email address for the registrant, including cases where a third party proxy provider is involved?
· If not, would it still make sense to pursue this?
· If the proxy provider is the registrant, they could obviously approve or disapprove a transfer request so the proxy email address should work; but are there cases where the proxy provider is not the underlying registrant who is authorized to approve/disapprove transfers?
5. q. Whether standards or best practices should be implemented regarding use of Registrar Lock status (e.g., when it may/may not, should/should not be applied). (CT8.0)
· This one is related to 6 below so it seems appropriate that they be worked together; in fact, if 5 was done, is it possible that the need for 6 might mostly disappear?
· Isn’t the big issue here whether or not a name can be unlocked in a timely manner to allow for a transfer?
· The existing IRTP tried to address this but it appears that it may need beefing up.
6. h. Whether provisions on time-limiting FOAs should be implemented to avoid fraudulent transfers out. For example, if a Gaining Registrar sends and receives an FOA back from a transfer contact, but the name is locked, the registrar may hold the FOA pending adjustment to the domain name status, during which time the registrant or other registration information may have changed.(CT9.0)
· Is this a correct understanding of the problem here: A domain name may be in a ‘prohibited transfer’ status but other changes (e.g., registrant name, contact information, admin contact, etc.) may still be allowed; in the interim, while waiting to unlock the registration, registrant or contact changes are made that make the original FOA invalid.
· Requiring a short allowable time for registrants to be able to unlock a name could possibly go a long ways to solving this but might not totally solve it.
· I suspect that there would be some problems with disallowing registrant/contact changes after a transfer request is received. Is that true?

· I don’t understand how time-limiting FOAs solves this?
· This recommendation also seems to be related to item 9 but I note that item 9 is not in this category; any particular reason?
7. c. Whether additional provisions on undoing inappropriate transfers are needed, especially with regard to disputes between a Registrant and Admin Contact. The policy is clear that the Registrant can overrule the AC, but how this is implemented is currently at the discretion of the registrar. (CT9.0)
· This one has similarities to item 2.

· Would it make sense to group it with 2 either in this category or the next?
15. i. Whether requirements should be in place for Registrars of Record to send an FOA, and/or receive the FOA back from Transfer Contact before acking a transfer.(13.0)
· This idea seems to go totally against a common problem for which the existing policy was intended to solve.

· If implemented, this could easily be used to stop transfers without legitimate reason.

· This appears to me to NOT be an enhancement to the current policy but a wholesale change to one part of the policy.

· If I am correct, then should this recommendation even be considered?
18. p. Whether the process could be streamlined by a requirement that  

registries use IANA IDs for registrars rather than proprietary IDs.(16.0)
· Is this one that we could call low hanging fruit?

· My understanding is that for .com and .net names, VeriSign already does this.

· Are there very many gTLDs for which this is not already done?
Enhancements to the current transfer dispute policy
2. o. Whether a process for urgent return/resolution of a domain name should be developed, as discussed within the SSAC hijacking report (http://www.icann.org/announcements/hijacking-report-12jul05.pdf; see also http://www.icann.org/correspondence/cole-to-tonkin-14mar05.htm).  (CT6.0)
· This one has similarities to item 7 and might make sense grouping with item 7.
· Would it make sense to group it with 7 either in this category or the previous one?
4. e. Whether reporting requirements for registries and dispute providers should be developed, in order to make precedent and trend information available to the community and allow reference to past cases in dispute submissions. (CT7.0)
· This recommendation could likely involve proprietary data.

· If so, I am not sure it is feasible.

· It would be asking quite a lot to expect a registry to report trend data as well as to remove all proprietary data.
· The number of transfer disputes is so small that it might not be worth the effort.
8. d. Whether additional provisions should be included in the TDRP on how to handle disputes when multiple transfers have occurred. (CT10.0)
· As I understand it, the current policy allows disputes to be filed within 180 days of a transfer.

· Is that much time really needed?

· If not, would 60 days be enough?

· If so, then the requirement that limits transfers within 60 days of previous transfer should cover this.
14. b. Whether review of registry-level dispute decisions is needed(some complaints exist about inconsistency).(CT13.0)
· Before pursuing this, we should identify what the inconsistencies are.

· If there are inconsistences, are they still happening?
· There is an appeal process in the current IRTP; doesn’t that provide a mechanism for dealing with this if it is an ongoing problem?
16. a. Whether dispute options for registrants should be developed and implemented as part of the policy (registrants currently depend on registrars to initiate a dispute on their behalf).(14.0)
· How?

· It is very hard to imagine how this could be implemented.

· Who besides registrars, except maybe resellers or proxy providers, could authenticate the registrant or admin contact?
· This might be easier in thick registries but even in those cases the registry does not have a contractual relationship with the registrant and the registry data is sometimes not up to date.
19. f. Whether requirements or best practices should be put into place for  registrars to make information on transfer dispute resolution options available to registrants.(CT16.0)
· Is this some more low hanging fruit?

· It seems like a no brainer.
New Issues related to the current transfer policy
3. g. Whether there is need for other options for electronic authentication (e.g., security token in FOA) due to security concerns on use of email addresses (potential for hacking or spoofing). (CT6.0)
· This would probably be nice but it seems like a cost item for registrars and registrants and as such would probably only work for those who elect to do it.

· Is there enough interest by some registrars to implement this as a service for their customers that it would be worthwhile for changing the FOA and having registries implement the change?
· If not, would we be wasting peoples’ time pursuing this?
9. m. Whether special provisions are needed for change of registrant simultaneous to transfer or within a period after transfer. The policy does not currently deal with change of registrant, which often figures in hijacking cases. (CT10.0)
· This deals with a problem that has been significant for VeriSign and we probably get the bulk of disputes in the gTLD space.

· But it is not clear that there is a workable way to solve it.  Am I wrong on that?  Any ideas?
10. n. Whether existing penalties for policy violations are sufficient or if additional provisions/penalties for specific violations should be added into the policy. (CT10.0)
· This is an issue that keeps coming up in different policy work.

· Terminating the RAA as the only means of enforcement is not very effective.

· It doesn’t seem like it would be too hard to implement some progressive steps for repeated violations.

· Would registrars support this?
11. r. Whether registrants should be able to retrieve authInfo codes from third parties other than the registrar. (CT12.0)
· Like whom?

· Registries or ICANN?

· How would registries or ICANN authenticate registrants?

· Is there any real way to do this without creating a terribly insecure process?
12. s. Whether the policy should incorporate provisions for handling  “partial bulk transfers” between registrars – that is, transfers involving a number of names but not the entire group of names held by the losing registrar. (CT12.0)
· NewStar introduced a new registry service to accommodate this need.  Are they the only registry to do so?

· It puts a burden on the registry to validate lists of names with both involved registrars.

· Registries would probably would need indemnification.
· Is there enough demand for this to go to the trouble of a PDP?
13. k. Whether additional provisions relating to transfer of  registrations involving various types of Whois privacy services should be developed as part of the policy. (CT13.0)
· This seems to be an issue that primarily surfaced after the IRTP was developed, so it may deserve attention.
17. l. Whether additional requirements regarding Whois history should be developed, for change tracking of Whois data and use in resolving disputes.(14.0)
· This would be very helpful for registries in resolving disputes.

· Registrars are all over the map in terms of what they do with regard to Whois history.
· Is Whois data escrowed (going to be escrowed)?
· If so, might it be feasible to use escrowed Whois data for this or would that be way to cumbersome?
