Transfer WG PDP Recommendations for PDP groupings
27 Feb 08 (Agreements reached in the 27 Feb are highlighted.)
Summary of WG Recommendations as of 27 Feb 08
	Recommended Action
	Recommendation #’s

	Group 1 PDP
	5.q, 15, & 18.p

	Group 2 PDP
	7.c, 2.o, 4.e, 8.d, 9.m, 17.l, 16.a, 19.f

	Group 3 PDP
	3.g, 10.n, 12.s

	Individual PDPs
	1.j, 6.h, 7.c, 2.o

	No PDP recommended
	15.i, 14.b, 11.r, 13.k


As summarized above we would be recommending 7 PDPs, four of which are single recommendation PDPs.  And we would be recommending no PDP for four recommendations.
Group 1 PDP - Enhancements to the current operational rules of the transfer policy

5. q. Whether standards or best practices should be implemented regarding use of Registrar Lock status (e.g., when it may/may not, should/should not be applied). (CT8.0)
[Notes: 5. and 6. Conclusion: to keep 5 and 6 separate, with 5 as comparatively "low hanging fruit" in the first group, while 6 is more complex and might call for a PDP on its own.]

15. "Whether requirements should be in place for Registrars of Record to send an FOA to the Registrant or Admin Contact". 
[Notes: Conclusion: The first part is retained within the first issue group, although rephrased as "Whether requirements should be in place for Registrars of Record to send an FOA to the Registrant or Admin Contact". The second part of 15 (reading: ",and/or receive the FOA back from Transfer Contact before acking a transfer") is eliminated with reference to past debates when this was deemed to make it easier for uncooperative Registrars of Record to delay or block a transfer desired by the registrant.]

18. p. Whether the process could be streamlined by a requirement that  

registries use IANA IDs for registrars rather than proprietary IDs. (16.0) 
[Notes: Largely achieved, at least in theory, and assessed as easily achievable in practice. Conclusion: to keep 18 in the first group.]

Group 2 PDP - Enhancements to the current transfer dispute policy

7. c. Whether additional provisions on undoing inappropriate transfers are needed, especially with regard to disputes between a Registrant and Admin Contact. The policy is clear that the Registrant can overrule the AC, but how this is implemented is currently at the discretion of the registrar. – Technical aspects only. (CT9.0)

2. o. Whether a process for urgent return/resolution of a domain name should be developed, as discussed within the SSAC hijacking report (http://www.icann.org/announcements/hijacking-report-12jul05.pdf; see also http://www.icann.org/correspondence/cole-to-tonkin-14mar05.htm).  – Technical aspects only (CT6.0)

[Notes: 7. and 2. (in the second group). Both are related and have feasible "technical" aspects but also much more difficult "policy" aspects, deserving thorough investigation and separate handling. Conclusion: to combine the "technical" aspects of 7 and 2 and keep them in the first group, while combining the "policy" aspects of both as a separate potential PDP.]
4. e. Whether reporting requirements for registries and dispute providers should be developed, in order to make precedent and trend information available to the community and allow reference to past cases in dispute submissions. (CT7.0)  
[Notes: Conclusion: Concerns were expressed about the feasibility of 4, but it was agreed to keep it on the list for the second group.]

8. d. Whether additional provisions should be included in the TDRP on how to handle disputes when multiple transfers have occurred. (CT10.0)
9. m. Whether special provisions are needed for change of registrant simultaneous to transfer or within a period after transfer. The policy does not currently deal with change of registrant, which often figures in hijacking cases. (CT10.0)
[Notes: 8 and 9 (and 17). Conclusion: 8 and 9 both relate to the identification of the legal registrant and to finding the proper balance between security and speed of transfers. 9 may be difficult, but reflects an important problem to address. Agreed to combine 8 and 9, within the second group. Agreed potentially also to combine both with 17, see reasoning below.]
17. l. Whether additional requirements regarding Whois history should be developed, for change tracking of Whois data and use in resolving disputes.(14.0)
· This would be very helpful for registries in resolving disputes.

· Registrars are all over the map in terms of what they do with regard to Whois history.

· Is Whois data escrowed (going to be escrowed)?

· If so, might it be feasible to use escrowed Whois data for this or would that be way too cumbersome?
[Notes: 17. Conclusion: The approach in 17 would be useful for verification purposes, so there are connections to 8 and 9 above. It is also potentially related to escrow requirements and evokes a number of complex questions relating to access to data. Agreed to put 17 in the second group and potentially to combine it with 8 and 9 above.]
16. a. Whether dispute options for registrants should be developed and implemented as part of the policy (registrants currently depend on registrars to initiate a dispute on their behalf). (14.0)
[Notes: 16. Conclusion: 16 has clearly got compliance aspects but also potential policy aspects, so it was agreed to keep it on the list for the second group.]
19. f. Whether requirements or best practices should be put into place for registrars to make information on transfer dispute resolution options available to registrants. (CT16.0)
[Notes: 19. Conclusion: This issue was given low priority by the previous WG but solutions seem to be easy to find and to implement. 19 is kept on the list for the second group.]
Group 3 PDP - New Issues related to the current transfer policy

3. g. Whether there is need for other options for electronic authentication (e.g., security token in FOA) due to security concerns on use of email addresses (potential for hacking or spoofing). (CT6.0)
[Notes: 3. Conclusion: This issue may be more easily solved through other approaches, but it was agreed to keep 3 in the third group. Another approach discussed would be to enable the gaining registrar to initiate a transfer, an idea with much wider implications.]

10. n. Whether existing penalties for policy violations are sufficient or if additional provisions/penalties for specific violations should be added into the policy. (CT10.0)
[Notes: 10. Conclusion: 10 is an appropriate policy aspect to address that would prepare for a progressive step. 10 is kept in the third group.]

12. s. Whether the policy should incorporate provisions for handling “partial bulk transfers” between registrars – that is, transfers involving a number of names but not the entire group of names held by the losing registrar. (CT12.0)
[Notes: 12. Conclusion: While recognizing that transfers of sizeable domain portfolios happen, the demand for 12 is not obvious as registrars have ways of addressing such situations. Ancillary matters, like potential registrant/registrar/registry vulnerabilities and the number of FOAs required, may justify policy development and 12 is kept in the third group.]
Group 4 - Individual PDPs
PDP 4-1

1. j. Whether there could be a way for registrars to make Registrant Email Address data available to one another. Currently there is no way of automating approval from the Registrant, as the Registrant Email Address is not a required field in the registrar Whois. This slows down and/or complicates the process for registrants, especially since the Registrant can overrule the Admin Contact. (CT5.0)  [Notes: Has a bearing on Whois and privacy issues, thus controversial, and it's complex to find a solution for this issue outside the Whois.]

PDP 4-2

6. h. Whether provisions on time-limiting FOAs should be implemented to avoid fraudulent transfers out. For example, if a Gaining Registrar sends and receives an FOA back from a transfer contact, but the name is locked, the registrar may hold the FOA pending adjustment to the domain name status, during which time the registrant or other registration information may have changed.(CT9.0)  [Notes: 5. and 6. Conclusion: to keep 5 and 6 separate, with 5 as comparatively "low hanging fruit" in the first group, while 6 is more complex and might call for a PDP on its own.]
PDP 4-3 (Policy aspects of 7 & 2 combined)
7. c. Whether additional provisions on undoing inappropriate transfers are needed, especially with regard to disputes between a Registrant and Admin Contact. The policy is clear that the Registrant can overrule the AC, but how this is implemented is currently at the discretion of the registrar. – policy aspects only. (CT9.0)

2. o. Whether a process for urgent return/resolution of a domain name should be developed, as discussed within the SSAC hijacking report (http://www.icann.org/announcements/hijacking-report-12jul05.pdf; see also http://www.icann.org/correspondence/cole-to-tonkin-14mar05.htm).  – policy aspects only (CT6.0)

[Notes: 7. and 2. (in the second group). Both are related and have feasible "technical" aspects but also much more difficult "policy" aspects, deserving thorough investigation and separate handling. Conclusion: to combine the "technical" aspects of 7 and 2 and keep them in the first group, while combining the "policy" aspects of both as a separate potential PDP.]

Group 5 – Recommend deleting recommendation
15. i. Whether requirements should be in place for Registrars of Record to send an FOA, and/or receive the FOA back from Transfer Contact before acking a transfer. (13.0)
[Notes: Conclusion: The first part is retained within the first issue group, although rephrased as "Whether requirements should be in place for Registrars of Record to send an FOA to the Registrant or Admin Contact". The second part of 15 (reading: ",and/or receive the FOA back from Transfer Contact before acking a transfer") is eliminated with reference to past debates when this was deemed to make it easier for uncooperative Registrars of Record to delay or block a transfer desired by the registrant.]

14. b. Whether review of registry-level dispute decisions is needed (some complaints exist about inconsistency). (CT13.0)
· Before pursuing this, we should identify what the inconsistencies are.

· If there are inconsistencies, are they still happening?

· There is an appeal process in the current IRTP; doesn’t that provide a mechanism for dealing with this if it is an ongoing problem?
[Notes: 14. Conclusion: The issue is primarily a compliance matter and a review may be appropriate in that context, but it is not a policy matter. Accordingly, 14 is put on the delete list. It was also agreed to encourage review of this outside of the policy development process.]
11. r. Whether registrants should be able to retrieve authInfo codes from third parties other than the registrar. (CT12.0)
[Notes: 11. Conclusion: The approach in 11 raises concerns about both additional security risks and the viability of finding suitable third parties. Accordingly, 11 is put on the suggested delete list.]
13. k. Whether additional provisions relating to transfer of registrations involving various types of Whois privacy services should be developed as part of the policy. (CT13.0)
[Notes: 13. Conclusion: 13 should be a non-issue in the transfer policy context, as the registrant should be able to opt-out from a privacy service prior to a transfer. Accordingly, 13 is put on the suggested delete list.]
