Implementation Recommendation Team Draft Report
VeriSign Comments, 6 May 09

VeriSign thanks the members of the Implementation Recommendation Team (IRT) for the extensive effort to produce a draft report in such a short timeframe.  Our comments are organized into two major sections, General Issues of Concern, and Feedback regarding Specific Sections of the Draft Report.

I. General Issues of Concern

It is clear that the IRT has spent significant time wrestling the issues set forth in the introduction and overview to their Draft Report; however it is also clear from the IRT Draft Report that some issues of concern still need to be addressed to adequately develop an approach that fully resolves the competing issues in the protection of rights with regard to Internet domain names.

In particular, it appears that the recommendations do not satisfy all elements of the checklist agreed upon by the IRT. The recommendations may: (1) not conform to the extent of actual legal rights; (2) create mechanisms that are subject to gaming and abuse; and (3) adversely affect consumers and competition.

We would ask that the IRT reexamine the standards incorporated into the Post Delegation Dispute Mechanism.  The proposed standards do not appear to conform to existing law in some countries regarding domain names and registrants and they appear to be vague, overbroad or undefined.  The IRT should directly solicit the input from the end user community and the business constituency to see how the draft recommendations may impact the body of existing law.

II.  Feedback regarding Specific Sections of the Draft Report

Without detracting from the need to address the major issues identified in Section I above, in this section, we provide specific comments and questions in response to specific portions of the Draft Report (organized sequentially below) that we hope will be useful as the IRT continues its work.  To provide context for our input, excerpts from the Draft Report are shown in quotation marks and italics.

IRT RECOMMENDATION FOR AN IP CLEARINGHOUSE, A GLOBALLY PROTECTED MARKS LIST, AND OTHER TOP AND SECOND LEVEL RIGHTS PROTECTION MECHANISMS
1. INTRODUCTION & OVERVIEW (pp.1-2 of 14)
We strongly support the six items listed as framework and considerations that the IRT took into account in formulating the recommended proposal in this document:

· “The recommendation should satisfy the checklist agreed on by the IRT;

· The recommendation should protect the existing rights of trademark owners, but not create additional legal rights;

· The recommendation should provide clear benefits to trademark owners, such that as many as possible will be incentivized to use the recommended solution;

· The recommendation should accommodate user and consumer concerns, in particular the need to ensure consumer protection both in terms of preventing unnecessary confusion and of permitting (and not derogating from) the lawful use of marks;

· The recommendation should be sufficiently flexible and scalable so as to ensure its sustainability as an effective rights protection mechanism (“RPM”); and

· The recommendation should not result in unnecessary or undue costs, either to trademark owners or to legitimate users and consumers.”

But, in the last bullet, we would add “registries and registrars” to “trademark owners, legitimate users and consumers” and encourage the IRT to more thoroughly consider the impact of the proposals on registries and registrars.
2. THE IP CLEARINGHOUSE (pp. 2-5 of 14)
HOW THE IP CLEARINGHOUSE WILL WORK (pp. 3-4 of 14)

“The way the IP Clearinghouse will work is simple: A representative of a rights owner pays a fee and submits data to the IP Clearinghouse. This data is validated initially and every year thereafter to ensure accuracy. Validated data can then be pushed by the IP Clearinghouse to new gTLD registry operators or pulled by registries or registrars to support applications such as . . .” What data will be made available to registries/registrars? How will the data be validated? What criteria will be used?  

MAJOR BENEFITS OF THE IP CLEARINGHOUSE (p.4 of 14)
“For new gTLD Registry Operators:

· The IP Clearinghouse will enable them to design and operate effective Pre‐Launch RPMs that are appropriate for and tailored to their target markets without significant investment in validating data.

· The IP Clearinghouse will reduce registry liability.

· The IP Clearinghouse can support ASCII and IDN registry operators as it can hold validated data in any script.”

Regarding the second bullet point:

· Should this say ‘reduce liability for sunrise/landrush processes’?

· How will ICANN create a method for registrars and registries to utilize their existing financial structures within the ICANN contracts and new contracts to facilitate the payment of these processes and the creation of these systems?

· How will ICANN allocate budget for this purpose.
Regarding the third bullet, how would IDN variants be handled?

PRINCIPLES GOVERNING THE OPERATION OF THE IP CLEARINGHOUSE (p.5 of 14)

· “There should be one IP Clearinghouse operated by an outsourced agency under a renewable multi‐ year contract with ICANN of at least five years. 
· The IP Clearinghouse should be operated by a neutral service provider not affiliated with any party contracted with ICANN.

· The data in the IP Clearinghouse must be collected solely for use in the IP Clearinghouse. This data must be validated before it is included in the IP Clearinghouse and on the anniversary of its inclusion.

· The IP Clearinghouse must be available 24/7, 365 days of the year.

· The cost to a rights owner of placing and maintaining a record in the IP Clearinghouse should be reasonable. The annual cost of maintaining a portfolio of records in the IP Clearinghouse should not be prohibitive for a rights owner with many names/brands, taking into account the complexity of the platform and the liabilities of the IP Clearinghouse operator.
· The IP Clearinghouse must be technically “state‐of‐the‐art”: its daily operation must enhance the rapid provisioning of domain registrations. For example, it should probably support EPP. 

· It must not slow the registration process unreasonably.”

Please note the following comments and questions regarding these principles:

· Who has what rights to the data in the clearinghouse?

· Is ICANN willing to renegotiate SLAs for query times to accommodate for these processes as they will have impact on end user latency and response time metrics?
· In the IDN roll out, the centralization of scripts and how to handle them was not uniformly applied.  Registries were left to their own implementation assumptions, creating variations of the implementation approach until new standards were created.

· How will the IP community ensure that they have a common method and use of the TM tools at each registry?

· How will ICANN oversee this implementation while dealing with various country laws regarding privacy rights of registrants, IP law and various laws regarding freedom of speech?

· Under what global body of law will this be administered and overseen? 

· How will ICANN vary this oversight versus the current legal administration of the registry contracts?

· The IP Clearinghouse should definitely support EPP interfaces with registries and registrars.

6. PRE LAUNCH SECOND LEVEL RIGHTS PROTECTION MECHANISMS: THE IP CLAIMS SERVICE (p.8 of 14)

“GPMs. (p.9 of 14) With respect to GPMs, the IRT recommends that new gTLD Registries implement a mechanism which initially blocks the registration of second‐level domain names that are an identical match of the GPM. There should, however, be a process by which these applicants should be permitted to register the initially‐blocked names if they can demonstrate to an independent third party that their registration of those names would be consistent with generally accepted trademark laws; namely that its use of the domain name would not infringe the legal rights of the GPM owner.”
This would make the system more complicated. Who would be responsible for the consent process? How would it get communicated among registrant, registrar, registry and clearinghouse?

“Except for GPMs, registrants shall not be prevented from registering domain names matching marks contained within the IP Clearinghouse; provided, however, that each registrant receiving a notice pursuant to the IP Claims Service: (i) affirmatively opts into the registration of the domain name after receiving notice; (ii) represents and warrants that it has a right or legitimate interest in that domain name; (iii) represents and warrants that it will not use the domain name in bad faith as described in the UDRP; (iv) acknowledges that the registration or use of the domain name in bad faith may result in suspension under the URS, a UDRP proceeding, and/or judicial action by the appropriate trademark owner; and (v) represent and warrant that the registrant contact information provided in support of the domain name registration is valid and accurate, and acknowledge that provision of false information may result in cancellation of the registration.”
Who would provide the notice that a registration matches a clearinghouse entry?  What timeframe would be required for this to happen? Minutes, days, weeks?  Who determines what is legitimate?

7. POST LAUNCH SECOND LEVEL RIGHTS PROTECTION MECHANISMS (p.11 of 14)

“Watch Notice. Any person or entity (a “Requestor”) may submit a Second Level Watch Request, i.e., a request to be notified when a third‐party seeks registration of a second level domain name that exactly matches a specifically identified second‐level string (the “Second Level Watched String”). Using the IP Clearinghouse, all second‐level registrations will be checked against all Second Level Watched Strings. In the event of a match, the Requestor will receive electronically a Watch Notice that identifies the second‐level domain name and provides the Whois information of its registrant. The Watch Notice system would not interfere with the registration of second level domain names on a real‐time basis and would operate on a real‐time basis. Participation in the Watch Notice system is fee‐based with all fees paid by the Requestor. No verification or validation of the Second Level Watched String occurs.”

· How will third level registrations be governed?
· Who is responsible for checking registrations against the Watch List?  Is this a registry or registrar function or a clearinghouse function?

· Will registries have access to requestor information?

· The relationships between registries, registrars and the clearinghouse need more clarification.

APPENDIX ONE (pp. 12-13 of 14)
With regard to the IP Clearinghouse database, it will likely be a very good idea that historical archives of the data be maintained and accessible.

DRAFT UNIFORM RAPID SUSPENSION SYSTEM (URS)
1. INTRODUCTION (pp. 1-2 of 16)
“Therefore, the IRT recommends that ICANN implement the URS, which would be mandatory for all new generic Top Level Domain (gTLDs), and would bind all registries and registrars supplying new gTLDs to the marketplace. The URS would address cases of abusive uses of trademarks where there is no genuine question as to the infringing or abusive use of a mark in a domain name and in connection with a site that represents abusive use (i.e., not a fair use or commentary situation nor a situation involving questions of whether the registrant is or is not authorized or selling, for example, legitimate, non‐counterfeit goods). The URS will provide a low‐cost and rapid means for taking down infringing domain name registrations, yet preserving a registrant’s right to a hearing and/or appeal. In addition, the URS does not result in the transfer or cancellation of a domain name registration. Rather domain name registrations found to be violating a brand owner’s rights will be placed in a locked state, for the life of the registration, and will not resolve to an active website.”
· Will there also be a process to revoke a clearinghouse registration?
· Who has final determination that a domain name is infringing and to take it down?
· ‘Taking down’ implies removing from the DNS.  Is that what is meant?  Should clearly state the actions taken and who is responsible – registry, registrar or registrant.

· A common process is to preserve status quo - lock the domain name, but don’t remove it from DNS.

· The ‘locked state’ referred to in the first line of page 2 appears to have a different definition than what is used by gTLD registries.  To avoid confusion, it is recommended that a different term be used.

· This approach preserves the Whois information for the domain, potentially with updated statuses; is that what is desired?

P.4 of 16
“Complaints are submitted to a third party provider – to be selected by ICANN ‐‐ for initial examination. During initial examination, a case manager reviews the complaint for compliance (e.g., did the complainant fill out the Form Complaint properly and present sufficient evidence to support the legal claim ‐ a prima facie case ‐ as well as whether the complained of site is as described in the complaint). Additionally, if multiple complainants or respondents are cited, the case manager will review the evidence provided to support a multiple complainant and/or respondent format to determine if such evidence suffices. This initial examination is important to reduce false or incomplete complaints. Only if the complaint is validated as complete and establishing a prima facie case during the initial examination will the domain name registration(s) proceed to the lock and notice stage. Incomplete complaints are deemed defective, ending the URS process.” 

· Is the definition of ‘lock’ used here the same as used earlier in the document?
· Usage of ‘lock’ should be consistent and clear.

Pp.4-5 of 16
“All formal notices of the complaint should be provided by the third party dispute resolution provider. Notice first should be provided to the New TLD registry operator within 24 hours of the filing of the complaint via e‐mail at the address the registry operator provides to ICANN. Upon receipt of the notice, the registry operator should have up to 24 hours to lock the domain name to prevent transfers or other changes to the registration. In the registry protocols (EPP), such a lock would be implemented with two registry commands ‐‐ “ServerTransferProhibited” and “ServerUpdateProhibited.” During this time period, the website still will resolve and the domain name will remain active in the zone file.”  Is the plan here for the registry operator to lock the registration before notification of the registrar and registrant?

6. DEFAULT PROCEDURES (pp.7-8 of 16)

The second paragraph says, “. . the Whois record will reflect that the domain name is on hold and unable to be transferred or used for any purpose for the life of the registration (including renewal by the same or related registrant).”  This may require a modification to the Whois system for both registries and registrars and hence would have cost implications.

“If a Registrant fails to submit an Answer, or submits a defective Answer, within fourteen days of initial email notice, the Complainant and Registrant are notified by email and, in the case of Registrant, letter (sent by regular mail) that the matter has entered into Default. Upon entry into default, the domain name at issue remains locked at the registry (meaning it cannot be sold, transferred, or assigned) for the duration of the registration period. In addition, the domain name will be deactivated from use in connection with any registrant’s website.13 Instead, a standard page will be posted in connection with the domain name, such as: “This domain name is no longer active as a result of a Rapid Suspension proceeding. For more information, please visit www.[URLofthirdpartyreviewer].com.” Similarly, the Whois record will reflect that the domain name is on hold and unable to be transferred or used for any purpose for the life of the registration (including renewal by the same or related registrant). This will provide notice to any third party who may be visiting either for due diligence, or because they are trying to find a brand or for that random person who goes to look at their site and wants to know why it is down. During the period of default, the Registrant cannot (a) change the content found on the site in an attempt to argue the site is used in connection with legitimate means and thus regain access to it or (b) change the Whois information.”

· Note that a ‘registry lock’ of a domain name registration as defined on p. 5 of 16 may not prevent selling a domain name and a domain name could still be transferred between registrants. It also does not prevent deletion.

· Who is responsible for posting the ‘standard page’? The registrant, the hosting provider, the registrar, the trademark holder?

· Where and how does this information get added to Whois that reflects the name is on hold and unable to be transferred or used for the life of the registration?

· Only the web hosting provider has control over the content on a registrant’s website – not necessarily anyone who is a party to an ICANN agreement.  Content associated with a domain frequently changes.

· Who will be asked to police the content associated with the TM?

· How will this be managed on a global basis?
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